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Glossary (FI3E%E)

Generally used terms

Unless otherwise specified (e.g. 'source data' or
'source document') and in order to simplify the text,
'data’ will be used in this guideline in a broad
meaning, which may include documents, records or

any form of information.

— A ER S h 5 BFE

( Tsource data (J7i7—%)) X° lsource document
(JREFD) DL D) FEHNZHRE LW IR Y |

XEEMRICT 72012, ZOHA RTA T
X T 7= ZIRNVERTHEMRL, 0FE, i

., XIZdHop2d7+r—~ v FOFEREZEZLH
DETD,

All references to sponsors and investigators in this
guideline also apply to their service providers,

irrespective of the services provided.

When a computerised system is implemented by an
institution where the investigator is conducting a
clinical trial, any reference to the investigator in this
guideline also includes the institution, when

applicable.

ZDHA RT A TIRERKEEE K ONEBR BT
RIS & LTV D EFTIT T ~T, #itsn
LY =R 6T, =X T msA
ZIZhEH IS5,

TR ISE RN s B a— 2L AT A
AEIEL, £ 2 TIHRREEEMNERE1T -
TWDEHE, ZOHA RT4 L TIRREMLE
ACS & LTV D EATE, MBS U CERR
FHERER b ZD Db D& T 5,

The term 'trial participant' is used in this text as a
synonym for the term 'subject', which is defined in
Regulation (EU) No 536/2014 as 'an individual who
participates in a clinical trial, either as a recipient

of the IMP or as a control'.

[VEEERZSIZ (trial participant)] &\ 5 FGE
X, RETIX #EZ (subject)] &\ 9 HGE
ERFEE LTS, ZiUE, Regulation (EU)
No 536/2014 T [IMP ##5 X154, X/Z
SIHERES L CIRBRIC ST SN & LTRE
ZINTWD,

The term 'responsible party' is frequently used
instead of sponsor or principal investigator. Please

also refer to section 4.2. and Annex 1.

[ EEDH 524 FE (responsible party)| &\
o HEEI, RBREEE TR B EERT O
DOICHEIEN SN D, 42 BEROMEE 1
LD &,

The term 'agreement' is used as an overarching term
for all types of documented agreements, including

contracts.

[ 2 EZ (agreement)] &\ 9 HFEIX, 2%
G, TRTOBEOLELINZABEEE
TR HGEE LTEH IS,

é%;; A&t XE 1
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The term 'validation' encompasses aspects usually

known as 'qualification and validation'.

(N F—2rg 2 LW L, @ (8
WEPEF S N Y F— 2] L LTHLNT
W DT & T,

Artificial intelligence

Artificial intelligence (Al) covers a very broad set
of algorithms, which enable computers to mimic
human intelligence. It ranges from simple if-then
rules and decision trees to machine learning and

deep learning.

ANT5n8E

NTHIGE (AD) 1, = Ea—2 3 Ao
ERRCX 2 L9127 5, FERITIEENT L
FYRXALEy N =L TEY, HfiZ if-
then /L— LCWRTEARD D, HEIRFE OGRE
BETEET,

Audit trail

In computerised systems, an audit trail is a secure,
computer generated, time-stamped electronic record
that allows reconstruction of the events relating to
the creation, modification, or deletion of an

electronic record.

B AERS
AL a—FLT AT AT, BRI =
VEa— A THERINTZZ A DAST T

DX 2T REALIHETHY ., BEFLEOE
%,/ 25 HIBRICESE S 5 A X N OFELA
FHEIZCT D LD TH D,

Clinical outcome assessment

Clinical outcome assessment (COA) employs a tool
for the reporting of outcomes by clinicians, trial site
staff, observers, trial participants and their
caregivers. The term COA is proposed as an
umbrella term to cover measurements of signs and
symptoms, events, endpoints, health-related quality
of life (HRQL), health status, adherence to

treatment, satisfaction with treatment, etc.

Clinical outcome assessment

COA ITiX. FRIRE, 1R FEhifusx OWE. 7+
TP N ARSI . KO DI A
IFEWET D700 — RN ST
%o COA &\ ) HIEEIT. BlEiEtk, 1~
M. =2 RARA b, GEERED AR DY
(HRQL), fFeikiE, 15 (RhE) o@<r, 18
Pt~ D & E 5 DTE 2 Ml 2 el iRy 72
FEE LTREIN TV,

Computerised system life cycle
The life cycle of a computerised system includes all

phases of the system; i.e. typically

1) the concept phase where the responsible party

considers to automate a process and where user

requirements are collected,

AU 2—F S RAT LT T A TV
AL a—FbT AT LG A T A 7T
X, VAT LADTRTDOT =—ANEEN
b, DFEV ., —IIC

) ME7=2—X: BEOLLIYUEEN Tt

2O HEE AR L, 2 — V2 e
B4

é%;; A&t XE 2
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2) the project phase where a service provider can
be selected, a risk-assessment is made, and the

system is implemented and validated,

3) the operational phase where a system is used in
a regulated environment and changes are
implemented in a manner that maintains data
confidentiality, integrity and availability, and

finally,

4) aretirement phase, which includes decisions
about data retention/archiving, migration or
destruction and the management of these

processes.

2) Iaval F7x—X = AT aNA
HEBEL, VAT TERARAL FEITU,
VAT LERIEL

-

Do

NYF— g EAT

3) A7 =— X VAT AR BHIBREE T O
T2, BHIX. T—XOEE, 4T
7VT 4, O HMEZ HERFEE 5 51E
TiThi b,

4) VEAT AL N T 2—R : F— R 5ARE T
— AT D, BATT D0, UTHEFES
HPDORE, KOZNHLOT nt ADEHE
NEEND,

Configuration
Configuration sets up a system using existing (out-
of-the-box) functionality. It requires no

programming knowledge.

R E

ERKER E ClE. KAV (out-of-the-box)
BBEHEHL AT 22ty N T v 715,
TR T I T OHEGITHELS LR,

Customisation
Customisation modifies and adds to existing
functionality by custom coding. It requires

programming knowledge.

HRE~A X
HAB A XTIE, AAZLTA—T 4 TN

Ko THEfFOMEELZZE L=V, BINLZY
T5, (WAX~ARIZL) T r7I73I000

HEEPNLETH D,

Data governance

The total of activities, processes, roles, policies, and
standards used to manage and control the data
during the entire data life cycle, while adhering to

ALCOA++ principles (see section 4.5.).

F—BHNRF R
ALCOA++DJFHI (4.5 BZM) IZHEWVRN 5,
TR TG TV AT NVNERICDIZ>TT—H
EEHEONaY fu— LT 50l I N
HIEE), Trte R, &EHL KU — ROE
HEZHIRT D B D,

Data life cycle

All processes related to the creating, recording,
processing, reviewing, changing, analysing,
reporting, transferring, storing, migrating, archiving,

retrieving, and deleting of data.

Vet A7 A O/ %

T — % OERL, Figk, WEE, LEa2— &
B, oM. . Bk RTE. BAT. T
A7, BH#, KOHIBRICBEET T XToT
ot A,

é%;; A&t XE 3
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Dynamic file formats

Dynamic files include automatic processing and/or
enable an interactive relationship with the user. A
certified electronic copy may be retained in
electronic file formats that are different from the
original record, but the equivalent dynamic nature
(including metadata) of the original record should

be retained.

B 77 ANV T+ —~<> b

BT 7 A id, BEVLEZ 524, KOV (X
X)) =N A X T 7T 4 TITRIHTE
b, BRI a8 —1%, AU U
BB DE T 7 ANT r—~ v N TR
BLTHIWR, AU Uikl F% o)
(72l (A X T — 2 Gty 2RETHH0E
nd b,

Event log
An automated log of events in relation to the use of
a system like system access, alerts or firing of edit

checks.

AR ns
VATLATIRA, TT—F, =T 4y T
= v 7 EEED, VAT AOMHICEET S
ARV hOHEIR S,

Patient-reported outcome

Any outcome reported directly by the trial
participant and based on the trial participant's
perception of a disease and its treatment(s) is called
patient-reported outcome (PRO). The term PRO is
proposed as an umbrella term to cover both single
dimension and multi-dimension measurements of
symptoms, HRQL, health status, adherence to
treatment, satisfaction with treatment, etc. (Source:
CHMP 'Reflection paper on the regulatory guidance
for the use of HRQL measures in the evaluation of
medicinal products'

- EMEA/CHMP/EWP/139391/2004)

Patient-reported outcome
BRZINEIC L > TEERESL, KELZTD
BFIC OV TOIRBRSINE ORI IES < T
TOHOT U bJ L% PRO LFES, PRO &WH
AEIE. EIR. HRQL, fEEEIRRE, 60 (i)
DT, AR T DR EFE D, H—kIoill
TE R OB R TTITE D5 % 71 73— % aLfHR 72
FREE L TIRESNTWS, (it . CHMP
'Reflection paper on the regulatory guidance for the
use of HRQL measures in the evaluation of

medicinal products’

- EMEA/CHMP/EWP/139391/2004)

Static file formats
Static files containing information or data that are

fixed and allow no dynamic interaction.

BT AN T+ —< B
B IT =X 2 G0N 7 7 AL, BES
. B A X —T 7 a UNTER,

é%;; A&t XE 4
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Validation

'A process of establishing and documenting that the
specified requirements of a computerized system
can be consistently fulfilled from design until
decommissioning of the system or transition to a
new system. The approach to validation should be
based on a risk assessment that takes into
consideration the intended use of the system and the
potential of the system to affect human subject
protection and reliability of clinical trial results.’

(ICH E6 R2 1.65)

NYF— gy

2B =5 ff > R T ADIFESFL7= ZF
I(E00 T, RFDPERTAYZ 4L T A MY
(ZH o R T ANDEITE T, —HL TiliZz7d =
EEFELL, XENT ST rEX, N T
gD T Fm—F(T, X T AD R
FIRFER VRIS RO~ B 7 52 5 A
BEMEG B LT Y X2 T XX NS T
WS H S, | (ICHE6R2 1.65)

Executive summary (=7 B2 7 4 7%<V)

Computerised systems are being increasingly used
in clinical research. The complexity of such systems
has evolved rapidly in the last few years from
electronic case report forms (eCRF), electronic
patient reported outcomes (ePROs) to various
wearable devices used to continuously monitor trial
participants for clinically relevant parameters and
ultimately to the use of artificial intelligence (AI).
Hence, there is a need to provide guidance to all
stakeholders involved in clinical trials reflective of
these changes in data types and trial types on the
use of computerised systems and on the collection
of electronic data, as this is important to ensure the
quality and reliability of trial data, as well as the
rights, dignity, safety and wellbeing of the trial
participants. This would ultimately contribute to a
robust decision-making process based on such

clinical data.

BRICETETEL Da s Ea—F Ly AT A
DEAIND LI TER, 290 oaizy
AT 5L (LLRTD) eCRF X° ePRO 2> B 2UH(IZ
AL Z T IRBRICERN /237 A —HITDNT
GBI 2l E =2 —T Afx DU =
T T TNTINA A RET, DUWVITIE AN T EIRE

(A) ZFIHTHICE->TND, T—FER

D7 F—~v hDZ I Vo = EAITER, BB
5T 2T X TORFERREICH L T v
a— BV AT LD LB TT — X OIEID
BT 0A 70 A% 2 MENHTE T,
LWV DX, (HAF o AiT) 15BRT — % D8,
B LR RONRBRSINE O], Bk, &
B OMEEZERIZTH 9 Z THETHDLTZD
ThD, (HAF2AT) FmBOICIE (20X
L TIEESNT) BRIRT —ZI2EESW T,
Loy L EEREERITO 7 AEILDT
HhH I,

é%;; A&t XE 5
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This guideline will describe some generally

It also covers requirements and expectations for
computerised systems, including validation, user
management, security, and electronic data for the
data life cycle. Requirements and expectations are
also covered related to specific types of systems,

processes, and data.

applicable principles and definition of key concepts.

KITA BT A Tl — A9 H T RE 7 5 Al
CEBERBEDOERE W OIS, £
72, avEa—ZbT AT MIRT D EFEED
B (222X, AV T —vay, =¥
B, X270, T—FTA4T7HA I MTD
o TCOEFT—4 (DFH] 25T IO
ThaT 5, £, FEDFATDU AT
L, TR ROT —ZICBET 5 EAA L
FRZOWVWTHikR 5,

1. Introduction (iX C®iJ)

As described above, the change in data and trial
types and thereby the use of computerised systems
presents new challenges. The European Medicines
Agency (EMA) 'Reflection Paper on expectations
for electronic source data and data transcribed to
electronic data collection tools in clinical trials'
started to address these when it was published in
2010. However, the development of and experience
with such systems has progressed. A more up-to-
date guideline is needed to replace the Reflection

Paper.

ARD L D12, T—=FRMRO 7 +—~ v b2
ZLTEY, 2223yt a—F by 2T L
NI 2 2 & THRER AL D,
European Medicines Agency (EMA) D 'Reflection
Paper on expectations for electronic source data
and data transcribed to electronic data collection
tools in clinical trials' 1%, 2010 fFIZHIT S L7
RERTC 2 AL D OREZ B RO T2, 25 W
DTV AT DO ESR L T DT
O, KFORFRICBILIETA R A4 12 XD
Reflection Paper % [& X #i 2 5 N H T & 72,

There is no requirement or expectation that the
sponsors and investigators use computerised
systems to collect data; however, the use of data
acquisition tools if implemented and controlled to
the described standard, offers a wide variety of
functions to improve data completeness,
consistency and unambiguity, e.g. automatic edit
checks, automated data transfers, validation checks,

assisting information and workflow control.

TBBRRIEE IR T ERIN T — X 2 UET
IXTCALa— LV AT A EFH LRI
X bR E W) BTV, RET) 6
HENTNWDEHEIHEST (T —FIEY —v
) FEL, arvite—ATi52kick, T
— 2Ot —BfE, RKOWREEZ R LS8
LT —HWEY — VOIS EIEHE (B : A
7y My s, BET—ZERE, Y
T—varFx=yv s, MERKOY—27 7R
—iilfH) AFHTEDL LT D,
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2. Scope (i FE5FH)

The scope of this guideline is computerised
systems, (including instruments, software and 'as a
service') used in the creation/capture of electronic
clinical data and to the control of other processes
with the potential to affect participant protection
and reliability of trial data, in the conduct of a
clinical trial of investigational medicinal products
(IMPs). These include, but may not be limited to
the following:

e Electronic medical records, used by the
investigator to capture of all health

information as per normal clinical practice.

e Tools supplied to investigators/trial
participants for recording clinical data via
data entry (e.g. electronic clinical outcome
assessments [eCOAs)).

- Electronic trial participant data capture
devices used to collect ePRO data, e.g.
mobile devices supplied to trial participants
or applications for use by the trial
participant on their own device i.e. bring

your own device (BYOD).

- Electronic devices used by clinicians to
collect data e.g. mobile devices supplied to

clinicians.

e Tools supplied for the automatic capture of
data for trial participants such as biometrics,

e.g. wearables or sensors.

KA RTA o OdEM#EHMIL, 2 Ea—X
b 27 g, Y7 b7, KO las
a service| HELe) ThH V., RIE (IMP) O
1BBRD IR IBN T, EFERIRT —F OIERY
WERIZEHEND D, ROBINERERR
B — 2 OISR LGS r kA0 a
Y=V EHENND D THSL, ZiD
WXL F R EENDLD, ZHRICRESNLD B
DTIL72\,

o BTEMRLEK (AT 4], IRBAEIEERM
PNIEE ORIRES 2B LT, §NTOM
FEf & G972 DI+ %,

o IRREMEMARBRSINE RN D
V=T, T—HANEN LTEHRT —
X EFERT DB O (B : eCOA),

- BIMRIBRSINEOT — X BIET
5T /NA AT, ePRO T —# ZINHET
LHIleDIHEN D b D, - 1hHRE
B ARBES N D EANA LT S X
XATIRBRSINE R E 53 DT 3 A LT
FHT 77V r—var, DD
Bring Your Own Device (BYOD),

- ERERT— 2 BIET 5 IR
THE TS, B BRE IR S
BESA LT R,

o WBRBMEFOT—HEZHEBNET H720
iRk XD Y —v, AERGRRESE, f
=T T T NATE Y,
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eCRFs (e.g. desktop or mobile device-based
programs or access to web-based
applications), which may contain source data
directly entered, transcribed data, or data
transferred from other sources, or any

combination of these.

Tools that automatically capture data related
to the transit and storage temperatures for
investigational medicinal product (IMP) or

clinical samples.

Tools to capture, generate, handle, or store
data in a clinical environment where analysis,
tests, scans, imaging, evaluations, etc.
involving trial participants or samples from
trial participants are performed in support of
clinical trials (e.g. LC-MS/MS systems,

medical imaging and related software).

eTMFs, which are used to maintain and
archive the clinical trial essential

documentation.

Electronic informed consent, for the provision
of information and/or capture of the informed
consent when this is allowed according to
national legislation, e.g. desktop or mobile
device- based programs supplied to potential
trial participants or applications for use by the
potential trial participants on their BYOD or

access to web-based applications.

eCRF (B : 7 A7 ~ > 7 XUTENA VT
NA R DT v 7T AE Web ~<— &
DT TV r—ar~DT 78 R) I

IE. BEEADSRERT %, RS h
7=, XIho Y —2nbilngkshn
o7 —4, I b OMAEDLENRE
EZ TR

TRERIK (IMP) ULREGER Y 7L ik
K OMREIRE BT 57 — 4% & HEI
ICINEETT B Y — )b,

ERREREE C7 — & 2 Mf5, Ak, U,
XIIRAFT D120 DY — VT, R E Y
= R T D720, IRRBINE UTTEHR
ZINE DY T VDoHT, T A N, AF
YU, A A=DUT FHEEEZITO B D
(Bl : LC-MS/MS ¥ AT A [E i M
OB# Y 7 b =7)

eTMF, 1RBRD MG R 2 MERFE BRI OY
T—HATTHEDIHEHENS,

Hadeft, RO (T A1 74+ —2 K
arty NS EAT O e DEFHIA
T —hRarkvr b, L, BERNE
THA SN TWDLGEIZRD, Bz,
BIER RIS INE iRt s h o 7 A 7
by X ENA NT N AR—AD S
077 A, BIERRIRBRSNEIZ XL D

BYOD ETOT7 7Y r—3a ORI X
X Web XR—R7 7V r—g v ~DT

7' A,
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Interactive Response Technologies (IRT), for
the management of randomisation, supply and
receipt of IMP, e.g. via a web-based

application.

Portals or other systems for supplying
information from the sponsor to the sites (e.g.
investigator brochures (IBs), suspected
unexpected serious adverse reactions
(SUSARSs) or training material), from the

sites to the sponsor (e.g. the documentation of
the investigator's review of important safety
information), or from the sponsor or the site

to adjudication committees and others.

Systems/tools used to conduct remote

activities such as monitoring or auditing.

Other computerised systems implemented by
the sponsor holding/managing and/or
analysing or reporting data relevant to the
clinical trial e.g. clinical trial management
systems (CTMS), pharmacovigilance
databases, statistical software, document
management systems, test management

systems and central monitoring software.

Al used in clinical trials e.g. for trial
participant recruitment, determination of
eligibility, coding of events and concomitant
medication, data clarification, query
processes and event adjudication.
Requirements to Al beyond the generally
applicable expectations to all systems will not
be covered in this guideline initially. This

may be covered in a future Annex.

IMP O EAEZAb, ke K OS2 fHO B BE D
72D IRT, Bz 1L Web X—Z2D7 7
r—g i LTIREEEN S,

BRI 5720 DOR—Z LT T DM
DY AT by IRBRIKIE D> b IR BRFE M b
RO RIZAE (B« IRBEEEE

(IB). suspected unexpected serious adverse
reactions (SUSAR), XX h L —=2 7%
Bhy. TRBR FE i Ex 7> O IR ~ D
TRt (B TRBREAREIC L D HE
BREEMEHF RO L E 2 —3CEEEN, X
VHIRBRIK IR OB BR S S i > & T A2

BEFA~ONE R,

TR ) TRERED Y T — MNEE A
FHT D OIMHEHEIND AT L)Y
— b

Z M, JEBRIKEENIET a0 B
— 2T AT AT, IRBRICEET 57—
Z ke, PREFAERL KO (L) o T
WET LD, Bl IRBREH T AT A

(CTMS), 77 —~atb VI v AF—X

N—R WEHY T by =T, CEEHY
AT A, IRBREI Y AT A, ROV
Y7 vy =7,

BRICERSND AL Blz2E, 1B%E
s DL, WASMEOIRE, 4 X2 F
RO —F 7 F—=E 5T
4 r—vay, 7y FavR AV
FOHIEZE, T XTOV AT HIXLT
— XAV TEZE 5 bR AL O
W, HEZDOHA R A Tidfiiuzn
D, WIktEEE LT AN—3 2 AhE
HIEH 5,
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The approach towards computerised systems used
in clinical practice (e.g. regarding validation)
should be risk proportionate (please also refer to

section 4.6.).

BAREB CHEHIN 2 Ea—2 by AT
LD (FlIZIENR) T =g BT B) 77
o2—F JFUVAZILCTeboETHZ L
@6 EHLZRDZ L),

3.

Legal and regulatory background (&K OS] D& &)

e Regulation (EU) No 536/2014, or Directive
2001/20/EC and Directive 2005/28/EC

e ICH Guideline for good clinical practice E6
R2 (EMA/CHMP/ICH/135/1995 Revision 2)

This guideline is intended to assist the sponsors,
investigators, and other parties involved in clinical
trials to comply with the requirements of the
current legislation (Regulation (EU) No 536/2014,
Directive 2001/20/EC and Directive 2005/28/EC),
as well as ICH E6 Good Clinical Practice (GCP),
regarding the use of computerised systems and the

collection of electronic data in clinical trials.

The risk-based approach to quality management
also has an impact on the use of computerised

systems and the collection of electronic data.

Consideration should also be given to meeting the
requirements of any additional current legal and
regulatory framework that may in addition apply to
the medicinal product regulatory framework,
depending on the digital technology. These may
include e.g. medical devices, data protection
legislation, and legislation on electronic

identification and electronic signatures.

e Regulation (EU) No 536/2014, XX
Directive 2001/20/EC &% U Directive
2005/28/EC

e ICH Guideline for good clinical practice E6
R2 (EMA/CHMP/ICH/135/1995 Revision 2)

KA RTA 0%, IBREKEE . IRREEE
B, M ONRBRICBI G925 £ Do BIFRE 25
BRICBIT D arEa—2 by 2T A A
EEFT —F OWEIZONT, BIEDOERE
(Regulation (EU) No 536/2014, Directive
2001/20/EC % U Directive 2005/28/EC), £7-
ICH E6 Good Clinical Practice (GCP) % #5F C
LRI IETH LD TH D,

PRSI A R—RA T Fa—F EHW 5
b ara—H b AT LAOMA L EF
F— R DOINEITEELE 52 5,

DI, TUXNICH X D0, HiiclcESE
i OB ASRICHEH e 5 7, BN 7e i
OB - HEERROBEG 252205
BT R&ETHDH, FlEInolcix, EFEHE
o T — AL B R OVE BT
THERNEEND,
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Further elaboration of the expectations of the EU
GCP Inspectors’ Working group (GCP IWG) on
various topics, including those on computerised
systems, can be found as GCP IWG Q&As
published on the EMA website.

AU a— LV AT LG, XFEXE
New Z71ZB9 % EU GCP Inspectors' Working
Group (GCP IWG) DO HIfFHIHDFEMIL EMA
D Web 4 FTAB L TWS GCP IWG
Q&A ZZWDZ &,

4. Principles and definition of key concepts JRH/| & EEHE S D EFH)

The following sections outline the basic principles
that apply to all computerised systems used in

clinical trials.

PIFOETIE, RTINS T XToa
VB a— Y AT AT S35 AR R
JRANZ W THERR T D,

4.1. Data integrity (7 —5 4> 72"V 7 1)

Data integrity is achieved when data (irrespective
of media) are collected, accessed, and maintained
in a secure manner, to fulfil the ALCOA++
principles of being attributable, legible,
contemporaneous, original, accurate, complete,
consistent, enduring, available when needed and
traceable as described in section 4.5. in order for
the data to adequately support robust results and
good decision making throughout the data life
cycle. Assuring data integrity requires appropriate
quality and risk management systems as described
in section 4.6., including adherence to sound
scientific principles and good documentation

practices.

T =& (BRIZE D7) NLAR7R LTI
£, TR, HEFFERE S, ALCOA+HR
Az d & T =2 AT 7 VT 1 Dtk
RS D, ALCOA+HFHIE 1, 4.5 TR~
L0, ImiEsE, HRerE, RIEEE, A
PE. IEfEME, seatE. —BYE Ktk 42
e R PR, BERATREMEN D D & 2 & T
HY., ARV T —=F T T A 7Lk
ZEL T, 7—F0, BOEL D DRORERLE
BWEEREZBEUICHAR—FTEDH LT
2%, T—=BALT T VT 4 BHERT DI
(Z1E, 4.6 ETIRA L@ 2 EHEH Y 2T
LR AT ERU AT ARMETHY | £
ATV 72 B a0 I K O good
documentation practice ~DHEHLNE £ 5,
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e Data governance should address data
ownership and responsibility throughout the
data life cycle, and consider the design,
operation, and monitoring of
processes/systems to comply with the
principles of data integrity including control
over intentional and unintentional changes to

data.

e Data governance systems should include staff
training on the importance of data integrity
principles and the creation of a working
environment that enables visibility, and
actively encourages reporting of omissions

and erronecous results.

Lack of integrity before the expiration of the
mandated retention period may render the data

unusable and is equivalent to data loss/destruction.

o T—HHNRNFUATIE, T—HTA 7Y
A 74 m:btofw%—&®ﬁ~f
T ERMEERLMNCT D E L BIT,
T2 AT 7 VT 4 DAl (EREX
T8> TITh b T — X OERIZHT 5
oy ha—LEET) [XEH DT o
YR/ AT LOFRKEN EH RO
ERRFTT O ERH D,

o T—HNNFUAIAT AL, T—H
AT 7T 4 OFAIOEZEMEICHOWT
OB ~D N L—=2 7 KOS
MEEZ R < LT, FFEAMSPIEL < 2
fERZ MBI RE T2 2 L 28T 5
£ RIS ERBE OB N B £ D,

(T —# 0] B LN ARFRM TRz A
YT IVT 4R L FOT—XITRHT
TR WEAME LB RIRE 7R D,

4.2.  Responsibilities (Z1P)

Roles and responsibilities in clinical trials should
be clearly defined. The responsibility for the
conduct of clinical trials is assigned via legislation
to two parties, which may each have implemented

computerised systems for holding/managing data:

e Investigators and their institutions,
laboratories and other technical departments
or clinics, generate and store the data,
construct the record, and may use their own
software and hardware (purchased, part of
national or institutional health information

systems, or locally developed).

BRI T D& &L BEZPIREICER T &
ThD, %&@ﬁm:owf®§ﬁi e
FiEZ2 oS FHFIZED B TENEN, T—
B RF BT 5D a Y a—F kA
TLEZTNZENTEREL TWLHEERH D,

o JRBREATEM L UABRE(LERMOE T
%) 1RBRFERERER, A=, £ O
OHIFERM, XIT2WATE, T — 2 %%
AR KA, FERE E LD, IDIC
ERANASIONA A NVE WS P NVE NS
GEA L7 b, ESTRBR N RS
DEFERY AT LO—H, XiIr—7H
NCTRELELD) 2HHT2HA1H
%o
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e Sponsors that supply, store and/or, manage
and operate computerised systems (including
software and hardware) and the records
generated by them. Sponsors may do this
directly, or via service providers, including
organisations providing e.g. eCOA, eCRF, or
IRT that collect and store data on behalf of

Sponsors.

Please refer to Annex 1 regarding the
transfer/delegation to service providers of tasks
related to the use of computerised systems and

services.

BERRIKHEE N 2 v B a— 2LV AT A
(V7 b =T bn— Ry =T &5T) &
T TR SN RRER A B, B
Ot (U3) B, EHAT 5, Rk
Fix, TnExEETO L HDLL, H
— B R T A F JRRIKEE ORDY
7 — X R LT 5. Bl xiE
eCOA. eCRF. IRT % &2k 2 #fk%
Gie) ZRBALTITHY Z bbb D,

Pf—bE 2T, F~Da L a—F A
FLADMFEH & — R T 5 X 27 OB/
FAEIZOW T RE 1 22RO Z &,
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4.3. Data and metadata (7 —5 & X 57— %)

Electronic data consist of individual data points.
Data become information when viewed in context.
Metadata provide context for the data point.
Different types of metadata exist such as: variable
name, unit, field value before and after change,
reason for change, trial master file (TMF) location
document identifier, timestamp, user. Typically,
these are data that describe the characteristics,
structure, data elements and inter-relationships of
data e.g. audit trails. Metadata also permit data to
be attributable to an individual entering or taking
an action on the data such as modifying, deleting,
reviewing, etc. (or if automatically generated, to
the original data source). Metadata form an integral
part of the original record. Without the context
provided by metadata, the data have no meaning.
Loss of metadata may result in a lack of data

integrity and may render the data unusable.

BT =2, HxOT—2RA 2 Fh b
fEND, T—HEaryTHFANCTRZDL E
BRI/ D, AXT—HX, T—2KA b
WXL Tary7yx A ha#RET550TH

Do ABT—HIITHER RTEERH Y, Hlx
X, A B, BERIERO T 4 —/L NE,

ZHEPH, TMF O 2R3 SCE#nl 7. ¥
ALARZ T a—PENRD DL, —KIIC,

INBIE, T ORE, W, T

F. LT — X OMARG (B : B
BT HT—HThDH, AZT XL, 7
— ZIEAN~DIFEMEE Rt 5, T72b

L, T—%%EADLEYD, T—XIZxLTE
BLOHIBR, LEa—%D7 7 v araFETL
AN CUTHBNCER SIS, 4
VOFNT—H ) —R) Rk d, AXT—H
X, AV U AGERITIIAR AR TH D, AHF
TR Lo TRt EN D a T XA M
WE | TRITEWRERTLRN, AFT—H
DRbLIWDE, T—2A T T VT 1 DR
TEL R, TEABMMERATE R85
REMER B 5,

4.4. Source data ([F7—%)

The term source data refers to the original reported
observation in a source document. Source
documents could be e.g. hospital records, clinical
and office charts, laboratory notes. Other examples
are emails, spreadsheets, audio and/or video files,

images, and tables in databases.

JR7—% &) HERIT, &R CHlE S
TV T NOBERER T, FERHE, 5
ZAX, EREBDFEER, BRR K OZEBICBT
LMFE, ) — FNETHDL, Tohopl L
LTk, EFA—N, A7y FY—h F
—F A, KON (T BT A7 7 A0,
B, KOT = X—=ADT—T VR D,
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The location of source documents and the
associated source data they contain, should be
clearly identified at all points within the data

capture process.

Below is an outline (figure 1) of the data
processing stages, starting with the data capture.

The correct identification of source data is

archiving. Data at different processing stages can
be considered source depending on the preceding

processing steps.

important for adequate source data verification and

F—HINET O ADTRTORE T, JFE
B OZ ZICEENDBET LT — 2 RN E
ZIHDLONEWMICHETE L IICT D
Z &,

TRIET —Z WL T E S O T — & L
AT =V OWEZ T (figure 1) o JRT —#
ZELLFFET S Z L3, BTy —XOmt) i
TR T 4= a VR OT —H AT D
TOICEHBETHD, HIWIEAT—IIIh D
T—HIIAIER E R DN RT v TSI - TE
V—=AThbHEBEZLND,

This data (could be multiple computer files) is not human
readable and requires image capture software to convert to
a human readable image

Image may be very complex and can be viewed by humans
using the specific software

Annotated image

Selected areas or parts of the image may be the region of
interest and subject to analysis to generate an outcome
measure

Reported results

Results are transcribed into the CRF

Sponsor

Sponsor receives the data and undertakes data analysis for
the trial

KRRt X&F

w12
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COT—8 EHOIAVEL—BRT7AILELDZGEENHD) KR
AL, BRIREY I MY 7 CREREREHLSERT
PENH D,

ERFEELTLDEHY . AWFFEY I Y7 ERAVTREY

HIENTED,

IR EER

EROBRRS N BETBIHSBOEEHTHY . ThEDTL.
T CHLREZERT 5.

HwESNI-HER

RN CRF [CEEEN D,

ABREKEENT -2 ERMEL.
%o

AERIREE

Figure. 1

Data capture sometimes requires some degree of
processing prior to data recording. In this process,
the data generated during an observation,
measurement or data collection is checked,
processed, and transferred into a new format and

then recorded.

The retention of unprocessed data records is not
always feasible. If the processing is an integral part
of the solution used and is recognisable as such in
the solution characteristics, there is no need to
extract and retain the unprocessed data. It should
be possible to validate the correct operation of the

processing.

As a general principle, the source data should be
processed as little as possible and as much as

necessary.

T HWE T, B, 7—F &t 20l
2. B DREEDOLEER LI 2 DG E N B

Do T, BIETHLNALT—2, FHAMME
MO ONTT — 22T =y 7 L, W%
TV, FrilLwnwrzr—~y MIBL, &2
EWVWS T TH D,

WBRRTOT — X L a— RERE L TBL 2 &
DHIZFRETH D LITR B2V, Z DOABEA
MWDV ) a—2a il > TRARTH

D, ZOZENRY Y a—vaORtEl LT
RBOHLINDLDOTHIUL, WHFTOT — & ZHh
LU THRE L TR MEITRW, LBRDIEL
WEMED AN Y F—2 g U E2{FH LN TE D
oLt L,

— A ZRFAIE LT, T — 2 TR D AL
T ERNRIZE EOHXETH D,
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From a practical point of view, the first obtainable
permanent data from an electronic data
generation/capture should be considered and
defined as the electronic source data. This process
should be validated to ensure that the source data
generated/captured is representative of the original
observation and should contain metadata, including
audit trail, to ensure adherence to the ALCOA++
principles (see section 4.5.). The location where the
source data is first obtained should be part of the

metadata.

BRI, BT — X ERMUEED DIRPICA
FCEXDLABNT —ZBNELIRT —X% 52
LI, FLXEDLIITERTNETHD, &
BN ST R T — 2 B34 Y /ﬂ‘/W)%ﬁf‘,
Re£ROLTHLOTHY | HOBEEIHE
BT =B i, MR AMDMHEJMj
B ICHEILTALDOTH D Z & a2
THEDIZ, FOTaLEADNY F— g v
EITHIRETHD, A X T2, BT —

Z SN EUSG ST & 5 D D BN &
Do

4.5. ALCOA++ principles (ALCOA++/EL)

A number of attributes are considered of universal

importance to data. These include that the data are:

%< DRMENRT —ZIT & > THIBEICEET
HHLEZDBND, TIHIVSTEMEE X
—ABUTOEIITRDZETHD,

Attributable

Data should be attributable to the person and/or
system generating the data. Based on the criticality
of the data, it should also be traceable to the
system/device, in which the data were
generated/captured. The information about
originator (e.g. system operator, data originator)

and system (e.g. device, process) should be kept as

IR
T—XL, T—HEERT DA, &U(Xi)
VAT HHOITTEBRE, T DEE

@m;of@\?—&#émw&éhtyx
TNTNARETMNDUNER DD, AU
— & Bl VAT LEEE T AU Y
— &) KO AT N (Bl . 7L A, Tm
T2) AT HERIT. AXT 20—

Data should be maintained in a readable form to
allow review in its original context. Therefore,
changes to data, such as compression, encryption

and coding should be completely reversible.

part of the metadata. L TRFFTRETH D,
Legible T

T4, (AD) FEddHT7r—~ v N THE
BEEL, AV Ar0arFxF A RTLE
2—TC&5HL912THZ2 L, LT, JE
i, BEit, 2 —7 4 L THEOT —F~DE
B, FERICAHIICT RETH L.
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Contemporaneous

Data should be generated by a system or captured
by a person at the time of the observation. The time
point of the observation and the time point of the
storage should be kept as part of the metadata,
including the audit trail. Accurate date and time
information should be automatically captured and

should be linked and set by an external standard.

I R

F—RL, VAT AT Lo TEREND D,
XIIANZ Lo THRAB SN DD, e Blgny
W75 28, FORRRTHBE L, Fi28
DR T LTeoE, A ¥ T —# (BEAdE
WEEie) O—e LTREFT A HLER S

%, BEOICIEMEZ: B AFRELE A B3
ETHY ., SEBEERE (R 128 L CRRE
TRETHD,

Original

Data should be the original first generation/capture
of the observation. Certified copies can replace
original data (see section 6.5. on certified copies).
Information that is originally captured in a

dynamic state should remain available in that state.

JRAME

F—2E, AV CFNAD, BN M &
NEBlEThHrZ b, AV UF AT — 2T
A EEECEIMA DL ZENTE D, (R
R EETICONWTIE, 65 ESH) . bbb
LEIIREECIUE SN EEIE, (B
72) REOEFETHHATEDL L HIZTRET
H5D,

Accurate

The use of computerised systems should ensure
that the data are at least as accurate as those
recorded on paper. The coding process, which
consists in matching text or data collected on the
data acquisition tools to terms in a standard
dictionary, thesaurus, or tables (e.g. units, scales),
should be controlled. The process of data transfer
between systems should be validated to ensure the

data remain accurate.

EfEME

A a— bV AT AEEHTHZ T,
TR, Dl LRSI b DL
FEREEEICIL, EMTHLZ L EMEICTLHZ
Lo, THINEY - VTIEESNTZT F A b
XIFIT—F %, BEREREE vV —F A XT
T (B BAL, REE) IZHE S Tn
LHFELERET oa—T o v 77 a1,
Ay b= VT LHRERHDL, VAT LMD
F=AEEE T O ADNY F— g U E2AT
W, T — X OIEFEMERSHEFEIZRT-ND L DI
THZ L,
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Data should be an accurate representation of the
observations made. Metadata should contain
information to describe the observations and,
where appropriate, it could also contain

information to confirm its accuracy.

T2, BIEM R ERICE LD LT

RNETh D, AXT—HITIE, B R EW
I HEREZTOLXETHLR, BLEITS

UC, ZOEMMELHERT D7D0FHRbE
HTH LW,

Complete
To reconstruct and fully understand an event, data
should be a complete representation of the

observation made. This includes the associated

metadata and audit trail and may require preserving

the original context.

et

—HE, ANV M EFE L CREAICHEET
DX, BIEHREZERIIRLIEbDLE
TAHZE, ZOREDITIE, BEETHAXT—
X LRI E S ONERNH D, £, AV
CFnarTEA ML TELENR D
L0 LiL7ewy,

Consistent

Processes should be in place to ensure consistency
of the definition, generation/capturing and
management (including migration) of data

throughout the data life cycle. Processes should be

implemented to detect and/or avoid contradictions,

e.g. by the use of standardisation, data validation

and appropriate training.

—EM%

T—=HBITATHA I NEEREBLT, T—X
DEF. FRIME, ROER (BIT25T)
WC—BME MR- 00T a2 %

RITDHZ L, FEERE, KO CUL) A5

THIDOTav A B EmRE, T—H2 N

U7F—var, ROEEZR FL—=2 70l

M) x5 b,

Enduring
Data should be maintained appropriately such that
they remain intact and durable through the entire

data life cycle, as appropriate, according to

regulatory retention requirements (see sections 6.8.

and 6.10. on back-up and archiving).

VS Tk

T—HIE, BEISUTCT—2 74 7% A7
BEZE T T, HHNC K D RE BRI -

T, HELHIL LR VIREZR TS L5 12
UNCHERFE RS B2 b, (Nw oI T v T T —

A TIZONTIE, 6.8F KN 6.10 a2

)

o

Available when needed

Data should be stored throughout the data life cycle

and should be readily available for review when

needed.

WHERE O W

TR, T—ETA TV A T VERERED
TRE S, BERHZT SICAIATE S L9
W52 &,
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Traceable

Data should be traceable throughout the data life
cycle. Any changes to the data, to the
context/metadata should be traceable, should not
obscure the original information and should be
explained, if necessary. Changes should be
documented as part of the metadata (e.g. audit

trail).

BB R REE

T=HX, T—HTATHA I NEERERED
TEBHAREE T2 L, TR TFA
NA BT =2 ~OFT X TOETEITE ATHE
L. AU VT ERZRSR2NE Il &4
IS LT (£HEZ] SiATE2X51275
&, BRIEFALZT—H (B AR ©
—#8& L CRLET DM EN D D,

4.6. Criticality and visks (BEEZE > J X 2)

ICH E6 describes the need for a quality
management system with a risk-based approach.
Risks should be considered at both the system level
e.g. standard operating procedures (SOPs),
computerised systems and staff, and for the
specific clinical trial e.g. trial specific data and data
acquisition tools or trial specific configurations or

customisations of systems.

Risks in relation to the use of computerised
systems and especially critical risks affecting the
rights, safety and well-being of the trial
participants or the reliability of the trial results
would be those related to the assurance of data
integrity. Those risks should be identified,
analysed, and mitigated or accepted, where
justified, throughout the life cycle of the system.
Where applicable, mitigating actions include
revised system design, configuration or
customisation, increased system validation or
revised SOPs (including appropriate training) for

the use of systems and data governance culture.

ICHE6 X, VAIR—=AT7 7T —FDbHb
EEHY AT AOLENEEF LT3,
VDAZIZV AT AL~V (f : EAERETIA
(SOP), = Ea—X{bv AT A, KUOEE)
LRFEDIERR (L~v) (] IEBREA 0T
— K LT —HIEY — )L XIXIRERE A O
R TRV AT DD B AL <A R) O )%
EBRETHDUEND D,

Ay Ea—H b AT LAOMHICEET D
27 &0 DIFIRBRSINE ORI, ZaKR D
FERE SUTIRAE R OE M B 5.2 5 &
IRBERRIVAT ERDDIE, T—F AT
7VT 4 ODRFEICEEST 5V A7 Th D, Z
NOEDY AT, VAT ETA TV A7
KEBUT, FFEL, L7292 T, A&
THM T (FEOREBN I ZF
T2, ZHTLHHE, VA7 REHEICIE,
VAT LikEh, WA E XTI AL v A XD
BHE, VAT LN T—aroifb, Xk
AT LRHRT — & T o AR
% SOP DG (#bl7e b L—=2 7 %5 1p)
NEEND,
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In general, risks should be determined based on the
system used, its complexity, operator, use of
system and data involved. Critical component parts
of any system should always be addressed. For
example, a component part of an IRT system that
calculates IMP dose based on data input by the
investigator would be high risk compared to other
functionalities such as the generation of an IMP
shipment report. The interface and interdependency
between systems or system components should be

taken into consideration.

All data collected or generated in the context of a
clinical trial should fulfil ALCOA-++ principles.
Consequently, the arrangements for data
governance to ensure that data, irrespective of the
format in which they are generated, recorded,
processed (including analysis,
alteration/imputation, transformation, or
migration), used, retained (archived), retrieved and
destroyed should be considered for data integrity
risks and appropriate control processes

implemented.

The approach used to reduce risks to an acceptable
level should be proportionate to the significance of
the risk. Risk reduction activities may be
incorporated in protocol design and
implementation, system design, coding and
validation, monitoring plans, agreements between
parties that define roles and responsibilities,
systematic safeguards to ensure adherence to

SOPs, training in processes and procedures, etc.

—fRHZ, T DY AT A, TOBEMES,
BEE . VAT LOMEHHE, ROBEET 5
F—H AHESNTY AT BRET D MBLN
bbH, (VAZ7EBETTHELEEE) Whikd
VAT Lb, WIS, BERMERE 2R k-
FLMERD D, BIZIEL, IRT VAT LT
X, IRRELEMA AN LT — 212250
T IMP IR A EZFHE T D0 1E. IMP
TS EER S O OBRE L LD L) Ry
W, AT AR, T2 AT LAERGER 7Y
DDA B —7 = — AL ARG EEE
THZ L,

BB E W) 3T XA M TIETAER SR
5T _RTOT —H X, ALCOA+ JFHIZ 7=
THENDH D, FORR, T—H AT 7Y
TADY AT E LT, T—FDBMEITER.
Rofk, ALBR (AT, EEAAN. B, IR
TaEte) A RE T—HA47) | B
B, KOMEI N L HCT 572007 —X
T RF v ZADFHE & B EIC A, wiRa s
fa—rreANEEINS L IICTHT
L, B, ZOZEIEZT XD T —~ v |k
WZRRZR < ETIEED,

URY HFHFR LU E TR T 5 721 fl
HAEns77a—Fi%, VA7 OEEMEIS
ClbDldRETHD, VA7 KIIGE
X, TR EMEFHEEORKEE L FEE,
DE G :'_7‘4/7<‘:/\J7‘_“/3/ *
=&V 7, ZHEELEZERTOHIYFE
%W@DM\KW%%%:@?éﬁétww
SRR RETRE, Yot AL FIED b L—
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There are special risks to take into consideration
when activities are transferred/delegated. These are

further elaborated on in Annex 1 on agreements.

The risk-assessment should take the relevance of
the system use for the safety, rights, dignity and
well- being of the participant and the importance
and integrity of derived clinical trial data into
account i.e. whether the system is used for standard
care and safety measurements for participants or if
systems are used to generate primary efficacy data
that are relied on in e.g. a marketing authorisation
application. Systems used for other purposes than
what they were developed for, or which are used
outside the supplier’s specification/validation are
inherently higher risk. In case of well-established
computerised systems, which are used as intended
in a routine setting for less critical trial data, the
certification by a notified body may suffice as
documentation whereas other more critical systems
may require a more in- depth validation effort. This

decision should be justified prior to use in the trial.

I 2 B/ BT DBRICEET NE R Y
ATNHDHIN, ZHHICHOVWTIE, AEICH
THMBE 1 TEHICHELLERRS,

YR TEAAY NTIEL, VAT LOfEH
& BINE DA - MM - B - fEER & O
W, KO ONTIRBRT — 2 OEENEE A
TITVT 4 (ThRbby AT AHERER I
TRLEEMREIHET SN TWDHDh, i
VAT LD BRI IRGEAGRHRE DARYL &
2B X% —RANET — & ORI
THDD) ZBEICANDSMLERND D, BHFE
KL I ZH® R B CTHEH SNV AT A X
XY 7T A Y OHARIANY T — 3 VAT
INDHVAT A, AEIZY 27 3@
5o BEEORERWERT —Z 2B\ T, +4
WNRESNTma v Ba— by AT bk,
HORE (OfiPH) T, ERLZHE ﬁ%
FTEHOTHIVUE, AFEHER 12 X 5385
NHIELEERIE LTy THA I, L
L, o kv EE/RT AT AT, LV
N T g NEERMENIR D, TOHR
ElL, BT (2 Ba—2 by AT L %)
BT HANCES L TBLLERH D,
[FRVE] AFEHEES (Notified body) 1Rk E
2B T HRFEHERE TH D | %m@@%#EU
TSI ILDRNT, 3243 2 MEDHI
PR~ D EEZ TN 2 72 IR EIC &
o THE SN TH 5, (Wikipedia)
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For systems deployed by the
investigator/institution specifically for the purposes
of clinical trials, the investigator should ensure that
the requirements for computerised systems as
described in this guideline are addressed and
proportionately implemented. For systems
deployed by the investigator/institution, the
sponsor should determine during site selection
whether such systems (e.g. electronic medical
records and other record keeping systems for
source data collection and the investigator site file)

are fit for purpose.

For computerised systems deployed by the
sponsor, the sponsor should ensure that the
requirements of this guideline are addressed and

proportionately implemented.

TR BR AT Al 16 B 2 i = A B 23 RF L TR R O
HECTRUET 5 o A7 L D4 1RBRETE
il Kﬁ%F?%VC%ﬁéﬂfwéﬂy
Vo — 2Ly AT AOEMENERR S L, 1Y)
ICRIEINTND Z L EERICTRETH
%o 1RBRETIEAN/G 5 I 2 g B 23 Bl i 5
DY AT KTOWTIL, IRBRIKIES 1R
iR ERC, TNHDOT AT A (fl . &
%@%ﬁﬁ%@@ﬁﬁ%%@vx%Af\ﬁ
F—ZINE R OVISF IZHWS & D) 23 BRI
WAL TWAEE D a2 L8NS

Do

IBRIKIEE DR T 5 2 Ea— 2 AT
LD IRBRIKEE L, AL KT
SRR S A, MU EEI N TS D L
EHERIZTRETH D,

4.7. Data capture (7 — 5 YRLE)

The clinical trial protocol should specify data to be
collected and the processes to capture them,

including by whom, when and by which tools.

Data acquisition tools should be designed and/or
configured or customised to capture all information
required by the protocol and not more. Data fields
should not be prepopulated or automatically filled
in, unless these fields are not editable and are
derived from already entered data (e.g. body
surface area). The protocol should identify any data
to be recorded directly in the data acquisition tools

and identify them as source data.

BB IR I IINET 5T — X, KOE
NOEINETH T at R GER, VWO, ED
Y=V EMH L TIET 2025 T) itk
TOMEND D,

T HWEE Y — X, TRBRERE I E TR D
SNDTRCOMWER (72721, Zhbl EigR
2 LT DH L O ITEREI L. KT (D)
T%EJZ REXNII AL A XTHRUEND D,

— X7 44—V RITIET — & & FRHED T
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A detailed diagram and description of the
transmission of electronic data (data flow) should
be available in the protocol or a protocol-related
document. The sponsor should describe which data
will be transferred and in what format, the origin
and destination of the data, the parties with access
to the transferred data, the timing of the transfer
and any actions that may be applied to the data, for
example, data validation, reconciliation,
verification, and review. The use of a data

management plan (DMP) is encouraged.

The sponsor should ensure the traceability of data
transformations and derivations during data

processing and analysis.

BT —H OEEDFERZR X K O (77—
& 7w —) 1%, RBRFERFHEE, SUTTRRE
fiFtEEOMECE TSR TE L LTS
&, IBRIKEFIL. EOT—2nED LD
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EIL SRR, IRE SN T —HXIZT VA
T%éé%ﬁ HREDXA I T, ROT—
WX DHT v ary BxIE, T—%NY
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ODWTHHTRETH D, 7—FvRI AV
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T — 2 g IOV T O BB AT RENE A
KT DBEND D,

4.8. Electronic signatures (BFEF)

Whenever ICH E6 requires a document to be
signed and an electronic signature is used for that
purpose, the electronic signature functionality
should meet the expectations stated below
regarding authentication, non-repudiation,
unbreakable link, and timestamp of the signature.

The system should thus include functionality to:

e authenticate the signatory, i.e. establish a high
degree of certainty that a record was signed

by the claimed signatory;

e ensure non-repudiation, i.e. that the signatory

cannot later deny having signed the record;

ICHE6 IZBWTLENELTDH I EDKRD
b, %@amf %aﬁ%ﬁﬁﬁéﬁA
B EAMRRI, FRAE. SREPIIE, Ehen
UVﬂ\&U%%®&4AX&V7:%L
T, TR E 2T 2 &,
VAT AMTIFROEREE Rl A 2 L

i %%%%utuumﬁ‘é*&ﬁbo —a‘fcib‘k)\ %Eﬁ
CBAL LI ET I EDHENMTEL LTI
EIZOWTCEERMEMEEZ LT D,
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e ensure an unbreakable link between the
electronic record and its signature, i.e. that the
contents of a signed (approved) version of a
record cannot later be changed by anyone
without the signature being rendered visibly

invalid;

e provide a timestamp, i.e. that the date, time,
and time zone when the signature was applied

is recorded.

Electronic signatures can further be divided into
two groups depending on whether the identity of
the signatory is known in advance, i.e. signatures

executed in 'closed' and in 'open' systems.

For 'closed' systems, which constitute the majority
of systems used in clinical trials and which are
typically provided by the responsible party or by
their respective service provider, the system owner
knows the identity of all users and signatories and
grants and controls their access rights to the
system. Regulation (EU) No 910/2014 ('eIDAS") on
electronic identification and trust services for
electronic transactions is not applicable for 'closed'
systems ('e/DAS' article 2.2). The electronic
signature functionality in these systems should be
proven during system validation to meet the

expectations mentioned above.

o EFLEKE ZDELDHOENINY
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For 'open' systems, the signatories (and users) are
not known in advance. For sites located in the EU,
electronic signatures should meet the requirements
defined in the 'e/DAS' regulation. Sites located in
third countries should use electronic or digital
signature solutions compliant with local
regulations and proven to meet the expectations

mentioned above.

Irrespective of the media used, in case a signature
is applied on a different document or only on part
of a document (e.g. signature page), there should
still be an unbreakable link between the electronic
document to be signed and the document

containing the signature.

(A —72) VAT LOYE, BHE (KD
2—T) IXFRNT O DV, TRER I HE %
MEUIZH DG E., BETEAIL TelDAS] #H
HlCED BTV DB A= T LENR D
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T BRI BIfR e <. B4 DBISCE T
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%

4.9. Data protection (7 — R

The confidentiality of data that could identify trial
participants should be protected, respecting privacy
and confidentiality rules in accordance with the

applicable regulatory requirement(s).

The requirements of General Data Protection
Regulation (EU) No 2016/679 (GDPR) on the
protection of individuals with regard to the
processing of personal data and on the free
movement of such data should be followed
except when specific requirements are
implemented for clinical trials e.g. that a trial
participant does not have the right to be forgotten
(and for the data to be consequently deleted) as
this would cause bias to e.g. safety data
(Regulation (EU) No 536/2014 recital 76 and
Article 28(3)). Trial participants should be

informed accordingly.

BREMEZRET 2L DTE LT —4
(3, 38 &3 M EA IR o TR &
OB RFFRANCOE VD, HREIEZ RE T D0
ERD D,

AT — % OB T DA DR, KT
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T& % General Data Protection Regulation (EU)
No 2016/679 (GDPR) DEELEZHE 5 LHBENH 5
B, IR CRE D BN FEf S LTV LI5S
Zhr<, BlzIX, BT —2FITRmY A
LWL, IRBREShENnsEnLons (0F
DITRE RIS T — 2 DHIBR S D) MR 2 Fr
722N K 9 72856 Th 5, (Regulation (EU)
No 536/2014 @ recital76 } OV 28 (3) 5%). 14
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In accordance with EU data protection legislation,
if personal data of trial participants from an EU
Member State are processed (at rest or in transit) or
transferred to a third country or international
organisation, such data transfer must comply with
applicable Union data protection. In summary, this
means that the transfer must be either carried out
on the basis of an adequacy decision (Article 45 of
GDPR, Article 47 of Regulation (EU) No
2018/1727 - EUDPR), otherwise the transfer must
be subject to appropriate safeguards (as listed in
Article 46 of GDPR or Article 48 of EUDPR) or
the transfer may take place only if a derogation for
specific situations apply (under Article 49 of
GDPR or Article 50 of EUDPR).

EU 7 — X fR#EIC L 5 &, EUMNBEE OGS
ZINEDOENT — 203, (RAFRE UTHAIERF
2) B =_ETEEEE A IS, T
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72> (GDPR D% 45 2%, #iH] (EU) No
2018/1727 — EUDPR D% 47 %), & b720h
XL IZBE LT (GDPR D% 46 5= I
EUDPR D% 48 SRICFLE S5 K 9 72) i)
RIRTER AL D, BT (GDPR D 49 5
1% EUDPR D% 50 SIS X)) HrE ok
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[FR7E] adequacy decision (%, BKMNEE SN
AT 9 RE T, EU B0 ERCH A 153727
— A REDOKELER L TWD LRODL B D
Th oD,

adequacy

4.10. Validation of systems (> X 7L D/NY 7 —2 3 )

Computerised systems used within a clinical trial
should be subject to processes that confirm that the
specified requirements of a computerised system
are consistently fulfilled, and that the system is fit
for purpose. Validation should ensure accuracy,
reliability, and consistent intended performance,
from the design until the decommissioning of the

system or transition to a new system.

BRCTHEHIND a v Ea—2 Ly AT A
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The processes used for the validation should be
decided upon by the system owner (e.g. sponsors,
investigators, technical facilities) and described, as
applicable. System owners should ensure adequate
oversight of validation activities (and associated
records) performed by service providers to ensure
suitable procedures are in place and that they are

being adhered to.

Documentation (including information within
computerised systems used as process tools for
validation activities) should be maintained to
demonstrate that the system is maintained in the
validated state. Such documentation should be
available for both the validation of the
computerised system and for the validation of the

trial specific configuration or customisation.

Validation of the trial specific configuration or
customisation should ensure that the system is
consistent with the requirements of the approved
clinical trial protocol and that robust testing of
functionality implementing such requirements is
undertaken, for example, eligibility criteria
questions in an eCRF, randomisation strata and

dose calculations in an IRT system.

See Annex 2 for further detail on validation.
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4.11. Direct access (HE#7 2 & )

All relevant computerised systems should be
readily available with full, direct and read-only
access (this requires a unique identification method
e.g. username and password) upon request by
inspectors from regulatory authorities. If a
computerised system is decommissioned, direct
access (with a unique identification method) to the
data in a timely manner should still be ensured (see

section 6.12.).

BAERYROELRENSOERIZG LT, B2
7%, AR FHOEHEY 72 A (—F4
ERAT — RD KD 7pa=— 7 785 7 ik
VB AR AREL . BEET 2T RTo
A2 — VAT AERATES LD
T5HZE, arEa—X Ly AT Lk iEIRE
EL7ZHEETH-TH, ALV (=—
7 IR EEER L C) T ~DEET
JRAPBEFREETEDLLIICLTHELLE
DD (6.12 R

5. Computerised systems (2 > B2 —Z{LT X T L)

Requirements for validation are described in
section 4.10. and Annex 2, the requirements for
user management are described in Annex 3, while
the requirements for information technology (IT)

security are detailed in Annex 4 of this guideline.

NYF =g VOFEMRIT, 410 EROMNBEE
2 CHBLTWA, 2 —WEHEOEIAHE
F 3L TERY ., IFmEIN (A7) ¥ =
VT 4 DFERIIATA RTA O EE4IC
FER LTS,

5.1. Description of systems (> X 7.2 D7)

The responsible party should maintain a list of
physical and logical locations of the data e.g.
servers, functionality and operational responsibility
for computerised systems and databases used in a
clinical trial together with an assessment of their

fitness for purpose.

Where multiple computerised systems/databases
are used, a clear overview should be available so
the extent of computerisation can be understood.
System interfaces should be described, defining
how the systems interact, including validation
status, methods used, and security measures

implemented.

B0 LY EHIL, 7 —F OWER K O
BRG] —%), a3 a—2 kv
AT LOMSEENR ONEH OEE, K OYEER Cff
MALTWDT = _X—R% VAT LAHE~
DHEMHEDOTEA A MEFRE L HIZU R b
IZ L CHERFE BT 5 2 &,

O a2 —F LV AT LT —HR— R
AL TWDLIGEIT, i & OHiH %
A a—H LTV DO EEiFCTE D K
N, O T VHEENET 228, &
AT LETED X HITHAEERT D (N
T—a R, RS GR BESh
TWAEX= U7 R EEZET) 2 ER
LY AT DA AR —T oA Akl T RET
&b,
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5.2.  Documented procedures (X 2 X575 FIB)

Documented procedures should be in place to
ensure that computerised systems are used
correctly. These procedures should be controlled

and maintained by the responsible party.

XEEEIN-TFIEEZZT, 2 Ea—2yv
AT LBIELMEHEND Z L2 HEITT D
VENHD, ZHODOFIEIT, EEDOH DY
FHEN L b a— L R OHERFE BT 2 32
&b,

5.3. Training ( F L—=227)

Each individual involved in conducting a clinical
trial should be qualified by education, training, and
experience to perform their respective task(s). This
also applies to training on computerised systems.

Systems and training should be designed to meet

the specific needs of the system users (e.g. sponsor,

investigator or service provider). Special
consideration should be given to the training of

trial participants when they are users.

There should be training on the relevant aspects of
the legislation and guidelines for those involved in
developing, coding, building, and managing trial
specific computerised systems, for example, those
employed at a service provider supplying eCRF,
IRT, ePRO, trial specific configuration,
customisation, and management of the system

during the conduct of the clinical trial.

All training should be documented, and the records

retained and available for monitoring, auditing, and

inspections.

BB O ERICEE T 285 ANIX. EhEho
HAY BFATTHIODOHE « hL—="
7 RBRICEH L TEK THOLINERH D, Z
i, ara—2 T AT LIZONTOD b
L—= I8 TEED, VAT LK
L—=2 0%, VAT ha—Y (B BRI
. IBREEE, I —e 27 g
ZY) OFFED =— X% 7= 9 K 9 ITREHT A~
EThDH, IRRSNEN 22— THLIGHED
b == 7R, R B AL B &
Do

BBREA D2 v B a— 2Ly 2T MO,
aA—F 7 HEE. ROEHICEEDDE
(B 21X, 1RERFENITIZ eCRF, IRT, ePRO,
1RBREA ORERGRE, W AZ <A R, VAT
LEH, T 5 — R T m N XDtk
%):ﬂbf FEEROSHETA RT A D
FE I IZDOWT b L—= o V2t 5 %

AEbW%éo

TRTO M —=733E L, fiska Ok
L, =2V 7 - A - ARERICRIET
EDHEOITLTEBLZ L,
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5.4. Security and access control (EF =z V7 77X P 2—ID)

rights of trial participants, computerised systems
used in clinical trials should have security
processes and features to prevent unauthorised
access and unwarranted data changes and should
maintain blinding of the treatment allocation whe

applicable.

Checks should be used to ensure that only
authorised individuals have access to the system
and that they are granted appropriate permissions

(e.g. ability to enter or make changes to data).

with the respective levels of access clearly
documented, should be maintained. The system
should record changes to user roles and thereby

access rights and permissions.

There should be documented training on the
importance of security e.g. the need to protect
passwords and to keep them confidential,
enforcement of security systems and processes,

identification and handling of security incidents,

management and IT security.

To maintain data integrity and the protection of the

e

Records of authorisation of access to the systems,

social engineering and the prevention of phishing.

See Annexes 3 and 4 for further guidance on user

T—=E AT T VT 4 EIRBRSBINE ORI D
TR A AR BE LT 272012, IRBRCfE A
ENdarta—Z by AT A%, RET
JRRAEARY R T —HERT LS T2dDEF
2 VT4 7 u A LEREEZRIT TR L,
Fio. ZUT HGEIREREIT O ERMEZ
FEHTIMLERD D,

F v 7 &BTo T, Al SATEAN DI
AT BT 7 EATETND Z &, KONEL)
IRHERR (B T —F 2 AT HHERXITIARE
T HOMERR) BTG5S TnD Z L EfEICT
HTZ bk, VAT LAANDT 7 AT OFLEkE
MERFE BT RETHY, 2Z212% GrFarL

72) T RBA LV RIS T D, VA
TATIE, 22—V o—1 (KOZIEES T
TR AMEL T VB AFFR) OELEFLERT D
BN N R R

X2 VT OBREMRICET L CEL S
==V IR ETHD, BlziX, ~AY
— FOREL RAT— REMBEIZL T Z
EDOVENE, EXa VT4V AT ATk
ADFT, BEX 2 VT 44T v NOFFE
R, V=T =T ) RN
T4 T OIEETH D,

D— YL ITvX =2 VT ¢ 1B %24
A B AT ONTEL, (MBE3 L4525
Moz &,

5.5. Timestamp (X1 A X527

Accurate and unambiguous date and time
information given in coordinated universal time

(UTC) or time and time zone (set by an external

standard) should be automatically captured.

EREDSBMRZ: A A & R O HIE, e
FEF (UTC) T, XUIHL & OMEpEECE
DN ZA LY —r (DRG]
T, BEMIZEHBTRETH D,
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Users should not be able to modify the date, time
and time zone on the device used for data entry,
when this information is captured by the

computerised system and used as a timestamp.

T—=Z ATNHN DT A 2D HAF - B -
BA L= 0%, ThunarEa—2 v A
TAICEoTESH, A LRZ T L
THERINLSGE, 2—FPREETERNEK
INTTHT L,

6. Electronic data (EF7C&%)

For each trial, it should be identified what
electronic data and records will be collected,
modified, imported and exported, archived and
how they will be retrieved and transmitted.
Electronic source data, including the audit trail
should be directly accessible by investigators,
monitors, auditors, and inspectors without
compromising the confidentiality of participants’

identities.

R Lilz, Wk, AH, AR —F -7
AR—h, T—ANATENDE T —F KN
BREkE . TR OIUE - S5 IEARE
TOMEND D, B E G TOETIRT —
L, SNEOH STOWENEZER S Z &7
<. IBRE(MEM, T=4— BEAE, KO
BEENEET 7 EATELL91CT5

s

o

6.1.

Data capture and location (> — 5 JRE & 5535

The primary goal of data capture is to collect all
data required by the protocol. All pertinent
observations should be documented in a timely
manner. The location of all source data should be
specified prior to the start of the trial and updated

during the conduct of the trial where applicable.

T2 WEO LA BT, TRBRIEN R
RKODLTRTOT =2 2D HTETHD,
B35 T N TOBERRITZ A LV ISRk
IRTREN D D, TNTORT —Z Ot
(T, IGBRBAGGATICHRE L. 1RBRIEHE I M
WIS CTHEBT2BENDH D,

6.1.1. Transcription (85iC)

Source data collected on paper (e.g. worksheets,
paper CRFs or paper diaries or questionnaires)
need to be transcribed either manually or by a
validated entry tool into the electronic data
collection (EDC) system or database(s). In case of
manual transcription, risk-based methods should be
implemented to ensure the quality of the
transcribed data (e.g. double data entry and/or data

monitoring).

MCESNTZRHT—% B : V—27 v —

k. #D CRF, D HFRLT v F7— ) I,
FAEET, INY T — MEARDAT)Y — L
ZEH LT, 7 —ZIE (EDC) ¥ AT
LY ET —H RX—=R T HMEND D,
FEETER T 256, BT —20mE%
MelRT H7-Ilc, VA2 U= HiE (B
THT XN KO (UL TAE=H
Uo7y TEMTHUHENDD,
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6.1.2. Transfer (f51%)

Trial data are transferred in and between systems
on a regular basis. The process for file and data
transfer needs to be validated and should ensure
that data and file integrity are assured for all

transfers.

Data that is collected from external sources and
transferred in open networks should be protected
from unwarranted changes and secured/encrypted
in a way that precludes disclosure of confidential

information.

All transfers that are needed during the conduct of

a clinical trial need to be pre-specified.

Validation of transfer should include appropriate
challenging test sets and ensure that the process is
available and functioning at clinical trial start (e.g.
to enable ongoing sponsor review of diary data, lab
data or adverse events by safety committees). Data
transcribed or extracted and transferred from
electronic sources and their associated audit trails
should be continuously accessible (according to

delegated roles and corresponding access rights).

Transfer of source data and records when the

BT — Z 1T AHICY 2T LK 2T
LAMTHEEESND, 77 A NRT —F kit
THTaEAONY T — 3 VELT O MR
HY ., TRTOERREIZBWTT—Z LT 74
NDA T T VT 4 BRFESIND L DI 5
VERH D,

SR Y —AMMBED I, A—T Ry MU
— 7 CTHRESINDT — X 1T, RYREEND
fRife L. WREESRAIN O S 72051k TR/
FETLHMEND D,

TRBRERE IS L 2 DTN TOHRKT, F
ANCRE L TR BERH D,

HRE DN F—3 g |2 @@ELWTZ
hﬁyk%abéiozb (Bl ZIE, TBBRIK
HHE DRI BEET — 2, IR T—H, X
FLZREEZEESNODOAREFEREZ L E2—T&
% X 912) 1RBRBALAIFIC (F—2 i) 7'
TAPFIMARET, HRET 52 L 2fMERICL

TR &, BRiashier—#, XFETFY

— 2 bt kST — 2 & E I
D EARERNT, (FESh&E & Thic

JG U727 72 AMEIZHEST) WO THLT 7k
ATEDLHEHIICLTEBLLZ L,

FVFTNT =57 7 A VDBHERE S

original data or file are not maintained is a critical | 72V VIRPLTIX, T —Z CRLEk DAL T EE
process and appropriate considerations are RTARATHY, T—FRRAZT—ZD
expected in order to prevent loss of data and BREZY ST O R BENNLETH D,
metadata.
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6.1.3. Direct capture (EIXE)

Direct data capture can be done by using electronic
data input devices and applications such as
electronic diaries, electronic questionnaires and
eCRFs for direct data entry. Where treatment-
related pertinent information is captured first in a
direct data capture tool such as a trial participant
diary, a PRO form or a special questionnaire, a
documented procedure should exist to transfer or
transcribe information into the medical record,

when relevant.

Direct data capture can also be done by automated
devices such as wearables or laboratory or other
technical equipment (e.g. medical imaging,
electrocardiography equipment) that are directly
linked to a data acquisition tool. Such data should
be accompanied by metadata concerning the device
used (e.g. device version, device identifiers,
firmware version, last calibration, data originator,

timestamp of events).

BT — X UUE (DDC) X, (BEFHF. &
+7 v/ — k., DDC ] eCRF % D) &E1T —
BANNTNAART 7V r—ya EFAT
52 L THEBTE S, IWFEBEDER (6
ZMEO HFE, PRO 74— L4, XUFHRI72 T
Vir— ) D, AN DDC Y — /L TIUE
SNDGE, LERFICERAZ ERGL R~ EEE
SRR T D7D OSE L SN FIEE T T
BMERD D,

72 DDCITHEMEL ST A A &FHT
HZEICEoTHEATE S, HlxiEv=7
T T, AR OB (B EEA
Wi, ODEXER) Fo, T XIUEY —L
WCEEED V7 SNTET A AThHD, ZOKL
IMRT =L EBIT, EHT LT A RITH
THAZT—5 (Bl TNA ADNN—T 3
V. TN AEBIA T — AT = TN
3, WEDOXY VT L—vary, T—HF
VOR—H AR BNDEALAZ LT b
—HEICED DVEN D D,
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6.1.4. Editchecks (=T 4 v FF = v 7)

Computerised systems should validate manual and
automatic data inputs to ensure a predefined set of
validation criteria is adhered to. Edit checks should
be relevant to the protocol and developed and
revised as needed. Edit checks should be validated
and implementation of the individual edit checks
should be controlled and documented. If edit
checks are paused at any time during the trial, this
should be documented and justified. Edit checks
could either be run immediately at data entry or
automatically during defined intervals (e.g. daily)

or manually.

Such approaches should be guided by necessity,
should not cause bias and should be traceable e.g.
when data are changed as a result of an edit check

notification.

The sponsor should not make automatic or manual
changes to data entered by the investigator or trial

participants unless authorised by the investigator.

AU a— b RAT ALY FEERD
HEICANENTZT —Z DN F—2a %
TV, TOERSNZ—HONY T —T 3 v
HENIETEN TS Z EZ2EREICTD 2
Lo =T 4y M= v ZiE, IR EE
o7 b o e L, BTN U TR RS
RIE1T9 28, =74y b=y 72T
—hL. xDZT v FF=vy 7 DFEEE
ay b=V LCET DM ERD D, 1H5R
Fhitz=T 4> by 7 OERAZTRIL
eHalE. Thafisk L, BT 2030
b, =T 4y NF =y T, T—F AN
WWEBIZETLTH LWL, EFIN-HR
(B : EH) THEBNXUITFIEETIEITLTH
Ly,

(=T 4y N Fzv %) EOXIIITI M
XA TR DRETHD, (=T
A4y b TFzy 73] "ATRAESIEEZTH
DTH-> TR B2, F 2B ATRENE
Bl =T 4 Ny Z@HOMERE L TH
DT — A NERINTD) ZFREE52 8,
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6.2. Audit trail and audit trail review (B Z7FHf & B FFHf L E' = —)

6.2.1. Audit trail (B5ZSZEHF)

An audit trail should be enabled for the original
creation and subsequent modification of all
electronic data. In computerised systems, the audit
trail should be secure, computer generated and

timestamped.

An audit trail is essential to ensure that changes to
the data are traceable. Audit trails should be robust,
and it should not be possible for 'normal' users to
deactivate them. If possible, for an audit trail to be
deactivated by 'admin users', this should
automatically create an entry into a log file (e.g.
audit trail). Entries in the audit trail should be
protected against change, deletion, and access
modification (e.g. edit rights, visibility rights). The
audit trail should be stored within the system itself.
The responsible investigator, sponsor, and
inspector should be able to review and comprehend
the audit trail and therefore audit trails should be in

a human-readable format.

TRTCOETFT—EZDOF Y PF VDAL %
D% DIEF AT D 72 IR A 2 A%
LT E, arEa—y 2T AN
2T, BRIt X 27 T, arta—4
THERIIL, XA LRAZ T RAT BT
5k,

T —ZEE OB A REMEZ I T D720
B REBMN IR R Ch 5, BEAFEMNIERH T
bOVENDY, T@HD) 2—FNIET 7
T4 TTERNE DT DHMERDH D,

[ EPE— ) DNERFENAIET 7T 47
fbT&EELTH, ARETHIUT (DT &
) BEWCe 77 7 A0 (B BEARRERF)
ZRLERT 5 2 &, ESAGERRGOSRIT, AR, HI
Br. RO 7B ADEE (B : fREHERRR, *
TRHERR) O IRET NE TH D, EEAFEDS

X, VAT AERRICRGFT DM ER DD, &
o DR EAEERM, 1BBKIEE . MOER
BENERI 2R L CEE X5 2 RN
HTHY, TOEOICERIENTRFED H
L7 =~y MITRETH D,
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Audit trails should be visible at data-point level in
the live system, and it should be possible to export
the entire audit trail as a dynamic data file to allow
for the identification of systematic patterns or
concerns in data across trial participants, sites, etc.
The audit trail should show the initial entry and the
changes (value - previous and current) specifying
what was changed (field, data identifiers) by whom
(username, role, organisation), when
(date/timestamp) and, where applicable, why

(reason for change).

A procedure should be in place to address the
situation when a data originator (e.g. investigator
or trial participant) realises that she/he has
submitted incorrect data by mistake and wants to

correct the recorded data.

It is important that original electronic entries are
visible or accessible (e.g. in the audit trail) to
ensure the changes are traceable. The audit trail
should record all changes made as a result of data
queries or a clarification process. The clarification
process for data entered should be described and
documented. Changes to data should only be
performed when justified. Justification should be
documented. In case the data originator is the trial
participant, special considerations to data
clarifications might be warranted. See Annex 5

section A5.1.1.4 for further details.
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For certain types of systems (e.g. ePRO) the data
entered may not be uploaded immediately but may
be temporarily stored in local memory. Such data
should not be edited or changed without the
knowledge of the data originator prior to saving.
Any changes or edits should be acknowledged by
the data originator, should be documented in an
audit trail and should be part of validation
procedures. The timestamp of data entry in the
capture tool (e.g. eCRF) and timestamp of data
saved to a hard drive should be recorded as part of
the metadata. The duration between initial capture
in local memory and upload to a central server
should be short and traceable (i.e. transaction

time), especially in case of direct data entry.

Data extracts or database extracts for internal
reporting and statistical analysis do not necessarily
need to contain the audit trail information.
However, the database audit trail should capture

the generation of data extracts and exports.

Audit trails should capture any changes in data

entry per field and not per page (e.g. eCRF page).

In addition to the audit trail, metadata could also
include (among others) review of access logs,

event logs, queries etc.
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Access logs, including username and user role, are
in some cases considered to be important metadata
and should consequently be available. This is
considered necessary e.g. for systems that contain

critical unblinded data.

Care should be taken to ensure that information
jeopardising the blinding does not appear in the

audit trail accessible to blinded users.

(=YL Lta—HPo—nia&l) T/ &A
2%, BEICL s UTEERA X T —HF L
RipEindied, I TE 5 X212 LTk
VEND D, Ziud, BIITEERIFERL
F—BEEGLV AT LETIE, LETHDH L
BERbND,

BRIERER > TNDZ—FRNT 7/ ERAT

X BEEARC . BRLAES < T B LR
FFHAE ENR LD T 5 BEN B 2.

6.2.2. Audit trail review (B Z&FEH L E 2 —)

Procedures for risk-based trial specific audit trail
reviews should be in place and performance of data
review should be generally documented. Data
review should focus on critical data. Data review
should be proactive and ongoing review is
expected unless justified. Manual review as well as
review by the use of technologies to facilitate the
review of larger datasets should be considered.
Data review can be used to (among others) identify
missing data, detect signs of data manipulation,
identify abnormal data/outliers and data entered at
unexpected or inconsistent hours and dates
(individual data points, trial participants, sites),
identify incorrect processing of data (e.g. non-
automatic calculations), detect unauthorised
accesses, detect device or system malfunction and
to detect if additional training is needed for trial
participants /site staff etc. Audit trail review can
also be used to detect situations where direct data
capture has been defined in the protocol but where

this is not taking place as described.
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T I ADKRH . FAL ATV AT ADFE
BEORKH., & OVEBRSINE 1R8I fEs% O
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In addition to audit trail review, metadata review
could also include (among others) review of access

logs, event logs, queries, etc.

The investigator should receive an introduction on
how to navigate the audit trail of their own data in

order to be able to review changes.

AATFT—=HZDLE2—|21%, BEEIEoOL e
a—Oz, TR A X Ra s,
s UEOLE2— (%) bEEhb,

BREEEMIT, BREbOT =247 %
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EEF, AFEELE2—TX5L91ICLTE
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6.3. Sign-off of data (7 — % ~DEE)

The investigators are responsible for data entered
into eCRFs and other data acquisition tools under

their supervision (electronic records).

The sponsor should seek investigator endorsement
of their data at predetermined milestones. The
signature of the investigator or authorised member
of the investigator’s staff is considered as the
documented confirmation that the data entered by
the investigator and submitted to the sponsor are
attributable, legible, original, accurate, and
complete and contemporaneous. Any member of
the staff authorised for sign-oft should be qualified
to do so in order to fulfil the purpose of the review
as described below. National law could require
specific responsibilities, which should then be

followed.

ERREEEMT. B0 TIZH 5 eCRF
RFDOMDT —ZIWEY — VI AT ENT-T
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The acceptable timing and frequency for the sign-
off needs to be defined and justified for each trial
by the sponsor and should be determined by the
sponsor in a risk-based manner. The sponsor
should consider trial specific risks and provide a
rationale for the risk-based approach. Points of
consideration are types of data entered, non-routine
data, importance of data, data for analysis, length
of the trial and the decision made by the sponsor
based on the entered data, including the timing of
such decisions. It is essential that data are
confirmed prior to interim analysis and the final
analysis, and that important data related to e.g.
reporting of serious adverse events (SAEs),
adjudication of important events and endpoint data,
data and safety monitoring board (DSMB) review,
are signed off in a timely manner. In addition, a
timely review and sign-off of data that are entered
directly into the eCRF as source is particularly

important.

Therefore, it will rarely be sufficient to just provide
one signature immediately prior to database lock.
Signing of batches of workbooks is also not suited
to ensure high data quality and undermines the

purpose of timely and thorough data review.

For planned interim analysis, e.g. when filing for a
marketing authorisation application, all submitted
data need to be signed off by the investigator or
their designated and qualified representative before
extracting data for analysis. The systems should be

designed to support this functionality.
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To facilitate timely data review and signing by the
investigator or their designated representative, the
design of the data acquisition tool should be laid
out to support the signing of the data at the defined

time points.

Furthermore, it is important that the investigator
review the data on an ongoing basis in order to
detect shortcomings and deficiencies in the trial
conduct at an early stage, which is the precondition
to undertake appropriate corrective and preventive

actions.

Adequate oversight by the investigator is a general
requirement to ensure participant safety as well as
data quality and integrity. Oversight can be
demonstrated by various means, one of them being
the review of reported data. Lack of investigator
oversight may prevent incorrect data from being
corrected in a timely manner and necessary
corrective and preventive actions being

implemented at the investigator site.

A NIRRT —Z DL 22— L IBBRE(EER
IHHRE SNTRBEICLDBLERSICT
6K@K\?—§W%V—w®ﬂﬁ%%%ﬂ
L, O LN TOT —Z ~DEL &
PR—rTHZ L,

é%:\%ﬁﬁﬁE%ﬁ%ﬁ%:?~&%v

— L. FRHIBME CYRBR FEMIZ A D KA
%K%%ﬁﬁ?é:kﬁﬁ??%éo:®:
LTI E) 721 - TR E A 5% U 2 72D OFT
BRI TH D,

TR E AT =R 23 5 EEZITO 2 &, &
m%wﬁé\&w?—&&gk?~&4y?
T VT 4 HMRICT DD O— iR BT
EREZITHOR00D HIESEIETHD
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6.4. Copying data (7 —% D =2 £°—)

Data can be copied or transcribed for different
purposes, either to replace source documents or
essential documents or to be distributed amongst
different stakeholders as working copies. If
essential documents or source documents are
irreversibly replaced by a copy, the copy should be

certified (see section 6.5.).
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Copies should contain a faithful representation of
the data and the contextual information. Source
documents and data should allow accurate copies
to be made. The method of copying should be
practical and should ensure that the resulting copy
is complete and accurate. It should include the
relevant metadata and such metadata should be
complete and accurate. See also section 5 of the
'Guideline on the content, management and
archiving of the clinical trial master file (paper
and/or electronic)' (EMA/INS/GCP/856758/2018),

for further details on definition.

ab—2iE, T tarFx A MEHOR
ERRHNEENTVWDILERD D, JFUEE
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content, management and archiving of the clinical

[ Guideline on the

trial master file (paper and/or electronic |
(EMA/INS/GCP/856758/2018) @ 5 & & B D
Z &,

6.5. Certified copies (fRFFf1 & #5)

When creating a certified copy, the nature of the
original document needs to be considered. For
example, the content of the file is either static (e.g.
a PDF document) or dynamic (e.g. a worksheet
with automatic calculations) or the copy tries to
capture the result of an interpreter (e.g. a web page,
where a web- browser interprets written hypertext
mark-up language (HTML), JavaScript (JS) among
other programming languages). Either way, the
result of the copy process should be verified either
automatically by a validated process or manually to
ensure that the same information is present —
including data that describe the context, content,

and structure — as in the original.

R EE G EZERT 256, 4V U
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In case of dynamic files e.g. when a database is
decommissioned and copies of data and metadata
are provided to sponsors, the resulting file should
also capture the dynamic aspects of the original
file. In case of files, which are the result of an
interpreter, special care needs to be taken to not
only consider the informative content of such a
file, but also to capture and preserve aspects that
are the result of the interactions of the used
interpreter(s) and system settings during the
display. For example, window size, browser type,
operating system employed and the availability of
software dependencies (e.g. enabled active web
content) can influence the structure and content
displayed. Special considerations should be taken
whenever copies are to replace original source

documents.

BT 7 A VOGS, FIZIET —F =N
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6.6. Control of data (7 —F D22 p 2 —/1)

Data generated at the clinical trial site relating to
the trial participants should be available to the
investigator at all times during and after the trial to
enable investigators to make decisions related to
eligibility, treatment, care for the participants, etc.
and to ensure that the investigator can fulfil their
legal responsibility to retain an independent copy
of the data for the required retention period. This
includes data from external sources, such as central
laboratory data, centrally read imaging data and
ePRO data.

Exceptions should be justified in the protocol e.g.
if sharing this information with the investigator

would jeopardise the blinding of the trial.
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The sponsor should not have exclusive control of
the data entered in a computerised system at any
point in time. All data held by the sponsor that has
been generated in a clinical trial should be
verifiable to a copy of these data that is not held (or
that has not been held) by the sponsor.

The requirements above are not met if data are
captured in a computerised system and the data are
stored on a central server under the sole control of
the sponsor or under the control of a service
provider that is not considered to be independent
from the sponsor or if the sponsor (instead of the
service provider) is distributing the data to the
investigator. This is because the investigator does
not hold an independent copy of the data and
therefore the sponsor has exclusive control of the
data. In order to meet the requirements, the
investigator should be able to download a
contemporaneous certified copy of the data. This is
in addition to the record maintained at a service

provider.

Instead of a system maintained by an independent
service provider, the sponsor may take other
adequate technical measures that preclude sole
control. E.g. the verifiability of data (transactions)
by an independent (distributed) tamper-proof
ledger may provide comparable security to a
system maintained by an independent service

provider. This should be justified and documented.
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Data entered to data acquisition tools by the
investigator should be available to the investigator
throughout the whole legally mandated duration
and for the full duration of local legal
requirements. This can be ensured either by
contemporaneous local copies at the trial site or
e.g. by the use of a service provider. Access to the
data may be amended to read-only as part of the
database lock process. Prior to read-only access to
the investigator being revoked, a copy including
the audit trail should be made available to the
investigator in a complete and comprehensive way.
In the situation where a service provider is hosting
the data, the copy should not be provided via the
sponsor, as this would temporarily provide the
sponsor with exclusive control over the data and
thereby jeopardise the investigator’s control.
Copies should not be provided in a way that
requires advanced technical skills from the
investigators. The period between the provision of
the copy to the investigator and the closure of the
investigators’ read-only access to the database(s)
should allow sufficient time for the investigator to
review the copy and access should not be revoked

until such a review has been performed.

Any contractual agreements regarding hosting
should ensure investigator control. If the sponsor is
arranging hosting on behalf of the investigators
through a service provider, agreements should
ensure the level of investigator control mentioned

above.

IRBREALIEMN T — XY — VIZ AT LTz
T 2%, ERICEBMT TV 2

. KOve — I VOB B 2R 208 L
T, WREEEMPAFMATE X225
Lo TRIE, TRBRSEMMERR T, XXIIE 2T
—bERTEANL XL T, R —
TN A—%RWH T L THIEZTHZENT
XD, T—HRN—2Any 7RO

T, T—Z~DT 7 ANRGHELE FEHIZE
BENDZENDD, 1RBREIEER DR
DEMT 72 AHEAZTLD MRS, IRBRET
EERNC, AR 2 B a ' —% SERND
R FETRET 528, - X T m
NABNT =2 ERARLTWNDEDOTHN

. = IR R TRk L 22 K
INCTHZ L, ) Lne —RKMicr —#
OMER > o — L 2IERIKEE IS 2D
LRy MREEEMICED 3 hr—
ARES DML ThD, A —I%, 1A
BAREMICEERBANI AT L2 RD D LD
TR B TR R E TIE RV, {RBRETERM
~ab—ERAE LT, IBRRELEMOT
—H R 2ZA~DH A HHT 7 A ETY
HTETOHMIZX, BREEEMA =Y —%
LE2—F 5D Hnniie L, £DkD
RUE2—RNEDLETIET 7 ERAZTY{H
TARE TR,

RAT 4 U TICBET 238K EoGEICTE W

T, IBRETLEMAMEFEIC T br— L&k
SEIICT D&, MREEEMONRDYIC
TRBRIRFEE N — B AT a3 ZRH TR A
T4 T EHET 25, LRRORRELE
fio= s hr— L LV THRFEIZT S
VENH D,

é%;; HRREtt & 46

1.2
BZLib-128 EMA CS Guide rl.2.docx




EMA
Guideline on computerised systems and electronic data in clinical trials

No. BZLib-128

Investigators delegating hosting of such data to
service providers themselves should ensure that the
intended use is covered by local legal requirements

and the in-house rules of the institution.

For investigator-initiated trials, where the data are
hosted somewhere in the sponsor/institution
organisation, the degree of independence should be
justified and pre-specified in agreements e.g. that it
is a central IT department, not otherwise involved
in the operational aspects of the trial, hosting the
data and providing copies to the participating

investigators.
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6.7.

Cloud solutions (2 70U F2/J =z —232)

Irrespective whether a computerised system is
installed at the premises of the sponsor,
investigator, another party involved in the trial or
whether it is made available by a service provider
as a cloud solution, the requirements in this
guideline are applicable. There are, however,
specific points to be considered as described

below.

Cloud solutions cover a wide variety of services
related to the computerised systems used in clinical
trials. These can range from Infrastructure as a
Service (IaaS) over Platform as a Service (PaaS) to
Software as a Service (SaaS). It is common for
these services that they provide the responsible
party on-demand availability of computerised
system resources over the internet, without having
the need or even the possibility to directly manage

these services.
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as a Service (PaaS), Software as a Service (SaaS)
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If a cloud solution is used, the responsible party
should ensure that the service provider providing

the cloud is qualified.

When using cloud computing, the responsible
parties are at a certain risk, because many services

are managed less visibly by the cloud provider.

Contractual obligations with the cloud solution
provider should be detailed and explicit and refer
to all ICH E6 relevant topics and to all relevant

legal requirements (see Annex 1).

Data jurisdiction may be complex given the nature
of cloud solutions and services being shared over
several sites, countries, and continents; however,
any uncertainties should be addressed and solved
by contractual obligations prior to the use of a

cloud solution.

If the responsible party choses to perform their
own validation of the computerised system, the
cloud provider should make a test environment
available that is identical to the production

environment.
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6.8. Backup of data (7 —X DN 2 T > 7

Data stored in a computerised system are
susceptible to system malfunction, intended or
unintended attempts to alter or destroy data and
physical destruction of media and infrastructure
and are therefore at risk of loss. Data and
configurations should be regularly backed up.
Please also refer to Annex 4 for further details on

IT security.
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The use of replicated servers is strongly
recommended. Backups should be stored in
separate physical locations and logical networks
and not behind the same firewall as the original
data to avoid simultaneous destruction or

alteration.

Frequency of backups (e.g. hourly, daily, weekly)
and their retention (e.g. a day, a week, a month)
should be determined through a risk-based
approach.

Checks of accessibility to data, irrespective of
format, including relevant metadata, should be
undertaken to confirm that the data are enduring,
continue to be available, readable and
understandable by a human being. There should be
procedures in place for risk-based (e.g. in
connection with major updates) restore tests from
the backup of the complete database(s) and
configurations and the performed restore tests

should be documented.

Disaster mitigation and recovery plans should be in
place to deal with events that endanger data
security. Such plans should be regularly reviewed.
Disaster mitigation and recovery plans should be

part of the contractual agreement, if applicable.
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6.9. Contingency plans (B FFH1 ity 71 IE))

Agreements and procedures should be in place to
allow trial continuation and prevent loss of data

critical to participant safety and trial results.
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6.10. Migration of data (7 — 5 B1D

Migration as opposed to the transfer of data (as
described in section 6.1.2.) is the process of
permanently moving existing data (including
metadata) from one system into another system e.g.
the migration of individual safety reports from one
safety database to another. It should be ensured
that the migration does not adversely affect

existing data and metadata.

In the course of the design or purchase of a new
system and of subsequent data migration from an
old system, validation of the data migration process
should have no less focus than the validation of the

system itself.

The validation of data migration should take into
consideration the complexity of the task and any
foreseen possibilities that may exist to verify the
migrated data (e.g. checksum, case counts, quality

control of records).

Prior to migration, the process should be planned
in detail. A risk analysis identifying the most
probable risks should take place and should yield
appropriate mitigation strategies. After the
planning, the intended procedure should be
validated with mock data and results should be
considered for risk- assessment and mitigation. A
data verification focused on key data should be

performed post migration.
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Verification of migrated data can be simple or
complex, depending on the different platforms and
systems involved. Regardless of the effort needed,
the migration process should be documented in
such detail that throughout all data
operations/transformations data changes remain
traceable. Mapping from the old system onto the

new system should be retained.

Data, contextual information, and the audit trail
should not be separated. In case migration of data
into a new system results in a loss of relevant data,
adequate mitigating actions should be taken to
establish a robust method to join the audit trail and
the data for continuous access by all stakeholders.
A detailed explanation is expected, if no such
method has been established to allow the migration
of data and the audit trail. Arrangements should
ensure that the link between data and metadata can
be established. If several parties are involved,

agreements should be in place to ensure this.
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6.11. Archiving (77— 1 E>2)

The investigator and sponsor should be aware of
the required retention periods for clinical trial data
and essential documents, including metadata.
Retention periods should respect the data
protection principle of storage limitation. An
inventory of all essential data and documents and
corresponding retention periods should be
maintained. It should be clearly defined which data
are related to each clinical trial activity and where
this record is located and who has access/edit rights
to the document. Security controls should be in
place to ensure data confidentiality, integrity, and

availability.

It should be ensured that the file and any software
required (depending on the media used for storage)
remain accessible, throughout the retention period.
This could imply e.g. migration of data (see

section 6.9.).

Suitable archiving systems should be in place to
safeguard data integrity for the periods established
by the regulatory requirements including those in
any of the regions where the data may be used for
regulatory submissions, and not just those of the

country where the data are generated.

Source documents and data should always be
available when needed to authorised individuals to
meet their regulatory obligations. Please refer to

section 4.11 direct access.
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6.12. Database decommissioning (7 — 5 N — X DEE1Z1IF)

After the finalisation of the trial, database(s) might
be decommissioned. It is recommended that the
time of decommissioning is decided taking into
consideration e.g. whether the clinical trial will be
used for a marketing authorisation application in
the near future in which case it is recommended to
keep the database(s) live. Please refer to figure 2
for a proposed approach. A dated and certified
copy of the database(s) and data should be archived
and available on request. In case of
decommissioning, the sponsor should ensure
(contractually if done by a service provider) that
archived formats provide the possibility to restore
the database(s). This includes the restoration of
dynamic functionality and all relevant metadata
(audit trail, event logs, implemented edit checks,
queries, user logs, etc.). Where recommissioning is
no longer possible, the sponsor should ensure that
all the data including metadata files (e.g. audit
trails) are available in dynamic data files. The
sponsor should review the system to determine the
audit trails and logs available in the system and
how these would be retained as dynamic files.
Where a service provider is involved, this should
be addressed in the contractual arrangements.
Static formats of dynamic data will not be
considered adequate. See definitions section on

static and dynamic formats.
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Data retention by sponsor

Time = & atleast 25 years in Regulation (EU) No 536/2014—=>
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Annex 1 Agreements (ffBE 1 88)

The legally responsible parties are the sponsors and
investigators. They contract/delegate an increasing
number of tasks in clinical trials, contracting is
frequent in the area of computerised systems where
the responsible party might lack internal
knowledge or resources or they wish to purchase a
product or a service that has been developed by
others. The responsible parties can delegate tasks
to a service provider, but nevertheless the full
responsibility for the data integrity, security and

confidentiality resides with them.

Agreements can cover a variety of tasks such as
system and trial specific configuration and
customisation, provision of a license to an
application, full clinical trial service including data
management tasks e.g. site contact, training, data
clarification processes, etc., but could also be
restricted to hosting services. A risk-based
approach can be used in relation to agreements as
well as for computerised systems in general. It is
recognised that a trial specific agreement is not
required, if a product is purchased and used as
intended without the involvement of the
manufacturer of the system; however, such use will
require a risk assessment by the responsible party
to assess whether such a non-trial specific system

is fit for its intended use.
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The responsible party should ensure that the
distribution of tasks in a trial is clearly documented
and agreed on. It should be ensured that each party
has the control of and access to data and
information that their legal responsibilities require
and that the ethics committees and regulatory
authorities approving trials have been properly
informed of distribution of activities as part of the
clinical trial application process, where applicable.
This should be carefully documented in the
protocol and related documents, procedures,
agreements, and other documents as relevant. It is
important to consider who is providing and

controlling the computerised system being used.

Clear written agreements should be in place and
appropriately signed by all involved parties prior to
the provision of services or systems. Agreements
should be maintained/updated as appropriate. Sub-
contracting and conditions for sub-contracting and
the responsible party’s oversight of sub-contracted

activities should be specified.

The responsible parties should ensure oversight of
these trial-related duties e.g. by reviewing defined
key performance indicators (KPIs) or

reconciliations.
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If appropriate agreements cannot be put in place
due to the inability or reluctance of a service
provider to allow access to important
documentation (e.g. system requirements
specifications) or the service provider is unwilling
to support pre-qualification audits or regulatory
inspections, systems from such a service provider

should not be used in clinical trials.

The responsible party should ensure that service
providers (including vendors of computerised
systems) have the knowledge and the processes to
ensure that they can perform their tasks in
accordance with ICH E6, as appropriate to their
tasks. Standards to be followed, e.g. clinical trial
legislation and guidance should be specified in the
agreement, where relevant. A number of tasks
involve accessing, reviewing, collecting and/or
analysing data, much of which is
personal/pseudonymised data. In addition, in
specific cases involving contact with (potential)
trial participants, data protection legislation needs
to be followed, in addition to the clinical trial

legislation and guidance.

The approved protocol, implicitly, defines part of
the specification for system configuration or
customisation (e.g. for interactive response
technologies (IRT) systems and data acquisition
tools) and there should be consistency between the
protocol and the wording of the agreement. In
addition, it should be clear how subsequent
changes to the protocol are handled so that the
vendor can implement changes to the computerised

system, where relevant.
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It should be clear from agreements which tasks are
delegated also in relation to retaining essential
documentation for performed activities. In the
context of clinical trials, system-documentation
(including e.g. software/system validation
documentation, vendor standard operating
procedures (SOPs), training records, issues
log/resolutions) as well as trial master file (TMF)
documentation (e.g. emails on important decisions
and meeting minutes) related to the individual
clinical trial (including e.g. relevant helpdesk
tickets or meeting minutes) should be retained for
the full retention period. It should be clear from the
agreement which party is retaining and maintaining
which documentation and how and in what format
that documentation is made available when needed
e.g. for an audit or an inspection. There should be
no difference in the availability of documentation
irrespective of whether the documentation is held
by the sponsor/investigator or a service provider or

sub-contracted party.

The responsible party is ultimately responsible for
e.g. the validation and operation of the
computerised system and for providing adequate

documented evidence of applicable processes.

The responsible party should be able to provide the
GCP inspectors of the EU/EEA authorities with
access to the requested documentation regarding
the validation and operation of computerised
systems irrespective of who performed these

activities.
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It should be specified in agreements that the
sponsor or the institution, as applicable, should
have the right to conduct audits at the vendor site
and that the vendor site could be subject to
inspections (by national and/or international
authorities) and that the vendor site shall accept
these. The responsible party should also ensure that
their service providers act on/respond appropriately

to findings from audits and inspections.

The sponsor has a legal responsibility under
Regulation (EU) No 536/2014 to report serious
breaches, including important data and security
breaches, to authorities within seven days. To
avoid undue delay in sponsor reporting from the
time of discovery e.g. by a vendor, agreements and
related documents should specify which
information should be escalated immediately to

ensure regulatory compliance.
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As set out in ICH E6, to ensure that the
investigator, rather than the sponsor, maintains
control over their data, it should be specified in
agreements how investigators’ access to and
control over data are ensured during and after the
trial, and the revocation of investigator access to
data in case of decommissioning should be
described. It should also be specified which outputs
the involved parties (e.g. sponsor and investigators)
will receive during and after the clinical trial and in
what formats. Types of output could include e.g.
data collected via data acquisition tools including
metadata, queries, history and status of changes to
users and their access rights, and the description of
format for delivery of the complete database to

Sponsors.

Arrangements on the decommissioning of the
database(s) should be clear, including the
possibility to restore the database(s), for instance,

for inspection purposes.

The agreements should address expectations
regarding potential system 'down-time' and the

preparation of contingency plans.

Tasks transferred/delegated could include hosting
of data. If data are hosted by a vendor, location of

data storage and control (e.g. use of cloud services)

should be described.
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Agreements should ensure reliable, continued and
timely access to the data in case of bankruptcy,
shutdown, disaster of the vendor, discontinuation
of service by the vendor or for reasons chosen by

the sponsor/investigator (e.g. change of vendor).

Special consideration should be given on training
and quality systems. Vendors accepting tasks on
computerised systems should not only be
knowledgeable about computerised systems and
data protection legislation, but also on GCP
requirements, quality systems, etc. as appropriate

to the tasks they perform.

This guideline should be read together with the
notice to sponsors regarding computerised systems
(EMA/INS/GCP/467532/2019) published on the
EMA website.
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Annex 2 Computerised systems validation (ffBE 2 2V P a—Z{LT AT ANY FT— 3 V)

A2.1 General principles (—fixJR Hl)

The responsible party should ensure that systems
used in clinical trials have been appropriately
validated and demonstrated to meet the
requirements defined in ICH E6 and in this

guideline.

Systems should be validated independently of
whether they are developed on request by the
responsible party, are commercially or freely

available, or are provided as a service.
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The responsible party may rely on validation
documentation provided by the vendor of a system
if they have assessed the validation activities
performed by the vendor and the associated
documentation as adequate; however, they may
also have to perform additional validation activities
based on a documented assessment. In any case,
the responsible party remains ultimately
responsible for the validation of the computerised

systems used in clinical trials.

If the responsible party wants to use the vendor's
validation documentation, the responsible party
should ensure that it covers the responsible party's
intended use as well as its defined needs and
requirements. The responsible party should be
thoroughly familiar with the vendor's quality
system and validation activities, which can usually
be obtained through an in-depth systematic
examination (e.g. an audit). This examination
should be performed by qualified staff with
sufficient time spent on the activities and with
cooperation from the vendor. It should go
sufficiently deep into the actual activities, and a
suitable number of relevant key requirements and
corresponding test cases should be reviewed, and
this review should be documented. The
examination report should document that the
vendor's validation process and documentation is
satisfactory. Any shortcomings should be mitigated
by the responsible party, e.g. by requesting or

performing additional validation activities.

BEOH LY EFIL, XA BFEITLIANY
T—va UEE)E BECEER AT A A
ML, BWEITHD LB LG E. VAT A
RULORMEFT H N T = g U EE R A
EHTE S, 7220, XFEbEhie7 AR
Y MERIZE o TUTEMONY F— 3 1%
Bz EZIT LRI 620 gEa b5, »
ThiCE L, BEEOH 5 L4FH L, 1BBRCHE
Hansar Ba—2 b AT LONRY F—
g TR L TR R B A A D,

BEOHDLUEENRADONY F— g
TEER AT L EAFLET LIS, B

FEDHDHHFEHIT. (R FONYF— s
YEEHD) BEOLH LY FEOREK L

RBIZF T, (NUZI2Ev) BRI
o= AR ONEEE I N— L TND Z L
KT L, BEOHDLILGHEFIL, RNH
DBV AT KA ENY F— g AGEIC KR
LCWARERD D, ZIULEF., MENH>
RRITE (] ) 2@ U CHEITE
Do ZOHEIX., FRRRFEENT T, N2
XD 1% 5T D 2T, KR AL » T35
DL, (NUFD) EEOIEEE 5y
HE<SHY T, U720 EE B2 B
L, ENLOBMEICKIET AT A N Tr—A
ZltEa—L, FOLEa—fERA2idd
VENRH D, FAEREETIE, X FonNY
T—varZabtALLEANHETEDE
AT HZE, HHWDH BRI K
ST, BIZIZBIMONY F— g iRE & 5
KT 2 T (BB) FEhdH5HITED,
HEDOH DY FE MRS 5,

é%;; HRREtt & 63

1.2
BZLib-128 EMA CS Guide rl.2.docx




EMA

Guideline on computerised systems and electronic data in clinical trials

No. BZLib-128

Some service providers may release new or
updated versions of a system at short notice,
leaving insufficient time for the responsible party
to validate it or to review any validation
documentation supplied by the service provider. In
such a situation, it is particularly important for the
responsible party to evaluate the vendor's process
for validation prior to release for production, and to
strengthen their own periodic review and change
control processes. New functionalities should not
be used by the responsible party until they have
validated them or reviewed and assessed the

vendor's documentation.

If the responsible party relies on the vendor's
validation documentation, inspectors should be
given access to the full documentation and
reporting of the responsible party’s examination of
the vendor. If this examination is documented in an
audit report, this may require providing access to
the report. The responsible party, or where
applicable, the service provider performing the
examination activities on their behalf, should have
a detailed understanding of the validation

documentation.
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As described in Annex 1 on agreements, the
validation documentation should be made available
to the inspectors in a timely manner, irrespective of
whether it is provided by the responsible party or
the vendor of the system. Contractual arrangements
should be made to ensure continued access to this
documentation for the legally defined retention
period even if the sponsor discontinues the use of
the system or if the vendor discontinues to support

the system or ceases its activities.

In case the vendor’s validation activities and
documentation are insufficient, or if the
responsible party cannot rely on the vendor to
provide documentation, the responsible party

should validate the system.

Any difference between the test and the production
configuration and environment should be
documented and its significance assessed and

justified.

Interfaces between systems should be clearly
defined and validated e.g. transfer of data from one

system to another.
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A2.2 User requirements (== — Y E/4)

Critical system functionality implemented and used
in a clinical trial should be described in a set of
user requirements or use cases, €.g. in a user
requirements specification (URS). This includes all
functionalities, which ensure trial conduct in
compliance with ICH E6 and which include
capturing, analysing, reporting and archiving
clinical trial data in a manner that ensures data
integrity. User requirements should include, but
may not be limited to operational, functional, data
integrity, technical, interface, performance,
availability, security, and regulatory requirements.
The above applies independently of the sourcing
strategy of the responsible party or the process

used to develop the system.

Where relevant, user requirements should form the
basis for system design, purchase, configuration,
and customisation; but in any case, they should

constitute the basis for system validation.

The responsible party should adopt and take full
ownership of the user requirements, whether they
are documented by the responsible party, by a
vendor or by a service provider. The responsible
party should review and approve the user
requirements in order to verify that they describe
the functionalities needed by users in their

particular clinical trials.

User requirements should be maintained and
updated as applicable throughout a system’s

lifecycle when system functionalities are changed.
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A2.3 Trial specific configuration and customization (EBREHF DEBRFEK”R VB R ¥~ A X)

The configuration and customisation of a system
for use in a specific trial should be pre-specified,
documented in detail and verified as consistent
with the protocol, with the data management plan
and other related documents. Trial specific
configuration and customisation should be quality
controlled and tested as applicable before release
for production. It is recommended to involve users
in the testing activities. The same process applies

to modifications required by protocol amendments.

If modifications to a system are introduced due to a
protocol amendment, e.g. to collect additional
information, it should be determined whether they
should be applied to all trial participants or only to

those concerned by the amendment.

If new functionalities or interfaces need to be
developed, or new code added, they should be

validated before use.
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A2.4 Traceability of requirements (BE4-®D s L—%E U 7 1)

Traceability should be established and maintained
between each user requirement and test cases or
other documents or activities, such as standard
operating procedures, as applicable. This
traceability may have many forms and the process
may be automated by software. It should be
continuously updated as requirements are changed
to ensure that where applicable, for every
requirement, there is a corresponding test case or

action, in line with the risk evaluation.
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A2.5 Validation and test plans (/NY 5 —3/ 3 > &7 X L EHE)

Validation activities should be planned,
documented, and approved. The validation plan
should include information on the validation
methodology, the risk-based approach taken and if
applicable, the division of tasks between the
responsible party and a service provider. Prior to
testing, the risk assessment should define which
requirements and tests are related to critical system

functionality.

Test cases should be pre-approved. They may have
many formats and while historically consisting of
textual documents including tables with multiple
columns corresponding to the elements below, they
may also be designed and contained in dedicated
test management systems, which may even allow
automatic execution of test cases (e.g. regression
testing). However, expectations to key elements are

the same.

Test cases should include:
e the version of the software being tested;
e any pre-requisites or conditions prior to
conducting the test;
e adescription of the steps taken to test the
functionality (input);

e the expected result (acceptance criteria).
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Test cases should require the tester to document the
actual result as seen in the test step, the evidence if
relevant and, if applicable, the conclusion of the test
step (pass/fail). Where possible, the tester should
not be the author of the test case. In case of test
failure, the potential impact should be assessed and
subsequent decisions regarding the deviations

should be documented.
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A2.6 Test execution and reporting (7 X b FE{T L

H)

Test execution should follow approved protocols
and test cases (see section A2.5), the

version of the software being tested should be
documented, and where applicable and required by
test cases and test procedures, evidence (e.g. screen
shots) should be captured to document test steps
and results. Where relevant, the access rights (role)
and the identification of the person or automatic
testing tool performing tests should be

documented.

Where previously passed scripts are not retested
along with the testing of fixes for previous failing
tests, this should be risk assessed and the rationale

should be documented.

T A N OFEITIE, AR ST TR R S N G
ETARNT—2 (A25EEBMR) 12069 =
Lo TAMHRERD Y T N =T DR—Y
I U ERERT DL, EADEYRGE T,
WOT A Rr—ARLT A RAZ U7 hTHER
ENTWBEA, TAMAT v 7 L FITHER
XEALT A DIT, GEIL (] A7 U —
Tavy b)) ENET L, RBEISLT, 77
T AME (&E) L. T A NEE UXHET
A MY =D ID %5k T5HZ &,

AERENZKI T DIEEET A M T LRI, b
HLEAKLTWEAZ Y NOET A MR
WT28580E. VA TEARA L NEITUV,
ZOMPELENT DL,

69

1.2
BZLib-128 EMA CS Guide rl.2.docx




EMA

Guideline on computerised systems and electronic data in clinical trials No. BZLib-128

Deviations encountered during system validation
should be recorded and brought to closure. Any
failure to meet requirements pre-defined to be
critical should be solved or mitigating actions
should be implemented prior to deployment. All
open deviations and any known issues with the
system at the time of release should be assessed
and subsequent decisions should be documented in
the validation report and, if applicable, in the
release notes. The validation report should be
approved by the responsible party before release

for production.
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A2.7 Release for production GEFH~D U U —X)

The responsible party should sign off the release

prior to initial use.

Training materials, user guides and any other
resources required for users should be available at

the time of release.
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A2.8 User helpdesk (Z—HF~)VT7FT 2 7)

There should be a mechanism to report, record, and
solve defects and issues raised by the users e.g. via
a helpdesk. Defects and issues should be fixed in a

timely manner.
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A2.9 Periodic review (E#i L E'=—)

Validation of a system should be maintained
throughout the full system life cycle. Periodic
system reviews should be conducted to assess and
document whether the system can still be
considered to be in a validated state, or whether
individual parts or the whole system needs re-

validation.
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Depending on the system type and application, the
following elements (non-exhaustive list) should be
evaluated and concluded, both individually and in
combination:

e changes to hardware/infrastructure;

e changes to operating system/platform;

e changes to the application;

e changes to security procedures;

e changes to backup and restore tools and

procedures;

e configurations or customisations;

e deviations (or recurrence thereof);

e performance incidents;

e security incidents;

e open and newly identified risks;

e new regulation;

e review of system accesses;

e updates of agreements with the service

provider.

These elements should be reviewed whether the
system is hosted by the responsible party or by a

service provider.
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A2.10 Change control (EE 2 b r—/))

There should be a formal change control process.
Requests for change should be documented and
authorised and should include details of the
change, risk-assessment (e.g. for data integrity,
current functionalities and regulatory
compliance), impact on the validated state and
testing requirements. For trial specific
configurations and customisations, the change
request should include the details of the protocol

amendment if applicable.
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As part of the change control process, all
documentation should be updated as appropriate
(e.g. requirements, test scripts, training materials,
user guide) and a report of the validation activities
prepared and approved prior to release for
production. The system should be version

controlled.

The responsible party should ensure that any
changes to the system do not result in data integrity
or safety issues or interfere with the conduct of an
ongoing trial. The investigator should be clearly
informed of any change to a form (e.g. electronic
case report form [eCRF] or electronic clinical
outcome assessment [eCOA] page) and it should

be clear when such changes were implemented.

The documentation relating to the validation of
previous or discontinued system versions used in a
clinical trial should be retained (see 'Guideline on
the content, management and archiving of the
clinical trial master file (paper and/or electronic)'

[EMA/INS/GCP/856758/2018], section 6.3).
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( "Guideline on the content, management and
archiving of the clinical trial master file (paper
and/or electronic)/ | [EMA/INS/
GCP/856758/2018], 6.3 MDD Z L)

Annex 3 User management (@& 3 = — &)

A3.1 User management (= — & 2)

Organisations should have a documented process
in place to grant, change and revoke system
accesses in a timely manner as people start,
change, and end their involvement/responsibility in
the management and/or conduct of the clinical trial

projects.
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Access to the system should only be granted to
trained site users when all the necessary approvals
for the clinical trial have been received and all
documentation is in place (e.g. signed protocol and
signed agreement with the investigator). This also
applies to any updates to the system, e.g. changes
resulting from a protocol amendment should only
be made available to users once it is confirmed that
the necessary approvals have been obtained, except
where necessary to eliminate an immediate hazard

to trial participants.

VAT ASDT 77 AL, RBRICHLE T
TOEBBFOLI, TRTOLEEE (B :
B4 S AV IR E G F R K OV BR B AT Al
L DFELSINERES) PEoTHKIT, PL
— = TR DOY A =X L TO
BT RETHD, ZOZ LTV AT LHE
BRI b SN D, BRI BB
EOBEICERTZ (AT L) BHEIE, &4
BRABNEONTZZ 2R L Thba—
I (77 vRE] #itFXExThb, 7272
LIBBRBINE ~OBRADEELZRY R 729
2R G NGEILE DR D TIXRW,

A3.2 User reviews (z—H#F L E'2—)

At any given time, an overview of current and
previous access, roles and permissions should be
available from the system. This information
concerning actual users and their privileges to
systems should be verified at suitable intervals to
ensure that only necessary and approved users have
access and that their roles and permissions are
appropriate. There should be timely removal of

access no longer required, or no longer permitted.

WOThH, FIAGRED (=—FD) 77
TR, &E, KOMHROEFE, VAT AL
TAFTELLOILTHZ L, EFEOa2—V
L (FD2—F D] VAT A~OHERIZEST
52OV EHIE, HU)ZR M CHREEL .
BN OEKRBEN T2 —F OB [ AT A
I2) 77 'ARATE, ZOEEI LR #HY) T
bDHILEMERIITLHE, AEIZRoT,
MITFFRI DI oo 12T 7 B A TH A LV IZ
HIBRT 52 &,

A3.3 Segregation of duties (%5 D45 Bi)

System access should be granted based on a
segregation of duties and also the responsibilities
of the investigator and the sponsor, as outlined in

ICH E6.

ICHE6 T LS TWAD L DT, VAT L
DT 72 A~OF AL, Bl O 582 1 &
Z. IOIRBRETERD & IEBRIIEE O BT
HEONWTFHFAITHZ &,
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Users with privileged or 'admin access' have
extensive rights in the system (operating system or
application), including but not limited to changing
any system setting (e.g. system time), defining or
deactivating users (incl. 'admin users'), activate or
deactivate audit trail functionality (and sometimes
even edit audit trail information) and making
changes to data that are not captured in the audit
trail [e.g. backend table changes in the
database(s)]). There is a risk that these privileges
can be misused. Consequently, users with
privileged access should be sufficiently
independent from and not be involved in the
management and conduct of the clinical trial and in

the generation, modification, and review of data.

Users of computer clients [e.g. personal computer
(PC)] which record or contain critical clinical trial
data, should generally not have 'admin access' to
the relevant equipment and when this is not the

case, it needs to be justified.

Unblinded information should only be accessible to

pre-identified user roles.

WML [ BB 7 2 X Hffoa—W

X, AT AL (OS XFIT 7V r—a) T
IR MEBR 2 R D, ZAUTIE, VAT ARRE
(B 2 AT LWEH) DT, 22— (T2
Fz— BET) OBEUTEMN L, B
AEREERE DA b M (AT L o TiE
i AEME M OMRE D) | BEARENNIFEE S
NRWT —ZEE (FIZIET —FX—AND
Ny g B T—TNLVOER) REENLD

B, ZRHBIZPESNDBOTIERY, 29
WO T RRENERSND VA7 355720,
Bt 7 7 B A& FFo2—WIid, IBBROEHK
OEf, WONZT—% DA K, BH, LE =
— (LW o) oot L, Bb
bERNWEIIZT D &,

HERRRT — ¥ Z sk U T 50w
2= 7 74T (Bl PC) Oa—H|L,
— BT, EOMIR~D EHET 72 X
ERFORETIERL, 29 TRWEGAITIEY
bT2RERD D,

FEMRLIFER~DOT 7 21F., FTOED LN
Tra—Ha— LRI TH &,

A3.4 Least-privilege rule (5/NFHE/L— L)

System access should be assigned according to the
least-privilege rule, i.e. users should have the
fewest privileges and access rights for them to
undertake their required duties for as short a time

as necessary.

AT LT 7R AR, RNV — VT HE S
TEIDVYTHZ L, DFED, 2—PH, Bk
SNDWG %, 72D X FRFHECITT 572
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A3.5 Individual accounts (AADT H 7 b)

All system users should have individual accounts.
Sharing of accounts (group accounts) is considered
unacceptable and a violation of data integrity and

ICH E6 principles as data should be attributable.

TRTOVAT ha—PIiL, HAHOT I
vy hNERERL 2L, THU Y O

IN—TTHT ) F FRTEHHDOT
372, 7—=F%A4A 77 VT 4 KOVICHE6

DI BIEDFAI~DER L E X b D,

— 7R —¥4)

A3.6 Unique usernames (-~ =

User access should be unique within the system
and across the full life cycle of the system. User
account names should be traceable to a named
owner and accounts intended for interactive use
and those assigned to human users should be

readily distinguishable from machine accounts.

DA—WFT IR E VAT LOFT, LY

AT IEDITA TV A7 VBB L C2—T b
THIE, 2=V THU NENDL, (U HF

T T4 TREREERNET D) TAEO4
AT oy Mg L9 _RETh
N AW®1%$CQU%T%ﬂk7ﬁ?V
. BEEIROT U N ERBIZKHTED

i) :’9"5:&0

Annex 4 Security ((fBE4 X2V T 1)

A4.1 Ongoing security measures (kB2 % = U 7 ¢ F73K)

The responsible party should maintain a security
system that prevents unauthorised access to the
data. Threats and attacks on systems containing
clinical trial data and corresponding measures to
ensure security of such systems are constantly
evolving, especially for systems and services being

provided over or interfacing the internet.

BTEOHLHBEFIL, T—FDORIET 7 EA
ZPIET X2 VT 4 AT A E MR E B
THIE, BT — X ERMNT DV AT AT
XT DB & BURILE I L TR, v A
TALEXa VT 4 BHEREICT D7D DRGSR
b (FRCA 2 —x oy MEH TR D,
XIFA v F—Fy MR T 2 — R0
AT LTIE) FICHEE LTV 5,

A4.2 Physical security (B EX =Y 7 1)

Computerised systems, servers, communication
infrastructure and media containing clinical trial
data should be protected against physical damage,

unauthorised physical access, and unavailability.

BT — 2 ki o ar Ea—2 Ly X7
L, Y= WBEA VT TANT I TF v, K
AT 4 T, WG, RIERWHER
T v AL RORIMART & 722 % SR b IRk
THZ L,
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The extent of security measures depends on the

criticality of the data.

The responsible party should ensure an adequate
level of security for data centres as well as for local
hardware such as universal serial bus (USB) drives,

hard disks, tablets, or laptops.

At a data centre hosting clinical trial data, physical
access should be limited to the necessary minimum
and should generally be controlled by means of
two-factor authentication. The data centre should
be constructed to minimise the risk of flooding,
there should be pest control and effective measures
against fire, i.e. cooling, and fire detection and
suppression. There should be emergency
generators and uninterruptable power supplies
(UPS) together with redundant Internet protocol
providers. In case of co-location (see section 6.7
Cloud solutions), the servers should be locked up
and physically protected (e.g. in cages) to prevent
access from other clients. Media (e.g. hard disks)
should be securely erased or destroyed before

disposal.

Data should be replicated at an appropriate
frequency from the primary data centre to a
secondary failover site at an adequate physical
distance to minimise the risk that the same fire or
disaster destroys both data centres. A disaster

recovery plan should be in place and tested.

ElFTEXa2 VT4 FREHFBELDDNE. T
— X DEBEEIRFETH D,

BEOH LY EEIL, T —F B HET TR
<VUSB RIA T N—=KRKT 4 RA7 ZTVL
vy M Ty by TEOR—=HNN—FRY =
TIZRLTH, @R~ TEXx=2 T 4
EEFEICTHZ L,
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W ERERRFRCE > Tay be— 4 5 05
NWbn, T2 2E, WKOU R Eh
INRICHN % % K D IR L, iR & 2R
HI72 KIS (AN, KSRt - HK%) &
LD &, IEEHIIEEMK L SRR E
(UPS) 2Nz, FlDA 2 —%v h7nm k
aNTaNS X EEE LT ZE, ans
—Yary (6TEITU R a—varas
) Oiask) X, tholiRFIHE 0T 7+
A& T=DIz, =% B 21X —2)
AL, VBRI RET D2 L, A T4 T
(Bl : ~N— T 4 A7) 1%, W93 DRNTHESE
WCIHEXIMEET 52 &,
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A4.3 Firewalls (7 7 A4 7 U % —/)V)

In order to provide a barrier between a trusted
internal network and an untrusted external network
and to control incoming and outgoing network
traffic (from certain IP addresses, destinations,
protocols, applications, or ports etc.), firewall rules
should be defined. These should be defined as
strict as practically feasible, only allowing

necessary and permissible traffic.

As firewall settings tend to change over time (e.g.
as software vendors and technicians need certain
ports to be opened due to installation or
maintenance of applications), firewall rules and
settings should be periodically reviewed. This
should ensure that firewall settings match approved
firewall rules and the continued effectiveness of a

firewall.

FETEZ2I2NEHR Yy NV —7 LEFETE 20
SRy N — 27 ORI T E2ET, (B
EDIPT RLA, gisk, 7m han, 77
r—a v, IR — NEND) Z15 - BE
THRY NTV—FV N F7 T 4y %karyba—
NT BT, T7AT U4 — I b—/L%&JE
F#THE, N MTFEBIATRERHIB CT&
LI ICER L, BELOFFR SN B
T74 v DOHhEBERBIEDL LT D,

T AT U+ OREITRHOREE &b
TS BIxIE, V7 oo T RUFRe
Bili& 7 7V r—va vz A =L X
RS 2 7 DIRFE DR — N 2B < L EE)
HD) HENH DI, 77 AT T4 —ILL
—VEREEEMCAEL, 774 T U
—IVOBRENEKRENTZT 7 A4 T 74—/l
—E—EL., 77AT U+ —DHERRIIC
BHTHDLZEEMEICTDH L,

A4.4 Vulnerability management (a5 DB H)

Vulnerabilities in computer systems can be
exploited to perform unauthorised actions, such as
modifying data or making data inaccessible to
legitimate users. Such exploitations could occur in
operating systems for servers, computer clients,
tablets and mobile phones, routers and platforms
(e.g. databases). Consequently, relevant security
patches for platforms and operating systems should
be applied in a timely manner, according to vendor

recommendations.

AU 2 —F VAT ADNRENER SRS
L HFADORNT 7 v a ryREITEN, Hlz
T —2PNERINZY, EY4Ra—FDT
— BTV EAPEINTLDTDLH, ZOLXD
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—A - OSICRET 2 EX 2 U T 4 Ny TF %
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Systems, which are not security patched in a timely
manner according to vendor recommendations,
should be effectively isolated from computer

networks and the internet, where relevant.

NG ORI STe A LY 7peF 2 U T
ANy FEEH L TWRWS AT AT, SE
WIGLT, Iy Ba—FRy hUT—70A
Z—xy MPDIEMIZEIVEETZ L,

A4.5 Platform management ("7 v § 7+ — A DEH)

Platforms and operating systems for critical
applications and components should be updated in
a timely manner according to vendor
recommendations, in order to prevent their use in

an unsupported state.

Unsupported platforms and operating systems, for
which no security patches are available, are
exposed to a higher risk of vulnerability.
Validation of applications on the new platforms
and operating systems and of the migration of data
should be planned ahead and completed in due

time prior to the expiry of the supported state.

Unsupported platforms and operating systems
should be effectively isolated from computer

networks and the internet.

It should be ensured that software used in clinical
trials remains compatible with any changes to
platforms/operating systems in order to avoid
unintended impact on the conduct/management of
the clinical trial due to interruption of functionality
or requirements for alternative software and data

migration.

BT S r—varvitari—xr b
¥2BH5TTy b T H—Dh 08I, RUED
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A4.6 Bi-directional devices (BU 5 AT 734 &)

The use of bi-directional devices (e.g. USB
devices), which come from or have been used
outside the organisation, should be strictly
controlled as they may intentionally or
unintentionally introduce malware and impact data
integrity, data availability, and rights of trial

participants.

ARk DN B R BIAE T2, UTHRRRS T
MENTE IR T3A A (B - USB 73
A R) OFEFITEEIC= Y ba—L4 52
Lo ZhE, BEROFEIZHPDLT LD
2T ERLIALZETHY, T—XA T
U7 4, T—2 O, ROIEBRSINE O
MERNZ B % 5.2 DA ReE D 2720 Th
Do

A4.7 Anti-virus software (7 A VAXRY 7 b7 =7)

Anti-virus software should be installed and
activated on systems used in clinical trials. The
anti-virus software should be continuously updated
with the most recent virus definitions in order to
identify, quarantine, and remove known computer

viruses. This should be monitored.

BRTHEASND VAT LT, UA A%
W T =T EBA A =L L, AT
Ll BEROa Ly Ea—X T A LA LK
E. Rl ROHIBRT 272DI2, A L A%}
KT N2 TIZBNTRIIOU A NVAESR
AN T O MER DY, TDO L&
T —F5HZ L,

A4.8 Penetration testing (1R A7 X )

For systems facing the internet, penetration testing
should be conducted at regular intervals in order to
evaluate the adequacy of security measures and
identify vulnerabilities in system security (e.g.
code injection), including the potential for
unauthorised parties to gain access to and control
of the system and its data. Vulnerabilities
identified, especially those related to a potential
loss of data integrity, should be addressed and

mitigated in a timely manner.

AU H=Fy MTERENTWDH VAT AT
X RAT A MEEMICEmL, EF =2
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A4.9 Intrusion detection and prevention (R AR H & OBHIE)

An effective intrusion detection and prevention
system should be implemented on systems facing
the internet in order to monitor the network for
successful or unsuccessful intrusion attempts from
external parties and for the design and maintenance
of adequate information technology (IT) security

procedures.

A E =2y b EERESIIC Y AT MTER
M7 BRI R OS> AT A& 4
D DIRADRBDERED L= DR LT
OEER L, U2 E RN IT) % =
U7 1 FIAZEREE - MEFFEBRCE D Lo 1CT
5k,

A4.10 Internal activity monitoring (PN DG E) D EELR)

An effective system for detecting unusual or risky
user activities (e.g. shift in activity pattern) should

be in place.

R LB D ITfEMRZp 2 — RS (1 :
IEE Y — 2 DOEAL) ZRHET 5720050 5%E
B S AT AEHITH L,

A4.11 Security incident management (2= U7 4 4 > 7 v MNEH)

Organisations managing clinical trial data should
have and work according to a procedure that
defines and documents security incidents, rates the
criticality of incidents, and where applicable,
implements effective corrective and preventive
actions to prevent recurrence. In cases where data
have been, or may have been, compromised, the
procedures should include ways to report incidents
to relevant parties where applicable. When using a
service provider, the agreement should ensure that
incidents are escalated to the sponsor in a timely
manner for the sponsor to be able to report serious
breaches as applicable, in accordance with

Regulation (EU) No 536/2014.

BT — 2 2 HHT DML, BEX 2V T+
AT MNEERL, GigkL, ATV
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THI L, THUT KV IRBRIKEEE X
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(EX=2U7 1) BREZAALVICHRHETE
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A4.12 Authentication method (BBFE 5 1E)

The method of authentication in a system should
positively identify users with a high degree of
certainty. Methods should be determined based on
the type of information in the system. A minimum
acceptable method would be user identification and
a password. The need for more stringent
authentication methods should be determined
based on a risk assessment of the criticality of the
data and applicable legislation (including data
protection legislation), and generally should

include two-factor authentication.

User accounts should be automatically locked after
a pre-defined number of successive failed
authentication attempts, either for a defined period
of time, or until they are re-activated by a system

administrator after appropriate security checks.

Biometric approaches are currently not specifically
addressed by ICH E6. If using biometrics to
authenticate the creation of a signature, the
investigator and sponsor should ensure that these
fulfil the above-mentioned requirements and local

legal requirements.
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A4.13 Remote authentication (U & — F3REE)

Remote access to clinical trial data, e.g. to cloud-
based systems, raises specific challenges. The level
of security should be proportionate to the
sensitivity and confidentiality of the data (e.g.
nominative data in electronic medical records are
highly sensitive) and to the access rights to be
granted (read-only, write or even 'admin' rights). A
risk-based approach should be used to define the
type of access control required. Depending on the
level of risk, two-factor authentication may be

appropriate or necessary.

Two-factor authentication implies that two of the
following three factors be used:
e something you know, e.g. a user identification
and password
e something you have, e.g. a security token, a
certificate or a mobile phone and an SMS
pass code
e something you are, e.g. a fingerprint or an iris

scan (biometrics)
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A4.14 Password managers (/XA U — N<vRx—T %)

A secure and validated password manager, with a
unique, robust user authentication each time it is
used to log into a web site or system, can help to
create and use different, complex passwords for
each site or system. However, attention should be

paid to insufficiently secured password managers.

LGETNY T — "MEHDNRAT — R R—
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Password managers built into web browsers may
save and automatically fill in user identification
and passwords, regardless of whether an
independent secure password manager is used or
not. This poses a risk if uncontrolled equipment is
used (e.g. personal equipment, shared equipment or
user accounts), as user access control cannot be
enforced; a risk that needs to be effectively
mitigated. A policy or contractual arrangement
would not be considered adequate to provide a

sufficient level of security in such situations.

The risk linked to the potential hacking of user
equipment or to key loggers should also be

considered.
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—HFID &A= RERFEL, (RTA
BFC) BEINICAN T 2560805, Zh

X, 2y br— STV (6 fE
NOsE, WhH SRR 2—F T v
N #ERT 256, 2=V T7 78R Ea
far—T&E72Wed, VA7 2692
LD, 2OV AT T ERINARE T D &4
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A4.15 Password policies (/X2 U — FRY ¥—)

Formal procedures for password policies should be
implemented. The policies should include but not
necessarily be limited to length, complexity,
expiry, login attempts, and logout reset. The
policies should be enforced by systems and

verified during system validation.
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A4.16 Password confidentiality (/X2 U — N DEEE )

Passwords should be kept confidential, sharing of
passwords is unacceptable and a violation of data
integrity. Passwords initially received from the
system or from a manager or system administrator
should be changed by the user on their first
connection to the system. This should be mandated

by the system.

INAY— RIIMEIZ L TEMERH D,
AT — ROEFEFIAERTELHDOTITARL,
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A4.17 Inactivity logout (EBEREDO T 7T T |)

Systems should include an automatic inactivity
logout, which logs out a user after a defined period
of inactivity. The user should not be able to set the
inactivity logout time (outside defined and
acceptable limits) or deactivate the functionality.
Upon inactivity logout, a re-authentication should

be required (e.g. password entry).

EEEIRREDS —ERFFR BRI 2 —F 2 r 7
7O hSELHBERER 7T T MEREE
AT HIFHTH &, —R, WEEa s
7 U MM E (% SN PR OEIZ)
RELIZY ., Bz EN L TERVnE ST T

52 &, BEMERFCa 7T b LEERIR. B
FRE (B : NAT— RKOAT)) H#ERTHZ
&

A4.18 Remote connection (Y & — M 57)

When remotely connecting to systems over the
internet, a secure and encrypted protocol (virtual
private network (VPN) and/or hypertext transfer
protocol secure (HTTPS)) should be used.

A B —=Fy MEHTY AT LY &— ME
T o%a1k, BT Ebanz7r ha
N (BT FAX—F Ry FT—7

(VPN) . KO (X)) %2472 HTTPS) %
THZ L,
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A4.19 Protection against unauthorised back-end changes

(;#_FEJ‘@ VAAAYA) A/ F%Eﬁ‘ ) 0)1%%)

The integrity of data should be protected against T B R AEEFINT — F_X— R EEAT
unauthorised back-end changes made directlyona | 9, FFAI DRy 7 = ROZEFIZH L

database by a database administrator. A methodto | C, T —X DA T 7 VT ¢ Z{Ri#ET HME
prevent such changes could be by setting the Wb, ZOXIRELTELSHIELX 77—
application up to encrypt its data on the database or | # X— A LDOF — X ZH LT 5L 21T

by storing data un-encrypted with an encrypted Ur—variREdT D0, BafbEiHro =

copy. In either case, the database administrator = b FIkFTL2 2L THD, W

should not be identical to the administrator of the THOGETH-ThH, T —FN—REHE

application. X7 7V r—va OERE LR THH-T
(ESAN SR

Annex 5 Additional consideration to specific systems

(TBRE 5 BED Y AT LMY 5IBIMAIERE)

All computerised systems used in clinical trials BRCHEHINDTXTOa s Ea—F{by
should fulfil the requirements and general AT A, ZHE TITEH L8 L O —fix
principles described in the previous sections. The | JRHIZ {72 T LE N H S, LLFOETIE, W
following sub-sections define more specific K ODOFEEHD T AT JIONT S HITER

wording for selected types of systems where the FINCHET D725, 24 513 GCP inspectors’
GCP inspectors’ working group (GCP IWG) has working group (GCP IWG) 723 /)72 77 A 4
found that supplemental guidance is needed. For VAMMBELLHE LD TH D, eTMF I
electronic trial master files (€TMFs), please refer to | DWTiL, BI#ET A FT7 4 > 1 22O 2
the respective guideline’. Lo

[FR7E] Guideline on the content, management
and archiving of the clinical trial master file (paper
and/or electronic) (EMA/INS/GCP/856758/2018)
DOFIFRIZ- DU TIL, https:/bunzen.co.jp/ &
HA

o

! Guideline on the content, management and archiving of the clinical trial master file (paper and/or electronic)
(EMA/INS/GCP/856758/2018).
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AS.1 Electronic clinical outcome assessment (eCOA)

Electronic clinical outcome assessment (eCOA)
employs technology in addition to other data
acquisition tools for the reporting of outcomes by
investigators, trial participants, care givers and
observers. This guideline does not address the
clinical validation or appropriateness of particular
eCOA systems. The guideline aims at addressing
the topics specifically related to these eCOA
systems and also to those related to the situation
where bring-your-own-device (BYOD) solutions

are used.

Data can be collected by any of several
technologies and will be transferred to a server.
Data should be made available to
involved/responsible parties such as the
investigator e.g. via portals, display of source data
on the server, generation of alerts and reports.
These processes should be controlled and clearly
described in the protocol (high-level) and protocol-
related documents, and all parts of the processes

should be validated.

eCOA /. 1RBRE(TLIEM., 1eBRBNE . ik
F. ROBIEE DRI OWE 21T 9 120(
m@?~&W$y—w:@&wrﬁ/uy~
EEHALTWD, KIA FF ATk, 155
DAY T =3 a URRFED eCOA ¥ AT LD
FEPEIZONWTHRRDEOE W X LR, KA
A RTAU0E, THHD eCOA v AT AITFF

\ZBET 5 > 7 & Bring Your Own
Device (BYOD) YV a—>a UM IND
WEUCBEIT 2 FEy ZiZonTith s Z & &
ERAR

T—2E, W OonbbT s aTEHNT
NESNTHIT, =Nk ENnD, 7—
1. IEREEEMSOBRE/BEDH HY
HEEDPFHTED X OICT DMERH DD,
ZOHFEIIE, BIZIER—2 gl H—
ETCORT—ZOER, 7T — ML AR— |
DORRERH L, ZhboTaeRiFar e
—ATRETHY | IRBREmIEE WL
ALY S OB B T it 11 2 oD B S0 TR
WCFR L TR 2 L, /vt ADT T
D DONY) T —a w19 2 &,
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Collecting data electronically may offer more
convenience to some trial participants and may
increase participant compliance, data quality,
reduce variability, reduce the amount of missing
data (allowing automatic reminders) and
potentially reduce data entry errors. Of importance,
whilst use of such measures might be of benefit to
some trial participants and patient groups, it may
be inconvenient for or even result in the exclusion
of others. This should be considered when using
any data acquisition tool and the choice should be

justified.

BT —Z Z2NETDHZ Lid. —HDlE
BEMEICIZ, K0 EFITHY . 523
FHONESFEREL, 7—F WE %M L3,

NIYFERO L, (BB ~ A 7 —IC
£V RET—2DOEEHO L, T—H% AT
TT—%WOELTHAH, EERLZ LT,

ZOXIBRFEEAND Z LI, —H DB
BINBERLBE I N—T I >TUIAREID L
IRV, OBIMEIZ & > TUIRNETH

V. S ZRERAICERSN LT L E O ArRBME S
RbD, TOZEIX, TFIEY =LA
AT 2BEICBETRETHY , BIRAEIEY41L
TOMENRD D,

AS5.1.1 Electronic patient reported outcome (ePRO)

A5.1.1.1 System design (>R 7 A& 71)

Electronic patient reported outcome (ePRO) should
be designed to meet the specific needs of the end
users. It is recommended to involve representatives
of intended site staff and of the intended trial
participant population, where relevant, in the

development and testing.

One of the advantages of using an ePRO system is
that the timestamps of data entry are recorded. The
timestamp should record the time of the data entry
and not only the time of the data

submission/transmission.

ePRO (X, =¥ R —HRfH DO =— X %=
TROICEKETHZ &, BEITISLT, TE
L CW IR E i OB & FELTWD
RS INE DRFEH % [(ePRO VAT AD]

BIs & T A MBS E L Z ERHER S

Do

ePRO v AT LEMEHT 2FED 1 21k, 7
— B ANTNDEA DA TR S ND 2 &
Thb, XA LAZ TV, T—5 O/
EORER T T, T —Z AT ORI % L
oL,
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Trial participants should be able to view their own
previously entered data, unless justified and unless
it is against the purpose of the clinical trial design
or the protocol. Therefore, the period that data are
viewable by the participant should be considered
when designing/configuring the ePRO. Decisions
about the 'view-period should be based on
considerations regarding risk for bias on data to be
entered. If viewing of recently entered data is not
possible by the participant, then there is a risk that
the participant could forget if relevant data have
been collected. This is especially the case if the
planned entry is event- driven. In addition, this
prevents an unnecessary burden to site staff, as
they will be contacted by trial participants in case

of doubt less often.

Logical checks should be in place to prevent

unreasonable data changes such as 'time travel' e.g.

going back (months, years in time) or forward into

the future based on the protocol design.

It should be considered to include a
scheduling/calendar component with alerts or

reminders to assist compliance.

BBREBMBEPBEICAD LT —4% (A%
T) BECEALIICTHLE, L, B
YREHND D, XITIRBRT A o TR
FHaFTEEO BT 5 & &%, ZDO[RY
TIE72W, L7e3 5T, ePRO &% EH/EAGY
ET DT, 2MENT X 2HETE 5
W =BT D0 ERND D, [ HERE)
X, ANT—=FDRATADY AT ZEJE L
TRETRETHD, DLENCA LIZT —
BB TERWE BINEDREN T — X
DODIEZFEET-NEIPENTLES Y A
IR D, ZIUTEHE SN AT A X b
BRENVECh DG A ICRFICY TIEED, &6
W, WD LEic A LT —42ETEh
) IBRBMERN (AN EFEENED
D) 3B 7e < I g A LT < DB DN
L7128, TRBRERMEE OB ~D R LT A
HAWD THA I,

(2L p 7~ B2, (F—% Ak

A7) mE EPHA BE) T#lozh R
KICHEDTZV T 2) DX S, IEEMEDRN
T ERERTEOIIL, IRBRIEMEEET
YA ANCESW TR T = v 7 ZFEfET 54
ERD D,

FRBSINE D) E5F2 X357 7— X
TV~ A = A T AT 2— 1 7T
Lo —ariR—3x haeEdbd I L EREt
THZ L,
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A5.1.1.2 Data collection and data transfer (7 — 5 YLEEK (N7 — 5 k)

The same ICH E6 standards apply to data collected

via ePRO as to any other method of data collection,

i.e. that there are processes in place to ensure the
quality of the data, and that all clinical information
is recorded, handled and stored in such a way as to

be accurately reported, interpreted and verified.

An ePRO system typically requires an entry
device. Data saved on the device is the original
record created by the trial participant. Since the
data stored in a temporary memory are at higher
risk of physical loss, it is necessary to transfer the
data to a durable server at an early stage, by a
validated procedure and with appropriate security
methods during data transmission. Data should be
transferred to the server according to a pre-defined
procedure and at pre-defined times. The data saved
on the device are considered source data. After the
data are transferred to the server via a validated
procedure, the original data can be removed from
the device as the data on the server are considered
certified copies. The sponsor should identify the
source data in the protocol and protocol-related
documents and should document the time and

locations of source data storage.

In addition to the general requirements on audit
trails (please refer to section 6.2.), if an ePRO
system is designed to allow data correction, the
data corrections should be documented, and an
audit trail should record if the data saved on the

device are changed before the data are submitted.

ePRO %/ L CINEE S N7 —FITiE, fho
FEC L D7 — 2N L[ L < ICHE6 DAk
WRNEASND, 2F 0, T— X WE & el
THELEBIT, TRTOMKRERD, EHEC
WS, RS, BEES D K O e diik
T, ik, W, RFEIND Z L EMEICT
HTABAEFRITDHI &,

—MXEIIZ, ePRO ¥ AT AIZIZIASIT /A A
MULETHDL, T/ RRFINDT —H
MW, RBRSINE OIERL LAY O vitek &
2%, —REHIZ AT VIS T — 21T
PRI T D U A7 BR@mn o, BB
BECT — & & ki 7e h— NICHRE S D L
Wb, T—2F )T — NEAOTFIEIZ L
VIRE L, TOBRTEY X2 VT 1 Hik
EHWHZ L, T—HIE, TOEDLNIZT
EIZHE - T, FTHOED DLIZRELNZH— T
HRETHZ &, TS AR FENTZT —X
WRT—2 LR InNd, T—FBNY 7 —
NEAHDTFNEIZ £ 0 — TR S -4

L, = LT —Z BRI EET L B
ENDHTED, THARAALEOFY VFNT—H
THIBR T X 5, TRBRIBTE 13, TRBRFESEFH
M ONRBR I 18 35 0 B S CR T — ¥
EREL, JRT—X &\, EZICENT D
DPEXLETDHZ L,

BEARERRCBIT 2 — kM7 B (6.2 A S
D L) Mz T, L ePRO VAT ATT
—HEIENTE L XK INTND 25
X, T HEEEZLET HILERHY, TN
A RNRAF S NTeT — 2 BIRIHANCEE S
TN E D D E BN R T LEN D D,
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Data loss on devices should be avoided. Procedures
should be in place to prevent data loss if web
access to the trial participant reported data is
interrupted, (e.g. server outage, device battery
drained, loss of or unstable internet connection).
There should be a procedure in place to handle

failed or interrupted data transmission.

It should be ensured/monitored that the
transmission of data from ePRO devices is

successfully completed.

Important actions should be time-stamped in an
unambiguous way, e.g. data entries, transfer times

and volume (bytes).

TNA ZADT —=ZRRKDONRNE T H T
Lo IBBRSMEN G ORET — X D Web 7 7
TARHE (B ROE IR, TN AD
Ny T U —DIEFE, A X —Fy MERLET
IARLZE B LIcEIlcT — 2 0K %
i<z DFIEEZFIT T L, T—Fi5
PEMIIT b L7z & & v 5 FEE
T TS Z L,

ePRO T /34 AN DT — ARk & il EIZIE
WHRTTHEICL, POFEDI L EEHT
5k,

BERT 72 a AR LT IR T
EDROBRFETHEALRZ T HT DA
BRH D, BIZIET—% AT, kg,
(ak) AU =2—2h (XA b)) [(TRBIT
5],

A5.1.1.3 Investigator access (1588 H1EIEAID 7 2 T X)

Unlike data collected in the electronic case report
form (eCRF), ePRO data are not managed
(although available for review) by the investigator
and are often hosted by a service provider. The
investigator is overall responsible for the trial
participants’ data (including metadata). Those
should consequently be made available to the
investigator in a timely manner. This will allow the
investigator to fulfil their responsibilities for
oversight of safety and compliance and thereby
minimise the risk of missed adverse events or

missing data.

eCRF ICINE SN DT —# LT8R 0 | IR
E{LEMIZePROT—H % (LE2—T& 5%
) BELTWW, £/, ExICLT
ePRO 7 — X (I —E AT m A X 2LV K
A hEND, IBRELEMIT, IBBRBINEO
T (AT —HEET) ([ L TRRm
REEEAD, UEDDIRBREEERMNZ A
LY —|ZePROT—FZFIHTEL L OITT
HMLENRD D, ZHUZE D, IBBRETERMIT
URBRBINE ) Ltk LB E R 2
BEERETZENTE, ZRICIVAESR
LORBLRT —Z RIED YV AT % F/NRIC
MzbZLemTEd,

é%;; HRREtt & 90

1.2
BZLib-128 EMA CS Guide rl.2.docx




EMA

Guideline on computerised systems and electronic data in clinical trials No. BZLib-128

A5.1.1.4 Data changes (7 — % Z° 1)

As stated in section 6.2.1. on audit trails, a
procedure should be in place to address and
document if a data originator (e.g. investigator or
trial participant) realises that they have submitted
incorrect data by mistake and want to correct the

recorded data.

Data changes for ePRO typically differ from that of
other data acquisition tools because trial
participants typically do not have the possibility to
correct the data in the application. Hence,
procedures need to be in place in order to
implement changes when needed. This depends on
the design of tools and processes and could be in
the form of data clarification processes initiated by
trial participants on their own reported data or

initiated by investigators.

Data reported should always be reliable. Data
clarification procedures introduced by the sponsor
or service provider, whether or not described in the
protocol should not prohibit changes in trial
participant data when justified e.g. if the trial
participant realises that the data have not been

entered correctly.

6.2.1 ETERFHNZOWTIRAZR, F—4
FVoxR—4% (il IEREAEEMCIEERESIN
F) Mo TIELL RWT =X Z#H L2
LIZROE, RSN T — X EZEIELZW
G CRHL L, ReET D FIHA R T T Z
i

ePRO OF — XA (X, @, 1FBRSME N
TV = ay BT — 2 R EET S HE
PERIRNT= D, DT — X IEY — L DT —
AEWEFRAD, LER-T, BEST
T, BHEEET 57200 FINEEZZH T TEL
ZE, TRy TR EARED L DI
REFSNZINT LD, (RS A &0
HE LT —XIZHOWTEBT 5. XUXIEHR
FREMDBRGT D) 7—42 277V 7 47—
var7TatRAORERDLLEND 5,

WhEESNAT—ZIXFICEETEL LD LT
5 &, IRBRIKEE I — XA T a g F
WL TEAINDGT =X 7TV T 45—
g CFNETIE, [EBRFERFIEEFICRE ST
WANEIMITHD BT, ISR ERE (B
ZIXBERSINE R, T—FBIEL NS
TWRWZ EIZRM WA B D & X
BBRSINE T — 2 OET 25813~ & Tidk
v,
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It is expected that the possibility for changes is
implemented based on a justified and trial specific
risk- assessment and that any changes are initiated
in a timely manner by the participant or site staff

and in case of the latter is based on a solid source

at investigator sites e.g. phone notes or emails from

trial participants documenting the communication
between sites and trial participants immediately

after the error was made/discovered.

One of the advantages of direct data entry by the
trial participant is that recall bias is minimised as
the data are entered contemporaneously.
Consequently, corrections should not be done at a
much later stage without good reason and
justification. Whether collected on paper or by
electronic means, the regulatory requirements are
that all clinical data should be accurately reported
and should be verifiable in relation to clinical

trials.

It is expected that the number of changes to ePRO
data are limited; however, this requires both
designs of ePROs that are appropriate to ensure
proper understanding by trial participants and
appropriate training of trial participants, thereby

avoiding entry errors.

(F—%] BEEITHINE I L, EM S
Nz, MOBBRILEDV R TREARA L BC
BEOWTTH) Z e shTng, £,
N SATIRR IS DR E S Z A LU I
EREZFGT 52 EnHIfFShTnND, %BE
DYE . TR IERSEFRAN D72 IR (1]
ZIX, BB DRAE LT/ oo T EZ IR
Fhhiak L 1GBRSINE & D CRbh 7 E
AT D EFE AT TERBME NS D
B A—) IZESL T L,

BBRSINE N EHET —2 AN1T 5 2 L O
D—20F, T—XREKIZAL SN 7
B, EEEWIT L A8 T ARR/NRICH 2
LD ETHD, LIEB->T, PRVED
Bt CofEIRIL, #UREH A S Y IEXST
ELHEEERWVT, 1T RETIEAeV, HRE
B, B HROESL L TE Lo b
5T, TRTOBKT — % B IEMICHRE X
Ao, TRBRICBEE L CRGEFBE CTH D Z L 3B
I TH D,

ePRO 7 —# ~OEHEHUTHIER B 5H Z &
NTRENDN, TDOX I RGEIEF, Ah=
7 — %A 272012, IRBRBINE R+
i CE 5 X 9 bl 7e ePRO ORRERE | TR
BB ~O#) 7 N L—=2 7 OS5 i
Bl d,

A5.1.1.5 Accountability of devices (7 N4 XD T H 72X EY 7 1)

There should be an accountability log of devices

handed out to trial participants and this should

include the device identification number in order to

be reconciled to a particular trial participant.

IRRSINE BT SNDT A ADT T
ZEVT 4 BUETHD, Ty 2E
U7 4 m 723, BIERSME LRET 57
DTN XN FETEEZTDDZ L,
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A5.1.1.6 Contingency processes (227 o > >z > 2r— 717 & X)

Contingency processes should be in place to
prevent loss of data critical for participant safety or
trial results. In case of device malfunction or loss
of devices, there should be a procedure in place to
replace the device and to merge data from several
devices of a trial participant without losing

traceability.

(BINFE DL TIRBRFERIC & - T) EHER
T—=2ORRKEB ST, arT o rYx
VI aERERITTELIE, TAALR
DFBENE LT A AR, T, 2%
L, L=V VT &2K)ZE2<IA
BB INE OO T NA ADL DT —H %~
— VT DODOFIAEZHR T THE Z L,

A5.1.1.7 Username and password (2 —%% £ NX 7 — F)

The trial participant’s passwords should only be

known to the trial participant.

The username and password should not be used in
a manner that would breach a trial participant’s

confidentiality.

In relation to BYOD, sponsors should ensure that
basic user access controls are implemented. When
mobile applications are used for data entry, access
controls need to be in place to ensure
attributability. See section A5.1.3 for further
guidance on BYOD.

BERBINE DA T — RiL, 1BBRBINE O L
D> TWBH LI bDETHZ &,

a—HH L RRAT — NE, JRRBINE O
PWERETLL O RFETHEMN L TR SR
U,

BYOD [ZB# L C, 1R 13, AR
a—Y 7T Rary hr— I REEIN T
HZEERWMFEICTDHE, T—HADTEN
ANT TV r—a v RT 588, 77
BRI hr— VB FE LT, Rt E EE
\Z9 %2 &, BYOD OFHM7R I A X ATD
WTIE, ASI3 BEEZZMOZ &,

A5.1.1.8 Training ( A L—=2"2)

Training should be customised to meet the specific

needs of the end users.

Mo—=270F, =V Ra—HFEEFD=—X
T X AR~ A AT H L,

A5.1.1.9 User support (= —1H— )

Support to the trial participant and the trial site
staff should be readily available (e.g. support via
phone or email) in order to ensure reliable data and
minimise the risk of data loss. Trial participant
confidentiality should be ensured at all times,

including in the communication process.

T X OEEEEHEEICL, T—XHEERDY
A7 Fl/NRICI 2 57202, 1R L
TRBR IR DR R~ R — k(B : B
RE T A—MZ L DT AR— ) ZRERFIHC
XDHL9ICT DI L, IRBRBINE OHENE
X, Wb L& EER-> TS & XY
Ele) bHEFEITFDLZ L,
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Procedures for service desk, user authentication

and access restoration should be implemented.

P—ERTFT AT 2—WRGEE, 77 B AEIH
DFNEEZZIT T Z L,

AS5.1.2 Clinician reported outcome (CRQO)

Tools to directly collect clinician reported
outcomes should generally follow the same
requirements as those described for systems in
general and for ePROs. The main difference is the
user (investigators, other clinicians, or independent
assessors instead of trial participants), not the
system requirements. Special attention should be
given to access control in order to avoid

jeopardising any blinding, when relevant.

Clinician reported outcome % [EZINET 5>V —
ME, — AT LKV ePRO Tl L2 b
D NI TR O BEN D D, T0iE
WE, VAT AEAETERS, 2—FIZd D
(BIFETIER <, TRREEERM, fhoORR

B, XUTMSZ L 72fHEE S 2 — L 22 D),
FG LT, BN ER DRV E ST
HI=DIZ, T AT ha— U ZRER R E
Brth o WERH %,

AS5.1.3 Bring your own device (BYOD)

Both ePRO data and clinician reported outcome
data may be captured by privately owned devices
such as mobile phones, tablets, computers and
wearables, i.e. BYOD. This can either be achieved
via a web- application with pre-installed browser
applications or by installing an application on the
device. Solutions can be either a combination of
web and application (hybrid) or coded to the device

operating system (native).

It is necessary to provide alternative ways of data
collection e.g. devices provided by the sponsor, as
the trial participants should not be excluded from a

trial if not capable of or willing to use BYOD.

ePRO 7 — % J% X clinician reported outcome 7
—2IELH b, #AEE. F 7Ly b, =
VEa—% U7 7T NVEOEANFTAET A
A A, D%V BYOD (2 L » CTUEEINDHA
Wb, Zux, VA A M—rShicT
T T TV r—ar DO Web T 7Y r—
varENLT, XET AL AT 7Y r—
TavEA LA N—NLTHT LI o TEH
T&5, YVa—vaid, Web &7 7 U/
—a YOMAE DY (hybrid), XiXT A
A 0OSIZa—F 47 Lizb®D (native) DL
TNNTH D,

RSN 23 BYOD Z A C& 720y, XEff
ALK 2WGETH-TH, IRBRSINE %
RN BERINT RETIER WD, T—H UL
LOREBHE BIZIE, IBRIEKEE BT A
RAERMET D) ZHE L TEL 2 L,
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A5.1.3.1 Technical and operational considerations (£EH7/E1/% ONEH 7 T 1771 F1H)

When using BYOD, a variety of devices, operating
systems and where applicable web browsers
commonly used, should be considered for the
application. It should be ensured that it is not

exclusive to one model or operating system.

The sponsor should describe the minimum
technical specifications for participants’ devices
(e.g. operating system, web browser and storage
capacity). These should take into account which
operating systems are still supported by the
manufacturer and if bug fixes and security patches

have been released, when relevant.

The sponsor should ensure the quality and integrity

of the data across all accepted models and versions.

The sponsor has no control over the
implementation of updates to the operating system
or over the applications on the trial participant’s
device. These aspects should be taken into
consideration in their risk evaluation and

subsequent validation activities.

The application should use an external source for
date and time and should not rely on information

from the user's device.

Procedures and processes should be in place for
when the trial participant discontinues the clinical
trial or the clinical trial ends and access to
applications and data collection should be

terminated.

BYOD #fi T 5%&1L, 77V r—a v
DD, SEIERT AL A, 0S, KD
GEYT256) —BIZER STV 5 Web
TV ERNTALERDH D, —DODET
VT OS ITRRE LW Z & 2SI T 5 2
L,

TRBRIKEE X, ZINEOT A AR D
BB OFAALER (B : OS. Web 77 7 H, &
N—URE) ZWfEICTONERD D, £
DIz, HEITIS LT, o 0S MRl tic
KoTELEIFR—FINTND, £lonT
BEERPEX 2 YT 4 Sy FRY Y —AShT
WHn, EBETDHI L,

RERIKIEE T FIHE) FFel3 57T _XCoE
FRENR—T g U NZHONT, T—FDNE &
AT T VT 4 BMRIZTDHI L,

TR X, OS 2 L7 v | JRERSIN
FOTNAALDOT TV r—varvzaryk
n— L L7m0T5Z LiETERY, ZOZE
X, VAZFHliE EDH%RDNY F—2 a3 U0E
BTHERIZAND Z L,

TV =g AR EREAL, AN Y —
AEFEHTRETHY, 2—F DT /34 A
D DIFRITEATET R E TlE 70,

BEBRSINE NIRRT TRO D, ILTRER
BT L, 7TFVr—va r~DT 7R E
T—HNWEEETTHHEOFIRE T rE X
ERIT TR Z L,
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A5.1.3.2 Considerations on security and trial participant confidentiality

(TF=z VT EIRBRSNIE DREEIEIRIFIZ O T DR FIR)

The confidentiality of data that could identify trial
participants should be protected, respecting the
privacy and confidentiality rules in accordance

with the applicable regulatory requirements.

A number of challenges for BYOD are related to
security, and security should be ensured at all
levels (mobile device security, data breach
security, mobile application security, etc.). As
mobile devices may be lost or stolen and it cannot
be ensured that the trial participants use any
authentication methods to secure their device,
access control should be at the application level.
Section A.4.14 on the use of password managers

also applies.

Risks linked to known application and operating

system vulnerabilities should be minimised.

The hardware, operating system and applications

are all factors that affect the total security status of
the device, and there should be procedures in place
regarding e.g., when trial participants/clinicians use

less secure devices.

BRI EZRECEDL LI T —HIE, 7
T AN — RO S5 HBI BRI E S T2
BRI A BE L, £ OMEE2RES
REThD,

BYOD O < OiffEITEFx =V 7 ¢ (ZBHH# L
TBY, TXTOLL (FRAAL LT RA R
DEX=2VT 4, THREIIHNTDHEX =
V7rg, ENANANT I r—varDkdxa
V7 4%) TExa VT 4 2EEICTLNE
MWD, ENA T NA AT R AT
O TREMED B D D3 TRRBINE ST A R
ERRFEIC L VIR L TV D EIEBR S 2

O, TV r—2g L L TT /AT
Fa—LZ{TH5 2L, WAT— R —¥%
OFERICET 2 Ad 14 E LA I D,

T r—3 9 v KON0S OEEE O Magstiiz
B35 U A7 13/ NRICINZ D Z &,

N—RTx=7, 0SS, K77V r—a ik
TRT, TS AREDOEF 2V 7 1 REEIC
WEE 52 5ERTHY ., Bz, RSN
FIERENLE2MEDIRNT A A& HHT 5
a2 FIEZRT TR 2 &,

é%;; HRREtt & 96

1.2
BZLib-128 EMA CS Guide rl.2.docx




EMA

Guideline on computerised systems and electronic data in clinical trials No. BZLib-128

Data capture by BYOD may require the device to
be identified to ensure data attributability. Only
information that is needed for proper identification
of and service to the user should be obtained. Trial
participant confidentiality should be ensured if
device identification information is stored. Access
to the application and trial participant data may be
protected with multiple barriers (e.g. unlock mobile

phone, open application, access data).

If the device’s built-in capabilities for auto fill
formula data and/or using photo, video, and global
positioning system (GPS) data, etc. are used, this
should be described and justified in the protocol.
Procedures and processes should ensure that only
protocol mandated data are collected, and that the
confidentiality of data is maintained. In accordance
with the principle of 'data minimisation' mobile
applications should only collect data that are
necessary for the purposes of the data processing
and not access any other information on the
person’s device. For example, location data should
only be collected if it is necessary for the clinical
trial activities and the trial participant must be
informed about it in the patient information and

agree to it in the consent form.

BYOD IZ L 27 —#B4ETIE, 7—% D&
PEEMESRIZT DT DITT A AR
&%Aﬂﬁéo[%w%éln~ﬁ%ﬁmm
WL, 22— — X &Rt T 5720
VERIEROHBZGT RETH D, T4
2 DFANEREENT D56, 1BRSINEH D
BB AR T, T r—
3V RNEBRBINE T — 2 ~D7 7 & A%,
BE DAY T (Flz X, EEEHEE e v VR
BRL, 77V r—yva v af&E, =27
7R AT D) THRETD & LW,

(BT — & Z AEICHDIAATE D | B
B, ETA, GPS T—XEEH D) T3A
AAAIRIA L BERE AT 2561, 1R
FHEETHA L, EX( T 50ERH D, F
JEE 7t 22K | TR E TED
BT T —Z OHBIE S, T — & O
PERHEFFEBE SN D Z L 2 HERICTRETH
Do I 7=sm )l OFANZHE, E/3A
NT TV r—3aid, 7—Z 0O T
VBT =2 OHRzNE L, HADT /A A
FOMDIERICT 72 LTIEAR 57220, {4
ZAT ALET — 2%, IBRIEENC LB R A
WZOBNET RETHY, 20 Z L IFRRS
MBFCBIHERE LCDE, 74— A
Fartry FEXRTHELRTE R B2
v,
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Providers may have end-user licensing agreements
or terms of service that allow the sharing of data.
This may be in conflict with ICH E6 and (local)
legal requirements or require information to be
provided to the participant and may require
specific informed consent. In some cases, the
application may not be suitable for use. If an
application is to be installed on a BYOD, the
privacy labels/practices (e.g. regarding tracking
data, linked and not linked data) should be clearly

communicated to the trial participant upfront.

The sponsor should be aware that explicit consent
may be required related to the above. The informed
consent should describe the type of information
that will be collected via ePRO and how that

information will be used.

T Ra—HF T4 28T —E 25
T, T, ERTF—=FDIFEFTFINT
WHDE LRy, ZHUXICHE6 KDY
(B O) BT 2560300 . &
INE~OERIRMAECA v Ty —b Far kv
FRMBEIZR Db LR, GRICL - T
X, 2077V r—a IER LRV ER
s Lnizwy, 77V r—va vk
BYOD T4 » A b= F 58581, (FI2X
BT =200 7 Sl s U g e
FT=HIZONTD) T A R—F -~y
17T A X — BT IR BRSNS R B e
WZmxbZ &,

[FRiE] 7T A4 R =Tt 2—FR7
TV LD —W T — & OWBIFIEIZBET 5

THMAMEER LI . BRENIUES =T —
&&%®ﬁmfﬁ%i~% WMLV T 5
IO DFE T 5

BB 1T, FRRICBIE LT RBRSInE
D) ARRRIEZSGD 2 L 2RO BNLD ]
REMERHDL Z EICHET DI, AT+ —
A Rarty MZBWT, ePRO 24 LTI
LINDHEROMEHEL, ZOFHRNBED LD
WA SN DOV THIBIZT D Z &,

5.1.3.3 Installation and support (1 > X f L—2>3 & H— P)

When using an application, it is recommended that
appropriately trained staff assist in the installation
even if the application is available through an app-

store or service provider platform.

TV r—=va AT LEEE. TV
F—=a T VAR F—E AT m
NABT Ty N7 F—LINHATTE LGS
Th-o>Th, WURIMEZ TR v 70
AVA N NEZRTD L2/ D,
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Independently of whether the BYOD solution is
based on an application installed on the device or a
website/web application, the software and the use
should be explained thoroughly via targeted
training, which may include user manuals, one-to-
one training, and multimedia tools. Users of the
system should have access to user support e.g.
from a help desk. There should be a procedure in
place in case an application cannot be installed, or
the web service is unavailable on a device, if the
device has malfunctioned or the participant has
purchased a new device. Helpdesk contacts by
users should be logged (participant or site staff
study ID, purpose of contact, etc.) with due

consideration of protecting participant information.

The software and software installation should not
limit or interfere with the normal operations of the
device. Any unavoidable limitation to the device
after installation should be part of the informed

consent material.

BYOD Y VU a—y g vy, T8 AZA VA
=N ENT=T 7V r—3 72D, Web
B+ A MWeb 77V r—3 a3 RO BR
. V7 hvaT EEOERFEE, (22—
Pw=aT N 1% h—=v7 RO
WNTF AT 4T —VED) JREF LR ST B
L—= 70280 USHIZ I % B
Hb, VAT AL—FNRANIVTT AT ED
— Y R—MNIT 7 EBATEDLLIITTHE
Lo TAALZNRENELZD . SMEDHT L
WTNRAREEANT DN DLD, 77
Vor—variAd A=) TER, XL
FNA AT Web —EZREZFIHTE 2V E D
REZIHATFIEELRITTRBLZ &, 22—
FIZL D~V TT AT ~DOHEENE (BINE
SOFIRBR N ik DB OVEER ID, 8 B 7Y
) FRERT AMENR D DL, BIEHEHRO
BRI HDICEET D 2 &,

FDOIT I TIZEST, XiFV/7 =
THEALVAN=NALTHZLIZE-T, T34
A DIEE ODBAENHIRI N0, hHiF b
RETIIRV, A VA=A BIZESLTH
T A ZNZHIRBRH T LE S %A £ Ol
Ra A2 74— Kartr hOEEHIHR
THZ L,

A5.1.3.4 Uninstallation (7 >+ > X ;F—/1)

It should be possible to uninstall software or
applications without leaving residues on BYOD
devices, e.g. entries in the registry, incorrect
mappings or file fragments. The user should be
able to uninstall at any time without expertise or
assistance. The uninstallation process should not

compromise the device.

BYOD 7 /34 A2, 93 (BlziX, LY A b
Yoz hU | A~y 7 XE7
TANDT T T AN BFETZERLL, Y
TR TRT SN = a kT A A
F—=AT&ELLIICTHZE, 2—PiL &
FIEFRSC X2 LT, WOTHET VA A b
—VTEDLLEIITTHZE, 7oA A b—
NTHIETT A AZERICE S I 700 K
T HZ L,
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AS5.2 Interactive response technology system (IRT > 27 1)

A5.2.1 Testing of functionalities F%EED T R )

In addition to the content of the sections A2.6,
A2.10, of this guideline, sponsors should also
consider the issues mentioned below when writing

test scripts for user acceptance tests (UAT).

#

AED A2.6 T, A2.10 EONFITINZ T,
BRkiEE X, = — VP2 AT X N (UAT) OF
ARZZ YT FEAERT DRI, LTSRS
AV a—bBRETIVLERD D,

A5.2.1.1 Dosage calculations (JR/H & D71-5)

Where dosage calculations/assignments are made
by the IRT system based on user entered data (e.g.,
trial participant body surface area or weight), and
look-up tables (dosage assignment based on trial
participant parameters), the tables should be
verified against the approved protocol and input
data used to test allocations, including test data that
would be on a borderline between differing doses.
Assigning the incorrect dosage to a trial participant
is a significant risk to safety and well-being and
such inaccurate assignments should be thoroughly

mitigated.

IRT Y AT LR, 2—HFDOANT—% (f :
1RERZ N ORF A SUIAE) KoLy 7
T I T =T ARRBINE DRT A=K
HEOIRHEOHI Y K 0) ISV TR &
DFE/ED B TEATHI GG, TORIT, KR
SNTIBRFERFT I E R ORI D 4 TT 2 M
DANT =5 (72 5 RA R OB LI
LT A NT—2EETe) \ZH L THREET 5
VR D D, IBRBINE IR > IR &% F
DYUTHZ LT UG D) &4 LR
ICEHSTHEKRYV A THY, TDOXH AR
Efg7r RAED) 04T (DY R7] 1%
IEAZIRI T~ & Th 5,

A5.2.1.2 Stratified randomisation (/&5 7 > 5 A1F)

Where the randomisation is stratified by factors
inputted by the user, all the combinations of the
strata should be tested to confirm that the
allocation is occurring from the correct

randomisation table.

2—HFIZL s TANINEERIZE->TT v
Z LR L TV DI5E, T XTOBOM
HEbEETARMLT, ELWZ X AT
— 7 ZESWTEID TR ThhTns 2
LEERTH T &,

A5.2.1.3 Blinding and unblinding ( E1%1E & E1EAEER)

Unblinded information should only be provided

and accessible to pre-identified user roles.

BRI SN ERIZ. FafcEE sz
— Vo — LI L CORERMEL, 77 & RHA]
BRIZT AT &,
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A5.2.2 Emergency unblinding (B2 5 RAZER)

The process for emergency unblinding should be REAEMMERT e A 2T A N LTEB ME
tested. A backup process should also be in place in | 235, F > 7 A VEIIZ X > TREAE KM
case the online-technology emergency unblinding | BRCERWIEAITH R T, Ny 77 v 77

is unavailable. AT TBMERND D,

It should be verified that a site’s ability for IRRSINF IR 2 B 53 R0, TRBREE

emergency unblinding is effectively available MR 23N E LD & F IR ERMRAEE

before administering IMP to a trial participant. W DHESINH DT L EREEL TE L LER
H5,
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A5.2.3 IRT used for collection of clinical data from the trial site

(RBRERMER D> b DR T — F IEIZHAV HIRT)

Where the IRT system is collecting clinical data,
important data should be subject to source data
verification and/or reconciliation with the same
data collected in the data acquisition tool. For
example, the data used for stratification may also
be contained in the data acquisition tool. Where
clinical data is entered into the IRT system and
integrated in the electronic data collection (EDC)
system (electronic data transfer to EDC) the
additional functionality and ICH E6 requirement
concerning data acquisition tools (¢CRFs) should
be addressed in the IRT system requirements and
UAT e.g. investigator control of site entered data,
authorisation of data changes by the investigator,
authorisation of persons entering/editing data in the

system by the investigator.

IRT ¥ A7 AWERIRT — & ZIUET D356 .

EHERT—HIZHONWTC, T —ZD_Y 7 4
F—var, O (UL T—HFINEY —v
CTIESNTZR—T =% L DREEEITH Z

Lo BIZIE, @RbICER ST —2 b7
—ZUUEY — LV TRE SN TV AIGERH

%o WRET —Z BN IRT VAT LA ENT
225 (EDC ~E17 —Z #5125 &) EDC & A
TLATHRESND GG, T2 INEY — L

(eCRF) DiB/INEERE & ICH E6 E{4%, IRT >
AT HNDEM R N UAT (Bl 21, 1BRE(EE
AlC X VBB FE i CAI ST —4 D
ay br—, IWREEEMICL DT —4 %
EOFFA[, GBRB(LEMICL DV AT LAHD
T =X NFREF ~OFFA]) & L TxHnd )
xThb,

A5.2.4 Web-based randomization (WebX— X D Z > % A1L)

Where justified, sponsor or investigator/sponsor
may also use a web-based application to create
randomisation lists for clinical trials. When using a
web-service, the process to evaluate the suitability
of the system and GCP compliance as well as the
fitness for purpose of the created randomization list
should be documented. The version of the service
used, and where applicable, the seed should be

maintained.

Ad hoc randomization via a web-service is not
recommended as randomization distribution is
unknown, the sponsor is not in control of the

process e.g. the seed may vary.

IEM 2B M D 556, TRRIGEE X TTE5
FALERARBRIKIEE X, Web X—A DT
Vor—arZERALTRROZ 2 A1)
A FZEAERRLTH LV, Web —E A2
TLH5E. VAT LDOHYII, GCP ~DYEHL
EHEET LB A, ROMER ST ¥
2MEV A R HBINZAE->TND Z & &2 3CEL
LTEBLIMERH D, HHLTNDLY—EX
D= 7 O BTG U CHELETE 2 4
FEHTLZ &,

Web h—E X&) L7=T Ry 7727 v 4 A
bix., 7 Z MO M AATH Y, 175
KIEEN T a2 %23 hr—/L LT
(Bl ZTEEFERZE DD LiL7ewy) 72 E)
HHILZRY,
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The sponsor should ensure that the process of
randomisation can be reconstructed via retained
documentation and data and that a final

randomisation schedule is retained.

BRKEE X, 7 v X ML T v R 2 RE
ENFEXEERE T —ZNLHBTE, o
B2 T U B PEAR T ¥V 2 — VMR S
HTEEMIIZTH &,

AS5.3 Electronic informed consent (ETH)A 7 +—A Far k&2 b)

Ethics committees will review all material related
to the informed consent process. Before the
implementation of an electronic consent procedure
is considered, the sponsor should ensure that the
electronic consent procedure is GCP compliant and
legally acceptable in accordance with the
requirements of the independent ethics committees
concerned and of the national regulatory

authorities.

The principles of consent as set out in legislation
and guidance should be the same regardless of
whether the process involves a computerised
system. A hybrid approach could be considered,
where national requirements preclude cern parts of
an electronic informed consent procedure. At
present, in some countries failure to provide
'written on paper' proof of a trial participant’s

informed consent is considered a legal offense.

MEEERT,. A 74 —LbL Farvkvr b7
at ACEET TR TOELRZ L Ea—7
Do IRBRKEE X, B R EBRGFIRD 3
L RETT 2ANZ, EHFE RIS FIED
GCP IZHEHL L . 72 OPRRT oI E B S
K ONE OB ]G O E 8D 2 BAEIZHE, DD
ERICHREND DO THDH Z L 2HEFEICT
HWVEDR DD,

RO A F 2 ZZED BN TV B RIED
FRNZ, et Ricarta—42by 2T A
AN NE I DB, FLIHDH X
EThD, EOBEHENETFHIA T+ —LF
arky hFIEO—E W 2B 72 0G4
IINA 7Yy K7 7e—F &Rt L TH &

W, BUE, —HOETIE, IBRBINEFEDA
TH—h Rarky MZOWT THIZE D7
5] LA SRR Lo T & AR & L e
T,

[FRIE] cern parts of ... “cern”(& certain ™
AR S FRIR L CTRR L 7=,
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An electronic informed consent refers to the use of
any digital media (e.g. text, graphics, audio, video,
podcasts or websites) firstly to convey information
related to the clinical trial to the trial participant
and secondly to document informed consent via an
electronic device (e.g. mobile phones, tablets or
computers). The electronic informed consent
process involves electronic provision of
information, the procedure for providing the
opportunity to inquire about details of the clinical
trial including the answering of questions and/or
electronic signing of informed consent. For
example, it would be possible for the trial
participant to sign informed consent on a paper
form following provision of the information
electronically or the information and informed
consent could be entirely electronic. If using a ‘wet
ink’ signature together with an electronic informed
consent document (a hybrid approach), the patient
information, the informed consent document and
the signature should be indisputably linked. The
method of obtaining an informed consent should
ensure the broadest possible access to clinical
trials. Alternative methods for provision of
information and documentation of informed
consent should be available for those unable or
unwilling to use electronic methods. Any sole use
of electronic informed consent should be justified

and described in the protocol.

BIHA T —bRarky b Eid, &)
\ZIRBRIC BT D E A TBRSINE LT U4
NAT 4T Bl THRAN, TT7T7 497

A, A—F 44, BT, Fy F¥y Rk,
XX Web A ) ZEH L Tax., RICE
FTNA R (] HERERE, ¥ 7Ly b, X
IV a N2ty 74— Narty
FNFlERT A2 & ThD, BFHA T 4 —
L Rarty ML, FROEFROREE 16
BROFE (& WA®@K%5U)_OwT®
WG e LR 2 FIE, KO (L)
AT —bLRarty h~DEFEL EW
STETavARNEEND, BIZIE, IBRBRS
Fix, BTHICHRORMEE Z T 2%, KO
A7 F—hRarty hE~BLZLT
bHRwvwL, fHl U2 LT —La k=
eV MEERIZEFRIAT o TE KUy,

(Dxy b7 ) BHEBTHA T 4 —
ARarvey b EEHEIHERTLIHE

ATV K7 7a—F) | BEEHR, 1
TAx—bLRarky hE KORELE,

BT A ERNH D, AT+ — LR

arky NERGET D HEZ. GRBRSME
) JRBR (DOIE®R]) (CAREZRIR Y INEL 2 T 7

T AEMBRICTDHLOTHDZ &, B
FiEEFHTE R, IEH L7 20
THAHTELEOIC, AT —L Fayr
T bR ECEER RS 27200
Bl ERtTs 2 L, EBIHA 74— A
Farvkry hoBhzEHT 50 THNE £
D ExEH L, BRI EE SRR
HZ &,
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A5.3.1 Provision of information about the clinical trial GRERIZ B9 2 {FHM D ML)

BERZINE I, IRBRETEM & oMk, X

The trial participants should have been informed of

the nature, objectives, significance, implications,
the expected benefit, risks, and inconveniences of
the clinical trial in an interview with the
investigator, or another member of the
investigating team delegated by the principal
investigator. The interview should take into
account the individual disposition (e.g.
comorbidities, patient references, etc.) of the
potential participant (or legal representative). This
interview should allow interaction, the asking of
questions and allow confirmation of the trial
participant’s identity and not just simply the
provision of information. The interview should be
conducted in person or, it could be done remotely
where this can be justified and is allowed
nationally and if approved by an ethics committee
using electronic methods that allow for two- way
communication in real time. Whichever method is
used it is important that confidentiality is
maintained, and therefore communication methods
should be private/secure. Consideration should be
given as to how the system would be presented to
the ethics committee for approval so that it

captures the functionality of the system and the

experience of the potential trial participant using it.

Direct system access should be provided to the

ethics committee upon request in a timely manner.

X FATIRBEATER D b BT S 15T —
LDORIA N E DIEFRIZE Y | IRBROVEE,
HEy, \EEME, 28 THEInLFE, U
7. ROREIIZONWTHLETEL Z L,
AR T, ERNRSINE UTIEEREEN)
O = OMEE (B : BHEERE. BE ORI
EEETHI L, ZOmRTIE, BICE®RE
AT D720 TR MEFECEMEZITI LD
2L, IBBRSMEOH TR T 5L 9T
52 &, mRIIXTE CEmT NE Th D0,
EYfbIh, ENTHATSN, homiiEE
BILL > TERENTVWEERIL, VT LA
A LT ORIT A I8IE FTRE 7R B 09 5 15 2 ]
LCUVE—FCHEBLTHLEI, EH50F
LT 256 Ch. BEMLMERE T
HZENEETHDHID, WEFELITTA
N— N TEERLDIZTOIMNER DD, fmih
FEEOERRBEZ T DDV AT L ELED
EOCHHT L VR L, SO R T
AT LR, KOV R T A EHERT AT
HIZIRBRBINE ORRBRIC O\ Tl S Z &,
TRB DT L X ImEEESITR L TH A
LUV AT ASDEET 78 A 2T 5
ze&,
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Provision of the information electronically may
improve the trial participants’ understanding of
what taking part in the clinical trial will involve.
Computerised systems could facilitate features to
assess the participant’s understanding e.g. via
questions at key points, which self-evaluate trial
participants' understanding as they work their way
through the information. This, in turn, can be used
to highlight areas of uncertainty to the person
seeking consent so that they can cover this area in

more detail with the trial participant.

BBSINE X, ErICERIEIET 2 2 LI
IO BRI THLEFEI NS T LD
MZOWTHREEZRD Hivd, BlZIX, EE
AT CERT 5% LT, BINE ORRE &
TEAA MO R Ea—F LR
T UCHTCE D 2 LT IRBRBINE R A
BAED D O HIZHMRE Z B AT 5 2 &
INTED, L OWREEHEMNT 22 & T,
FEZBGLL D & LTHD ADOHMENH
SR EZAEHRIZT HZENTE, 2O
Horak LVEEMIC I R—FT 52 ENTE D,

AS5.3.2 Written informed consent (EHIZ L 51

V7F—bLFarkzrh)

The informed consent of the trial participant should

be in writing and electronic methods for
documenting the trial participant’s informed
consent should ensure that the informed consent
form is signed and personally dated by at least two
(natural) persons; the trial participant or the trial
participant’s legal representative, and the person
who conducted the informed consent discussion.
The identity of the persons signing should be

ensured.

The method used to document consent should
follow national legislation with regard to e.g.
acceptability of electronic signatures (see section
4.8.), and in some countries 'wet ink' signature will

be required.

BRBINEDA T F—0b Farvy MIE
[ CIT O MENRH Y | BRI IFIEE T
BBRBNEDA 7 —b Farvy bas
BT DA, A 74— Rarvkvy b E
Xz, Db 240 (BR) N (T2
b WRBRSINE X TIRBRS g O
A MOA T —L Rarvtvry hoELEA
WERVIT o728 BEA L, HEADRBA%E
AND L ZRERITH L, BHEDH I
EREND D T &,

[FE &2k 57O HWD FEE, #lzT
BTFEL @8BS ZHW TV L 5
IZOWT, EMNEICHES BERDH D, Fl—
HMOETIE 1Dz pr2) BHADBRKEL
5,
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There should be no ambiguity about the time of
signature. The system should use timestamps for
the audit trail for the action of signing and dating
by the trial participant and investigator or qualified
person who conducted the informed consent
interview, which cannot be manipulated by system
settings. Any alterations of the document should

invalidate the electronic signature.

If an electronic signature is used, it should be
possible for monitors, auditors, and inspectors to
access the signed informed consent forms and all
information regarding the signatures, including the

audit trail.

Secure archiving should ensure availability and

legibility for the required retention period.

B INTRLNREMTH- IR bk

WV, VAT LTI, 1BBRESINE K ORBREE
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Mo Eoicds2s, (BAHINE) XHE
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BIBLANMEASNTODEE, T=4F—,
BEaE., KOBREN, BAKHDA T *
— AL RNarey FERAKTEAICET LT
TOWE#R (BEEES &) 7 7 EATE
HESTTHZ L,

BRIZT —A 7 L, BRINDRGFHIZ
BUCRTHME S AT &,

A5.3.3 Trial participant identity (GBRZNNH DFFE)

It should always be possible to verify the identity
of a trial participant with documentation available
to the investigator. Documentation which makes it
possible to demonstrate that the person entering the
electronic 'signature' was indeed the signatory, is
required. The electronic signing should be captured

by the audit trail.

Where consent is given remotely, and the trial
participant is required at some point to visit a
clinical trial site for the purposes of the trial,
verification should be done in person e.g. by using
information from an official photo identification if
such an ID document is required in the trial site

country.

TRBRETERA AT TE 5 CEE R DR
ZINEFEDOH TEFIHERTEL LT H
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[ C. Bl ZIXIRERE I 5 E T R E
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AS5.3.4 Sponsor notification on the consent process

(RIEEE 7 v & RIZOW T OIRRIKIEE ~ D)

Notification to the sponsor should only contain
essential, non-personal identifiable information to
allow the sponsor to have an overview of how
many trial participants have been enrolled in a
clinical trial so far and which versions of the
electronic informed consent form have been used.
Remote access to personal identifiable information
in the electronic system should only be permitted
for the corresponding participant, legal
representative, investigator, monitor, auditor, or
inspector. Any unjustified accesses, which lead to
the disclosure of non-pseudonymised information,
are likely to be viewed as an infringement of data

privacy laws.

TRBRIKAEE ~ OB T, EEN OB N E R
ETERWEFRIZTA2EZDLL91CL, Zh
F TR &R S N IRBRSINE O NS
FHENEZEFHA L 7+ —L Rartr b
LEEXDOBEIZHOWTOMENERETE S
2T HZE, BFUVATLNICHD, A
NERFETE DIHFR~DOYE— T 7 EA
X, MESNE, EERBEA BREME
fli, E=4—, BEAEAN, IEEEIZOHLFF
A TRETHL, ESTERNWT 7RI
IEAfLERTOARWERAESLEATL
F O LWV TFERIZORNDGE. AT —
AIRGELEDIRF L RSN DR & 5,

A5.3.5 Trial participant confidentiality (R8BS IN3E DEEE M)

As for all other computerised systems in clinical
trials, the confidentiality of data that could identify
trial participants should be protected, respecting
the privacy and confidentiality rules in accordance
with applicable national and EU regulatory

requirements.

RRICBIT 2O TXTOar Ba—2
AT A EFERIC, #HSNDENEKREU O
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A5.3.6 Trial participant access (RERSINEB DT 7 & R)

Potential trial participants (or, where applicable,
their legal representative) should be provided with
access to written information about the clinical trial
prior to seeking their informed consent. The trial
participant should be provided with their own copy
of the informed consent documentation (including
all accompanying information and all linked
information) once their consent has been obtained.
This includes any changes to the data (documents)

made during the process.

The information about the clinical trial should be a
physical hard copy or electronic copy in a format
that can be downloaded. The copy should be

available immediately to the trial participant.

BIEZRIRRSINE CUX. %4 T 5561
ZOWEEMRBEAN) I LT, £ 7+ — ALK
a vk MR DENS, TEERICEET 2 Eim
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OWBRETHAELET —4 (XLE) OTXTO
ERLEEND,
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A5.3.7 Investigator responsibilities (BER =L EE DE(E)

The investigator should take appropriate measures
to verify the identity of the potential trial
participant (see section A5.3.3) and ensure that the
participant has understood the information given.
The informed consent documents are essential
documents that should be available at the trial site
in the investigator TMF for the required retention
period (see section A5.3.9). The investigator
should retain control of the informed consent
process and documentation (e.g. signed informed
consent forms) and ensure that personal
identifiable data are not inappropriately disclosed
beyond the site. The system used should not limit
the investigator’s ability to ensure that trial
participants’ confidentiality is protected with
appropriate access and retention controls in the
system. The investigator should ensure an
appropriate process for the copy of the informed
consent documentation (information sheet and
signed consent form) to be provided to the trial
participant. All versions of signed and dated
electronic consents should be available to the trial
participant for the duration of and after the trial.
The system used should ensure that the investigator
can grant and revoke access to the electronic
informed consent system to monitors, auditors and

regulatory authority inspectors.
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HHE . ROHERY R OB I L CEFH
AT F—AhRarty NARATA~DT Y
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A5.3.8 Version control and availability to sites (/\N—3 3 > a ¥ b v —/ L {RBREHHERR)

The electronic informed consent information
(electronic trial participant information and
informed consent form) may be subject to updates
and changes during the course of the trial.
Regardless of the nature of the change or update,
the new version containing relevant information
has to receive the favourable opinion/approval of
the ethics committee(s) prior to its use. Additional
information should be made available to the ethics
committee(s) concerning technical aspects of the
electronic informed consent procedure to ensure
continued understanding of the informed consent
processes. Only versions approved by the ethics
committee(s) should be enabled and used for the
informed consent process and documentation.
Release of electronic trial participant information
and informed consent forms to the sites prior to
IRB/IEC approval should be prevented. The

system should prevent the use of obsolete versions

of the information and informed consent document.

EIMHA T —Lb Rarty hotE#R (&
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A5.3.9 Availability in the investigator’s part of the trial master file

(TRBREFE A Y4 5843 O TMF O 7] F )

All documents of the informed consent procedure
(including all accompanying information and all
linked information) are considered to be essential
documents and should be archived as such.
Replacement of the documents with copies is only
acceptable if the copies are certified copies (see

section 6.5.).

AT —bFRartvy hREIEOTTHOX
FH (TR TOMNBERI T XTOY 7 &
NI E &) 13X, WAELZZOND
72, REXL T — DA TTHHLENRD D,
LEOAL—IZLDELERAIL, R &4
FEOLGEIZORBDHND (6.5 EELR)

% HRREtt & 111

1.2
BZLib-128 EMA CS Guide rl.2.docx




EMA

Guideline on computerised systems and electronic data in clinical trials No. BZLib-128

A5.3.10 Withdrawal from the trial (882D R E #i=)

There should be procedures and processes in place
for a trial participant to be able to withdraw their
consent. If there is a possibility for the trial
participant to withdraw from the trial through the
computerised system, it should be ensured that
such a withdrawal of consent generates an alert to
the investigator in order to initiate the relevant
steps as per protocol and according to the extent of
withdrawal. Any withdrawal of informed consent
should not affect the results of activities already
carried out, such as the storage and use of data
obtained on the basis of informed consent before

withdrawal.

BRSMENFEZMEITE 5L 012T 57
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INZTHZ b,

Annex 6 Clinical systems (ffBZ 6 FRKI X7 L)

As stated in sections 2. and 4.6., computerised
systems implemented at the trial site are also
within the scope of this guideline, and the general
approach towards computerised systems used in
clinical practice is that the decision to use a system
in a clinical trial should be risk proportionate and

justified pre-trial.

This section is dedicated to specific and additional
considerations regarding electronic medical records
and other systems implemented at sites, which are
primarily used in clinical practice but are also

generating clinical trial data.

For computerised systems built specifically for
data collection in clinical trials please refer to the

relevant sections of this guideline.
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A6.1 Purchasing, developing, or updating computerised systems by sites

(ERERMERICL DAL Ea—F LT AT LDEANHX/ T v 7 7F—h)

The investigator/institution should have adequate
facilities for a clinical trial. This also applies to the
computerised systems of the institution if
considered to be used for clinical trial purposes. It
is recommended that institutions planning to
perform clinical trials consider whether system
functionality is fit for the clinical trial purpose.
This should also be considered prior to the
introduction of a new electronic medical record or
equipment planned to be used in clinical trials (e.g.
scanners, X-ray, electrocardiograms), or prior to

changes to existing systems.

To ensure that system requirements related to GCP
compliance (e.g. audit trail for an electronic
medical record) are addressed, experienced clinical
trial practitioners should be involved by the
institution in the relevant steps of the procurement

and validation processes.

As many systems are designed with different
configuration options, it should be ensured that the
systems are configured in a GCP compliant

manner.

1RBR AT R AN AE BRI M A BT, TR D72
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A6.2 Site qualification by the sponsor ((RERIKIHFE |Z X 5 16BR EMHERR D EHEEFEA)

As part of the site qualification, the sponsor should
assess the systems in use by the
investigator/institution to determine whether the
systems are fit for their intended use in the clinical
trial (e.g. include an audit trail). The assessment
should cover all computerised systems used in the
clinical trial and should include consideration of
the rights, safety, dignity and wellbeing of trial
participants and the quality and integrity of the trial
data.

If the systems do not fulfil the requirements, the
sponsor should consider whether to select the
investigator/institution. The use of systems not
fulfilling requirements should be justified, either
based on planned implementation of effective
mitigating actions or a documented impact

assessment of residual risks.
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A6.3 Training (F L' —=127)

If the use of the systems in the context of a specific
trial is different from the use in clinical practice
e.g. different scanning procedures, different
location of files, different requirements regarding
documentation etc., trial specific training is

required.

BRE DIRBRICIBIT D ¥ AT L O T IED
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A6.4 Documentation of medical oversight (EZHEENZ DV T DFLER)

The investigator should be able to demonstrate
their medical oversight of the clinical trial when
electronic medical records are used. Where all or
part of the entries into the medical records are
made by a research nurse/dedicated data entry staff
it can be difficult to reconstruct the investigator's
input. The system should allow the investigator to
document the assessment and acknowledgement of

information entered into the system by others.

B EERRLERY RBRIC) FIH S D56
TRBRELERRIL, RIS OV CEZA B
BT TV EERTRERD D, EHGT
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—H AR 7T 55, IRBRET
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AUNUEKRELEZ AR TED L OICT
5k,

A6.5 Confidentiality (825 PR )

Pseudonymised copies of electronic medical
records may be provided to sponsors, or service
providers working on their behalf, outside the
clinical environment e.g. if needed for endpoint
adjudication or safety assessments according to the
protocol. National regulations need to be followed

by the sites. In such cases there should be:

e procedures in place at the site to redact copies
of medical records, in order to protect the trial
participants' identity, before transfer;

e security measures in place, which are relevant
to the process, including pseudonymisation
and redaction;

e acopy of the pseudonymised records and a
proof of the transfer made at the site;

e organisational and technical procedures in
place on the receiving side to ensure that the
requirements of the data protection regulation

are met.
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Due to the sensitive nature of information
documented in medical records, the extent to which
sponsors request these data should be ethically and
scientifically justified and limited to specific
critical information. Any planned collection of
redacted copies of medical records by the sponsor
should be described in the protocol, or related
documents, and should be explicit in the patient

information.

EIFRRLERICFLER S LD EHRITE ChH D T

D RBREKHE N ERT 57— Z OFFHIT,
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Zk,

A6.6 Security (Ex = U7 1)

Security measures that prevent unauthorised access

to data and documents should be maintained.

Please refer to section 5.4. regarding more details
on the general requirements for security systems,
which are equally applicable to research

institutions.

T ARLE~RIET 7825 IET 5%
2 VT 4 TREHERET D2 L,
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WZOWTIES4EAZROZ &, ZiUTIRR
Gt R ES I b [RRICEH S b,

A6.7 User management (== — &)

Robust procedures on user management should be

implemented (see Annex 3).

For systems deployed by the
investigator/institution, the investigator should
ensure that individuals have secure and attributable
access appropriate to the tasks they are delegated to

in the trial.

Robust processes for access rights are particularly
important in trials where parts of the information
could unblind the treatment. Such information

should only be accessible to unblinded staff.

—YPEHICE T 5 RERFIEL IS5 2
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WMO—EPRIR DO ERALIEERIC D72 3> T L
FOXIRIBRTIIFFCEECTHSH, ZOXL
O I tEMIT. BERLORIG & 725 TR
BOHRNT IV BATELIIICTHZ &,

116

1.2
BZLib-128 EMA CS Guide rl.2.docx




EMA

Guideline on computerised systems and electronic data in clinical trials

No. BZLib-128

A6.8 Direct access (EL#7 7 & R)

Sponsor representatives (monitors and auditors)
and inspectors should have direct, read-only access
to all relevant data for all trial participants as
determined by the monitors, auditors or inspectors
while taking the collected data and the clinical trial
protocol into account. This may require access to
several different sections or modules of the
respective (medical) record e.g. imaging. This
requires the use of a unique identification method

e.g. username and password.

The access of monitors, auditors and inspectors
should be restricted to the trial participants
(including potential participants screened but not
enrolled in the trial) and should include access to

audit trails.

If the site has accepted to provide remote access,
appropriate security measures and procedures
should be in place to support such access without
jeopardising patient rights and data integrity and

national legislation.

BRIEA OREE (F=4 — L OEAEH)
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A6.9 Trial specific data acquisition tools (BEREH DT — Z INEY —/L)

The electronic medical record contains
information, which is crucial for the management
of patients and are designed to fulfil legal

requirements.

Any trial specific data acquisition tools
implemented cannot replace the medical record and
their use should not result in a depletion of relevant

information in the medical record.
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Monitoring activities should not be limited to
information in the data acquisition tools and should
also consider relevant information in the medical

record.

Please also refer to the published qualification
opinion on eSource Direct Data Capture (DDC)
EMA/CHMP/SAWP/483349/2019.

FT=2 Y OTIEBE, TSR — L DT
HUZIREE TN, RGO BE G b Z 8
THI L,

eSource Direct Data Capture (DDC)
EMA/CHMP/SAWP/483349/2019 (ZB7 5/
Bfl S 4172 qualification opinion &M D Z &

A6.10 Archiving (7T —H A E 7))

Appropriate archiving should be in place to ensure
long term readability, reliability, retrievability of
electronic data (and metadata), in line with
regulatory retention requirements. Please also refer
to section 6.11. Requirements for the retention of
clinical trial data and documents are frequently
different from requirements for other data and
documents held by the investigators. It should be
ensured that there is no premature destruction of
clinical trial data in case of e.g. institution
relocation or closure. It is the responsibility of the
sponsor to inform the hospital, institution or
practice as to when these documents will no longer

need to be retained.

There are specific requirements for backup, etc. of
electronic data, which can be seen in section 6.8
and which are equally applicable to research
institutions. Please also refer to the guideline on
the content, management and archiving of the
clinical trial master file (paper and/or electronic)

EMA/INS/GCP/856758/2018.
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