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4.

DATA GOVERNANCE — INVESTIGATOR AND SPONSOR

—ZHNF R - BREBEEE KR VAR Y —

This section provides guidance to investigators and
sponsors (i.e., the responsible parties) on
appropriate management of data integrity,
traceability and security, thereby allowing the
accurate reporting, verification and interpretation of
the clinical trial-related information. This section

should be read in conjunction with corresponding

AET, BBREMEEEXROAR Y — (T2
bbb, BLEAT 2/ oL, 7—2 1
TI7IVT 4, PL—=BHEVT 4 KN EF2T
S EHYNE IS 27200 T A X2 A i
% Z LT ERIREABRIC BT 2 1 IS IEE I R
L WL, RSN LD THHDTHD,
AREEIX, 2 RO 3 FICHES D PV 3R

responsibilities for the investigator and the sponsor | EfiFLH & AR —FNENOEE, KO
as defined in sections 2 and 3, along with ICH CH E8(R1),/ICH E9 & fifd Tt & Th
E8(R1) and ICH E9. %,

The quality and amount of the information
generated in a clinical trial should be sufficient to
address trial objectives, provide confidence in the

trial’s results and support good decision making.

The systems and processes that help ensure this
quality should be designed and implemented in a
way that is proportionate to the risks to participants

and the reliability of trial results.

The following key processes should address the full
data life cycle with a focus on the criticality of the
data and should be implemented proportionately

and documented appropriately:

(a) processes to ensure data protection of trial

participants’ confidential data;

[FR7E] A#Z ICH GOOD CLINICAL
PRACTICE (GCP) E6(R3) Step2 ® 4. Data
Governance Z FIXCFER L7 b DO THY | 2 &
INVESTIGATOR } T} 3 # SPONSOR (22T
TR AR Z b,

BRARABR CAER SN DHEHROE & &EITLL T 21T
IIRXATHRRBDLEFTRETH D,

o HBROHMIZHIET D,

o HBEREZEH TELIbDET D,

o WU EIREESART D,

ZOWVo B EEICT A AT 5
AT AR TR L, BBRSNE~DY 27
K OGRBRAE O A - - BT A
YL, EETHVEND D,

LFoOEET vt 21X — X OBEBVEIE A
EYTOOT — &747#47» (NI oY
THIGTRETHY, VAZITISUTHEmL,
WO CE LT RETH D,

KBRS INE OWIE T — ¥ OIR#EZ EEIC
TAHFRDOTuk R,

(a)
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(b) processes for managing computerised systems
to ensure that they are fit for purpose and used

appropriately

(c) processes to safeguard essential elements of
the clinical trial, such as randomisation, dose

escalation and blinding;

(d) processes to support key decision making,
such as data finalisation prior to analysis,
unblinding, allocation to analysis data sets,
changes in clinical trial design and, where

applicable, the activities of, for example, an

(b) AL a—FbT AT LEEHTH T 0
A, arta—2I AT LABNHBIIC
HWE L, WU SN Z L E2EC
THEHDHD,

(o) BEAERAL, HEWN, Shbn . BR
RRORE 2 2T A RET LT rE
XO

(d) EHEABEIREEZXET 270t X,
ZAUE, TR O T — 2 Be#efb, B
bR, fEHTT — Xy O, EERRER
THA o OEFE, AT 255E8) ML
T—2E=41 %A (IDMC) &

IDMC. DT VT AET A,
4.1. Safeguard Blinding in Data Governance
F—H HNF U RCBT B EREOR#
4.1.1 Maintaining the integrity of the blinding | 4.1.1 EWYEDA T 7T 4 MRS D
is important in particular in the design of systems, CIFEETHLD, LVDITEERONLUTT
management of users’ account, delegation of H5,

responsibilities with respect to data handling and
provision of data access at sites, data transfers,
database review prior to planned unblinding and
statistical analysis across all appropriate stages of

the trial.

o VAT LADTHA L

o I—Y—ThUr NOEH

o JEFRIZEIT DT — X ODBFHNT — X
7 7 ZADORMICET 52 BEORT:

o T —HURDE

o FMHISNT-EMMROBNIERT 5T
— B NR— AL B a—

o HBROATOWE 2B TIThIL D5
AHEAT
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4.1.2 Roles, responsibilities and procedures for
access to unblinded information should be defined
and documented by all relevant parties according to
the protocol; this information may also be included
in the data management plans and statistical
analysis plans. For example, in blinded trials,
sponsor staff or designated third parties who are
involved in operation of the trial and directly or

indirectly interact with site investigator staff should

not have access to unblinding information.

4.1.3 The potential for unblinding should be
part of the risk assessment of a blinded trial. Any
planned or unplanned unblinding, including
accidental or emergency unblinding, should be

documented and assessed for impact to trial results.

412  BET LA TOMRRIT. EhgtmEc
Wo T, FERBERA~DT 7 & ATk 5 5&E|
SEE/FIREZHEL, XFE T RETH D,
ZORERITT —F ~ 3V A v FRFEE L O
EMTRIEEIC L EOTH LW, Flx X, Bk
BIZBWT, ARV —DRZ v 7 IR
NIZFE=F T, HBROEEICHE L, MoK
BREREEATLE O R & v 7 & EHER XM
RV T LFIL, FEEMRFHRICT 7 A SHE
BHRE TR,

413  EBEREBRICBW T ERAERRO FEEM:
Y AVFHIIZZODHXEThD, TESN
7o, XIETENDO GRS (B LRV B
BRI B DO EMMRREZ S Te) 132 TRskL .,
BRI R~ DR AR U 72 T U2 B 720,

4.2. Data Life Cycle Elements
T—E T THIA I NDESR

Procedures should be in place to cover the full data

life cycle.

T BT TYA I LA BT S T
T ~&Ths,

4.2.1. Data Capture

2tk

(a) The requirements for and extent of data
verification, when data captured on paper or
in an electronic health record are manually
transcribed into a computerised system,
should take the criticality of the data into
account. Refer to section 4.2.3 for data

entered directly in data acquisition tools.

(a) MIEEF OREFGRCERICIUS S e T —
Bl a ¥ a—H by AT A FE) Tk
T AHEA, T X ORERENEEEICA
NTT—FXY 7 4 r—2 9V OBEHR
HPHZRD DZMEN DD, T —HIEEY
—VZEH#HEATIENDT —ZIZONT
I, 423 B SROZ L,
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(b) Acquired data from any source should be
accompanied by relevant metadata. At the
point of data capture, automated data
validation checks should be considered as
required based upon risk, and their
implementation should be controlled and

documented.

(b) ED LD RIFRFEN GG T H7 —F T
HoTHHEET LA X T —F &S
HMENRD D, VAZRETIE, 7—X
TSRS CREN T — 2 N F—a UF
Ty 7 ETITENRDOLENTND &
RHRETHY, (HET—2 ) TF—
varFoyv o) EErar fo—L
L., XFET & TH D,

4.2.2. Relevant Metadata, Including Audit Trails

AL 2 B TeBE S o A Z T — 4

The approach used by the responsible party for
implementing, evaluating, accessing, managing and
reviewing relevant metadata associated with critical

data should entail:

(a) Evaluating the system for the types and

content of metadata available to ensure that:

(i) computerised systems maintain logs of user
account creation, changes to user roles and

permissions and user access;

(i1) systems are designed to permit data
changes in such a way that the initial data
entry and any subsequent changes or
deletions are documented, including, where
appropriate, using a risk-based evaluation,
the reason for the change if it is not

implicit;

(iii) systems record and maintain workflow
actions in addition to direct data

entry/changes into the system.

BEE AT DM, BEART— 2T 5
ART—Z B M T v X ERS
Ea—3 58I NS T Fa—F I ToFE
HEZDDHI &,

(a) AFA[RE/R A X 5 — X OFEIE L NAIZD
WTCV AT LEFHIE L, LA 2SR
60

() T Ea2—F I AT ATBNT, =
— =T BT MEK, 2——D%
B HEROEER, 22—V —7 7R
ONTOr FRHEFFER I NS,

(i) 77— OEHEZFATL581L. 7—
ZDEADANT, KM OED%RDERE )/
HIBRNFEER SN D LISV AT L% T
YA T 5, UVARATIESFHIZLT
V, MENZE U T (B AR TR
Wi HIE) AFEHE T D,

VAT AIBWT, V=27 T7u—07T
Jvay, MOV AT A~OHEBEDT
— X NI/ RGeS AL, HERFE
Ry

(iii)
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(b) Ensuring that audit trails, reports and logs are
not disabled or modified except in rare
circumstances and only if a log of such action

and justification is maintained;

(c) Ensuring that audit trails and logs are

decipherable and can facilitate analysis;

(d) Ensuring that the automatic capture of date
and time of data entries or transfer using data
acquisition tools are unambiguous (e.g.,

coordinated universal time (UTC));

(e) Determining which of the identified metadata

require review and retention.

(b) BEAGEHE LA — b v IR LS
720, BESNTZVTHZLEDRNED
2%, B, ENRRUT, 2D LD
IR HEE & F DOIES M A R R SR HE R
HENTWDEEIEZORY T2,

(c) EEARER R O e 7 D3RI HRE T iR
richIfTcE s X 2127 %,

(&) 7= 2 W — % T 7= 5 AT X
7 — 5 R T B S AL
DEBERIC L2 NI ST 5 W HiE
R (UTC) ) .

EFEINTZAXT—HDH>H, izl
Ea—LE0RELIZY T A20ERD D
DONERTET D,

4.2.3. Review of Data and Metadata
T—EROAZT—F DL Ea—

Procedures for review of trial-specific data, audit
trails and other relevant metadata should be in
place. It should be a planned activity, and the extent
and nature should be adapted to the individual trial

and adjusted based on experience during the trial.

ARBRE A OT — & | ALY & O Do Bl
TOHAET —H % L E 2—T 5 FIAZ T~
ETHDH, ZIUTEFTEIRT 77 487 4 Th
HRET, (A¥T—HOLE2—0) #Hk
ORI 2 OFRBRIZAN L= b o & L, 3BRE
S ISR SV TR T RE Th 5,

4.2.4. Data Corrections

F—X DIEIE

There should be processes to correct data errors that
could impact the reliability of the trial results.
Corrections should be attributed to the entity
making the correction, justified and supported by
source records around the time of original entry, and

performed in a timely manner.

ARG RO EL KF TR0 H 5
T AT T —EEIETH T R RAERITHE
ThD, BEICHIZ>TIE, BEEZIToZHEN
FETE URBME) | StOANEITo /RO
JRFEERIZ K o CTEXSL AT 5 Z N TX,
BALVICEBENDLERD D,
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4.2.5. Data Transfer, Exchange and Migration
T =5 DRk, S BT

Validated processes or other appropriate processes
such as reconciliation should be in place to ensure
that electronic data transferred between
computerised systems retains its integrity and
preserves its confidentiality. The transfer process
should be documented to ensure traceability, and
data reconciliation should be implemented as

appropriate.

NYF—hapnfe7etvAR, XFREOL S 7%
BOwEY) 27 atw A% T, a2 Ea—2{by
AT LB CIE SN E T —F DA T 7Y
T DRFFS AL, BEMES RN D Kol
XTHhHDH, IETur A& LERL, FL—H
EUT o REFERICTRETHD, £, HHIZ
ISCTT— 2 RELEFEHTNETH D,

4.2.6. Finalisation of Data Sets Prior to Analysis

fENTRI DT — & & v b D&KL

(a) Data of sufficient quality for interim and final
analysis are achieved by implementing timely
and reliable processes for data capture,
verification, validation, review and
rectification of errors and omissions that have
a meaningful impact on the safety of trial
participants and/or the reliability of the trial

results.

(@) LTFIZOWTDOH A LY POEJHTE D
TavwAEFEMTDH LT, PRI
AT I 72 B DT — 2 B EHh
Ay

T — 2 B
(T—H) RV T 4 r—vay
(F=#) N)F—vav

(F—%] LEa—
RBRBINE O, KO (iT) Bk
FEROEEMEICER s KT+ =
T —RREDFTIE
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(b) Activities undertaken to finalise the data sets
prior to analysis should be confirmed and
documented in accordance with pre-specified
procedures. These activities may include
reconciliation of entered data and data sets or
reconciliation of relevant databases, correction
of data errors and omissions, medical coding,
compilation and addressing the impact of non-

compliance including protocol deviations.

(c) Data extraction and determination of data
analysis sets should take place in accordance
with the planned statistical analysis and

should be documented.

(b) FRICHE SN 7= FIEIHE, MEPTRTIC
T4ty NEREILT D007 7T
AT BER L, SR TRETH D,
INSDT T 4 BT 4TI TERE E
N5,

AN ENTT =2 T —2Ey FéD
A, XIB#ET — 2 X— 2O RE
T—H T — RIEDEE

AF 4 N a—F 47

4EFE (compilation)
FEREFTEE D & OB 722 & ORISR
KB EEA~DRIG

(© EDF—H BRI L, F— ¥ AT v b
L B HDRGER, HERARITE BN
THV, T RETHS,

4.3. Computerised Systems

aV B a—F LV RAT A

As described in sections 2 and 3, the responsibilities
of the sponsor, investigator and the activities of
other parties with respect to a computerised system
used in clinical trials should be clear and
documented. In summary, the sponsor is responsible
for ensuring that for computerised systems which
they put in place, the expectations for computerised
systems as described in this section are addressed in
a risk proportionate manner. The sponsor should
review whether the systems used by the
investigator/institution (e.g., electronic health
records and other record keeping systems for source
data collection) are fit for purpose in the context of
the trial. In the event that the investigator/institution
deploys systems specifically for the purposes of

conducting clinical trials, the investigator/institution

2R3 E I CE#Eo L B0 | HERAR
THEHENDa U Ea—2 b 2T AT 5
AR Y — R EREEE OB, KOED
OBMRE OEG ZPIEIZ L, XE T & T
HbH, BT DL, ARV —F, AR Y —
DB L7 2 Ea—2 by AT AIZDONT,
AEICEEH SN TV Ea—F Ly AT A
6T DI EIEN U R 7125 U7 515 Tt
SINDZEEMEIITHERMEAD, ARH
—i3, MBROBLE G BRI EEERIR
BRI MEN T2 v AT & (] 2 T —
ZINEE D T2 8D D BT R M O DD FEEk
RAFV AT L) DEMICHEA L TWHDENE H D
L Ea2—TXRETHD, BRFEHETE
IRARBRFERAREIIE, FRICERARRBR O i % B 1)
ELTUAT AERE LESGAE, PiRrFEn
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should ensure that the expectations are

proportionately addressed and implemented.

The responsible party should ensure that those
developing computerised systems for clinical trials
are aware of the intended purpose and the

regulatory requirements that apply to them.

It is recommended that representatives of intended
participant populations and healthcare professionals
are involved in the design of the system, where
relevant, to ensure that computerised systems are

suitable for use by the intended user population.

UZZIE U TS, FEIND Z & & h
FILTRETH D,

[FR7E] ICH GOOD CLINICAL PRACTICE
(GCP) E6(R3) Step2 @ 2 & INVESTIGATOR &
'3 3 SPONSOR [ZOWTIEH L Z BB =
&

BleAT 5/, BRRBRICHN a2V
2 — ALy AT LOBRFE AL BB K& O%E H
SNAHHBIEMEEZRBSE D LT RETH
éo

K b 72 5 RS INE L B RS O
EFEEVBIE LTV AT ADOTHFA TG
S, T Ba— AT ARG — P —
LRI E S THERA LT T2 2 LRI
Do

4.3.1.
L a—F bR T AOEAFIE

Procedures for the Use of Computerised Systems

Documented procedures should be in place to
ensure the appropriate use of computerised systems
in clinical trials for essential activities related to

data collection, handling and management.

XE SN FIEZEfE L, BARRICEK T 2
T DL LB PRI B H EHEE R T
IF 4 ETF4IZBWTTaryta—2{T AT A
MEUNAEH S ND LT R&ETH D,

4.3.2. Training
f—=7

The responsible party should ensure that those using
computerised systems are appropriately trained in

their use.

ELA2AT /ML, 2o Ea—2 b 2T A
BT 55D, ZOMEHICONTEY e b L
—= U T EREFEIIZITOND X OICTRETH
éo
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4.4. Security of Computerised Systems
I a—F L AT LDEF2 Y T 4

4.4.1 The security of the trial data and records

should be managed throughout the data life cycle.

442 The responsible party should ensure that
security controls are maintained for computerised
systems. These controls should include user
management and ongoing measures to prevent,
detect and/or mitigate security breaches. Aspects
such as user authentication requirements and
password management, firewall settings, antivirus

software, security patching, system monitoring and

penetration testing should be considered.

443 The responsible party should maintain

adequate backup of the data.

4.4.4 Procedures should cover the following:
system security measures, data backup and disaster

recovery.

4.4.1 F—HB T T A 7N EHE T, AR
F—RSEEFEO X2 ) T 4 BT RETH
60

442  EEEAT LM, arva—24k
VAT ADEF 2 )T 4 EESMERERL SN D
2T RETHD, ZNHOEFBIZIX, =—
Pee XA b, KOExF 2 VT 4 1REED
1B, B, RO (T 8T 2 72 D Ok
RHEEGOHRETHDH, LLTFO XD 22 Mk
HEETOHUEND D,

o —W—FHFEEAE AT — REHL

o 77 AT Uk —/VEXIE

o TUFUANARYT NI T

o EX2UF 4 RyF

o VAT LR
RAT A K

443  EEEAT MM T —F 0w
Ny 7T o T fERFEHT S ThH D,

444  FEIX, ATL2OEX2UT 4K
W, T—H RNy T T KERIBERERY AL
RETh D,
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4.5. Validation of Computerised Systems
AU a—H VAT ADN)F— g v
4.5.1 The responsible party is responsible for 4.5.1 ELE AT H/MkIT, AT L7407

the validation status of the system throughout its life
cycle. The approach to validation of computerised
systems should be based on a risk assessment that
considers the intended use of the system; the
purpose and importance of the data/record that is
collected/generated, maintained and retained in the
system; and the potential of the system to affect the
well-being, rights and safety of trial participants and

the reliability of trial results.

452 Validation should demonstrate that the
system conforms to the established requirements for
completeness, accuracy, and reliability and is

consistent with intended performance.

453 Systems should be appropriately validated
prior to use with adequate change control

procedures implemented.

4.5.4 Validation of changes should be based on
risk and consider both previously collected and new

data.

YA I NEBLETCU AT LONY) T — g 00k
BAHERFT 2 EMAAS, avEa—Hlv X
FUANY)F = a7 Fu—Fi, UTFaE
LIV RZTEAA L MZHEIRETH

Do

VAT AOFEHER

VAT KMTBWTIUE AR S, R

B/ RSN DT — %/ 5eeko B

it
o VAT KNS INE OEAL MR
AR R OFHEME I E E Z
IR REME
452 NYUF = g2k, AT AN,
M%ﬁ/mﬁﬁ/%ﬁ¢:ﬁ¢6%jéht%
HIZHE->TRY . OB ETHMEREICH - T
WAZELEHOENITRETH D,
453 VAT MMEHBAERIIC, VAT A%
AR F— kL, WA ERFIEZ AR
LTBILERZDHD,
454 BEEONRY F— g 0%, VAT

HORETHY, EFLEAEANINEE LT —
ZLH LT — X O H B EIC AN S
REThD,
[FRIE] AR &
T< KRR
EHEFEZTHEVIERTHD &

D LWT —ZR5ed 5720
RELT=T—H b b 2 &
Hbisd,
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4.5.5 Both basic system functionality and
protocol specific configurations and customisations,
including automated data entry checks and
calculations, should be validated. Interfaces
between systems should also be defined and
validated. Different degrees of
qualification/validation may be needed for bespoke

systems, systems designed to be configured or

systems where no alterations are needed.

4.5.6 Where relevant, procedures should cover
the following: system design, validation, and
functionality testing; release; setup; installation and

change control until decommissioning.

4.5.7 The responsible party should ensure that
the computerised systems used in clinical trial
processes are qualified and validated, including
those developed by other parties.

They should ensure that qualification and validation

documentation is maintained and retained.

4.5.8 Validation should generally include
defining the requirements and specifications for the
system and their testing, along with the associated
documentation, to ensure the system is fit for
purpose, especially for critical functionality, such as
randomisation, dosing and dose titrations and

reductions, and collection of endpoint data.
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4.5.9 Unresolved issues, if any, should be
justified and, where relevant, addressed by
mitigations prior to and/or during the continued use

of the system.

4.5.10  The trial-specific systems (including
updates resulting from protocol amendments)
should only be implemented to enable the conduct
of the trial by the investigator after all necessary

approvals for the clinical trial have been received.
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4.6. System Failure

VAT L

Contingency procedures should be in place to
prevent loss or lack of accessibility to data essential
to participant safety, trial decisions or trial

outcomes.
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4.7. Technical Support

T = AN R— b

4.7.1 Where appropriate, there should be
mechanisms (e.g., help desk support) in place to
document, evaluate and manage issues with the
computerised systems (e.g., raised by users), and
there should be periodic review of these cumulative

issues to identify those that are repeated and/or

systemic.

4.7.2 Defects and issues should be resolved
according to their criticality. Issues with high

criticality should be resolved in a timely manner.
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4.8. User Management
Z—HP—<RTAV b
4.8.1 Access controls are integral to 4.8.1 KRR CHEH SN2 B a—21k

computerised systems used in clinical trials to limit
system access to authorised users and to ensure
attributability to an individual. The security
measures should be selected in such a way that they
achieve the intended security and do not unduly

impact user-friendliness.

4.8.2 Procedures should be in place to ensure
that user access rights are appropriately assigned
based on a user’s duties and functions, blinding
arrangements and the organisation to which users
belong. Access rights should be revoked when they

are no longer needed.

4.8.3 Authorised users and access privileges
should be clearly documented, maintained and
retained. These records should include any updates
to a user’s roles, access rights and permissions, and

time of access privileges given (e.g., time stamp).
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Glossary
&
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Audit Trail

Metadata records that allow reconstruction of the
course of events by capturing details on actions
(manual or automated) performed relating to
information and data collection and, where
applicable, to activities in computerised systems.
The audit trail should show activities, initial entry,
and changes to data fields or records, by whom,
when and, where applicable, why. In computerised
systems, the audit trail should be secure, computer

generated and timestamped.

Certified Copy

A copy (irrespective of the type of media used) of
the original record that has been verified (i.e., by a
dated signature or by generation through a validated
process) to have the same information as the
original, including relevant metadata, where

applicable.

Computerised Systems Validation

A process of establishing and documenting that the
specified requirements of a computerised system
can be consistently fulfilled from design until
decommissioning of the system or transition to a
new system. The approach to validation should be
based on a risk assessment that takes into
consideration the intended use of the system and the
potential of the system to affect trial participant

protection and the reliability of trial results.

B A FEBR

5, 7 — 2 OIE, ESTr8581Ea
Va—H{bv AT ANDOT 7T 4 BT 4 (2B
LCEESNZ (FEIXILAED) 77 a v
BT AR A e T A Z L IC kb, FERE

DOFEELZFREICT 2 A X7 —Fiek, B
WNE, T2 T a7 4, PIEIAT), ROT—#
74—V R RS DEE & D, WDITo
e, EEENT 258X E0Rh AR, 2
YV a— LY AT DTBWTCIR, AR

it BETHY, ara—HFIlkoTERS
Ny ZALAZTRFENDIRETH D,

RAEfT S EE

VDI VEEROBET (S D AR OTE
RV THY ., AV TUF LRI UE#R
U+ 25605, HET LA ZT— 5775:.3.
o) ZATHZ LN (AFAYDEAIZL
Xﬁﬂv?~béﬂtfmﬂxti0$&éﬂ
5 LT) BRESLZ D,

A2 —H VAT AN F— g
a2 —H LY AT ADRE DN, #E
MOV AT LOBEFEXTHT T AT L~DBATIC
EHET-EL TSN bZ E&FEHL, i
T o 7etERX, NUTF—va kT LTS
m—Fk, VAT LAOMEH BRIV AT AN
BRI DR K OB R ORI E L
Hz2 50 E BB LIV A7 TR®ARXA L MNE
KA RETH D,

- By
\—'?/

% 1.0

14 BZLib-115_ICH E6 (R3) Ch.4_r1.0.docx

é%%; BRASHE XE



ICH
ICH E6 (R3) Step 2 Sec. 4

No. BZLib-115

Metadata

The contextual information required to understand a
given data element. Metadata is structured
information that describes, explains or otherwise
makes it easier to retrieve, use or manage data. For
the purpose of this guideline, relevant metadata are

those needed to reconstruct the trial conduct.

Service Provider

A person or organisation (commercial, academic or
other) providing a service used during the conduct
of a clinical trial to either the sponsor or the
investigator to fulfil one or more of their trial-

related activities.

Signature

A unique mark, symbol or entry in line with
applicable regulatory requirements and/or practice
to show expression of will and allow authentication

of the signatory.

Source Records

Original documents or data (which includes relevant
metadata) or certified copies of the original
documents or data, irrespective of the media used.
This may include trial participants’ medical/health
records/notes/charts; data provided/entered by trial
participants (e.g., electronic patient-reported
outcome (¢PROs)); healthcare providers’
records from pharmacies, laboratories and other
facilities involved in the clinical trial; and data from

automated instruments, such as wearables and

SENSors.
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